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Abstract of the contribution: A conclusion for Key Issue #2, Reliable communication service between the UE and SCEF.
Introduction

This document proposes a conclusion for Key Issue #2, Reliable communication service between the UE and SCEF.
Discussion
An NB-IoT UE may host simple sensing or actuating applications that communicate with an SCS/AS. The UE’s battery lifetime requirements may be on the order of years. When UE hosted applications send periodic measurements to the SCS/AS, they may wish to send them in a “fire and forget” manner. However, when they exchange more critical information (i.e. detection of a hazardous condition, configuration information about how frequently to send measurements, etc.) they may wish to receive some assurance that the message made it to the recipient. Rather than require that UE hosted applications implement an application protocol that support acknowledgements, MNOs can offer reliable data delivery as value added service to their customers. Application developers who take advantage of this service, would avoid having to implement specific application layer protocols. Sensing and control information could be efficiently packed in the non-IP data payload.
Proposal #1

Key Issue #2 has 2 architectural requirements:
-
The system should support reliable data delivery between the UE and the SCEF.

-
The system should support disabling/enabling reliable data delivery capability (per UE per PDN connection) by 3rd party service provider.

Solution 5, Alternative 5a, Option 1 (reliable data delivery) fulfils the requirement to provide a reliable data delivery service between the UE and SCEF. Thus, this proposal would adopt them for normative work.
In order to support disabling/enabling the capability, the feature will be enabled/disabled based on APN Configuration per SLA. 

Proposal #2

If reliable data delivery is enabled, it is likely that the Application desires a retransmission in the case of a delivery failure. In order to reduce the likelihood of failure and the need for retransmissions, it is proposed that Solution 5, Alternative 5c be adopted for normative work. It is also proposed that, during the normative phase, we study how Solution 5, Alternative 5c may be disabled/enabled on a per UE per PDN connection basis. 
Proposal: 

The following updates are proposed for TR 23.730:

***************** Start of Change **********************

8.2
Key Issue 2 - Reliable communication service between the UE and SCEF
For Key Issue #2 (Reliable communication service between the UE and SCEF):

-
In order to support reliable data delivery between the UE and the SCEF, Solution 5, Alternative 5a, Option 1, titled "Based on UE - SCEF acknowledgment" in clause 6.5 is the basis for the normative work for providing a mechanism for the UE to determine if the data was successfully delivered to the SCEF and vice versa. The service is enabled or disabled based on APN Configuration per SLA. 
-
Solution 5, Alternative 5c, titled "Based on hop by hop acknowledgment" in clause 6.5 is the basis for the normative work for improving overall reliability of messaging between the UE and SCEF.

***************** End of Change **********************
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