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Abstract of the contribution: it is proposed to update the interim agreements on common AN-CN interface.
Discussion

When 3GPP access and untrusted non-3GPP access are used by the UE to access the NextGen CN, in order to reduce the signalling cost, it is proposed that only one authentication is carried out.

The pCR is proposed to add the following interim agreement:

9.
When the UE accesses the NextGen CN via 3GPP access and untrusted non-3GPP access, only one authentication is needed. Upon receiving the attach message, the CN CP functions verify that whether the UE is already authenticated based on UE provided identifier. If the UE is authenticated and the UE profile is retrieved, the authentication is skipped.

Proposal
It is proposed to update the interim agreement of common AN-CN interface in TR 23.799.
* * * Start of changes * * * *

8.8.2
Interim Agreements on common AN-CN interface

The following list contains the current agreements on the common AN-CN interface:

1.
Non-3GPP accesses are either embedded into the NextGen RAN (referred to as "non-standalone" non-3GPP accesses) or are deployed outside the NextGen RAN (referred to as "standalone" non-3GPP accesses).

2.
The "non-standalone" non-3GPP accesses are outside the scope of this TR. The stage-2 aspects of "standalone" non-3GPP accesses are in the scope of this TR shall be defined by SA2.

3.
A standalone non-3GPP access may support both trusted and untrusted non-3GPP accesses. However, currently only untrusted non-3GPP accesses are considered. Trusted non-3GPP accesses will be considered at a later phase of this work.

4.
The NG2/NG3 interfaces are used to connect the standalone non-3GPP accesses to CP functions and UP functions respectively.
5.
In this release it is assumed that UEs that access the NextGen CN over non-3GPP access utilize the 3GPP NextGen NAS signalling.
6.
The following high-level architecture is used for standalone untrusted non-3GPP accesses. The details of this architecture will be specified in this TR. The name of N3IWF may need to change.
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Figure 8.8.2-1: High-level architecture for standalone untrusted non-3GPP accesses
7.
Over untrusted non-3GPP access:

a)
The UE discovers and selects the N3IWF with the similar procedure as the ePDG selection in TS 23.402 [17].

b)
The UE uses IKEv2 to establish an IPsec tunnel with the selected N3IWF. During this IPsec tunnel establishment the UE is authenticated to the NextGen CN via NG2.

c)
After authentication, NAS messages are exchanged between the UE and CP functions via the established IPsec tunnel and via NG2. The N3IWF transparently forwards the NAS messages via NG2.

d)
IKEv2 and IPsec are used on the interface between the UE and the N3IWF but additional protocols may be specified if needed.

e)
Regardless how many PDU sessions the UE has, there is only one IKE security association between the UE and N3IWF.
8.
Open issues for untrusted non-3GPP access:
a)
Details of the Attach procedure: (a) NAS messages in EAP packets, (b) NAS messages in IKEv2 packets, (c) interworking between IKEv2 and Attach, (d) NAS Attach sent over IP after initial UE authentication at IPSec tunnel establishment.
b)
The user-plane model.

c)
For the control-plane, identify if there is need for a 3GPP-defined protocol between UE and N3IWF.
9.
When the UE accesses the NextGen CN via 3GPP access and untrusted non-3GPP access, only one authentication is needed. Upon receiving the attach message, the CN CP functions verify that whether the UE is already authenticated based on UE identifier. If the UE is authenticated and the UE profile is retrieved, the authentication is skipped.
* * * End of changes * * * *
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