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Discussion
In SA2#117, there was proposal to specify some control plane interfaces for NGC as service based interface or actually specify some or all procedures on some control plane interfaces as generic “services” which can be called by any other network function in the CP..
The interface from UDM/HSS is a very important and critical interface for operators. HSS has critical subscription and security information and should interact only with well known functional entities in the network. Specifically, it should not be possible for just about any other CP network function to call procedures supported by UDM/HSS. The protocols to HSS needs to be well specified and interface to HSS should support strong security mechanisms. Also, the NG7 interface is a roaming interface. Roaming interface require special attention for security and hence end points of the communication should be known and restricted.
Proposal: NG7 interface to UDM/HSS is not a service based interface.
NOTE: 	During conference call it was proposed by several companies that the NG5 interface is also not a service based interface. NG5 interface is also proposed to be specified as a point to point interface.
 
Proposal
It is proposed to add the following changes to the TR 23.799 “Study on Architecture for Next Generation System”.
[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * Start of changes * * * *
[bookmark: _Toc465692606][bookmark: _Toc461542406]8.7	Interim Agreements on Key Issue #7: Network function granularity and interactions between them
Interim agreements for Key issue #7 “Function Granularity and Interconnection of them” are as follows:
1.	Any two NFs interacts with each other directly while avoiding the functional and signalling impact on unrelated NF.
NOTE: 	This does not preclude to pass information via a third NF if two NFs do not interact directly, e.g. if MM received subscription information from SDB then it can pass it to SM if there is an interaction between MM and SM (e.g. during PDU connection establishment procedure).
2.	In order to facilitate utilization of the capability (s) of one NF the capability (s) of NFs are exposed as a service to other NF, wherever applicable, (e.g. by following the guidelines defined in Annex E). As such the NF provides a service based interface to other NFs.
NOTE 1: 	It is expected that SA2 will specify the services and functionalities that one NF supports, and CT WGs define the data model of service interface, i.e. information elements included in service interface.
NOTE 2:  To support different variants of a service and to enable the invoking NF to discover the expected service, the service need be uniquely identified.
3.	The feasibility to expose NF capabilities as service will be evaluated on a case by case basis when specifying each procedure. The service based interfaces should be considered for the interconnection between CN CP NFs. The NG1, NG2, NG4, NG5 and NG7 interface are not considered to support the service based interface.
4.	The NF selection and discovery shall be supported to enable NF selection and discovery, including:
-	The NF selection and discovery function maintains the function profile of the deployed NF instances, e.g. the type of the NF. 
-	When deploying/removing one NF instance, the information of the NF instance is updated. 
-	One NF shall be able to utilize NF type and other service parameters to discover the expected NF instance (s), and the NF selection and discovery function provides the IP address or the FQDN of NF instance(s) to the NF.
NOTE:	 whether it utilizes the NF Repository function or an enhancement of the DNS server to reach this functionality is left for CT WG to determine. 


* * * Next change * * * *
[bookmark: _Toc465679965]8.12.2	Non-roaming reference architecture and reference points
The NG-CP functionality:
-	NF Repository Function (NRF): It provides NFs registration and discovery functionality so that peer NG-CP NFs can be discovered and communicate with each other.
Editor's note:	whether NRF is an enhancement of DNS and whether it needs to be specified by SA2 is FFS.
Editor's note:	the architecture impact related with security functionalities (ARPF, AUSF, SCMF and SEAF) will be updated based on SA3 work. How the authentication function maps to the control plane is FFS.
-	Access and Mobility Management Function (AMF): Handles the UE level access and mobility management including UE network access control, UE Location management and UE reachability management. It supports the UE access the network via multiple access types including 3GPP access and non-3GPP access. The AMF terminates the NG1 reference point and also the NG2 reference point.
-	Session Management Function (SMF): Supports Allocation of UE IP address, User plane function selection and control, , etc. It may also consist of the control part of enforcement of QoS related rules and session related Charging and Lawful Intercept. SMF controls the NG User Plane Function via NG4
-	Policy Control Function (PCF). It interacts with other NG-CP functions such as SMF, AMF to provide dynamic policies e.g. for QoS enforcement, charging, access control, traffic routing, etc.
-	Network Capability Exposure function (NEF).
Editor's note:	Description of Network Exposure Function is FFS
Editor's note:	the list of the functionalities above may be updated based on the progress of related Key Issues.
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Figure 8.12.2-1: Non-Roaming NextGen Architecture
The following reference points and interfaces are defined:
NG1:	Reference point for the control plane between NG UE and AMF.
NG2:	Reference point for the control plane between NG (R)AN and AMF.
NG3:	Reference point for the user plane between NG (R)AN and NG-UP.
NG4:	Reference point between SMF and NG-UP Functions
	NG5:	Reference point between PCF function and Application Function
NG6:	Reference point between the NG-UP and the data network. Data network may be an operator external public or private data network or an intra-operator data network.
NG7:	Reference point between NG-CP function and NG Unified Data Management.
Service-based interfaces should be considered to be exposed from NG-CP functions such as AMF, SMF, PCF, NRF, NEF through which other NG-CP functions can invoke them for service.
Editor's note:	Whether the NG7 can be a service-based interface is FFS.
Editor's note:	Other reference points are FFS.
UDM. It stores UE related data, e.g., subscription, policy (e.g. on QoS and charging).
NG Core User Plane (NG-UP) function, a generic user-plane function supporting various operations and functionalities such as:
-	External PDU session point of interconnect (e.g. IP).
-	Packet routing & forwarding.
-	Traffic handling (e.g. QoS enforcement).
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Optional functionalities such as Packet inspection.
-	Lawful intercept (UP collection).
Multiple NG-UP functions may be used to serve one PDU session.
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