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Abstract of the contribution: This paper tries to clarify the meaning of other PLMN is IOPS PLMN.
DISC
Key issue 1 added the following at last meeting:

This Key Issue aims at developing solutions to: 
-
limit the signalling exchanges between an IOPS network and other PLMN entities to provide local mission-critical communications, when the E-UTRAN experiences backhaul limitations

-
make use of the limited backhaul to allow Public Safety UEs not known in the IOPS network but having a subscription in a PLMN, to be served by this IOPS network operating with a limited backhaul. 
It is not clean clear what is a Public Safety UEs having a subscription in a PLMN mean. In the current IOPS solution defined in TS 23.401, it has written that:

A PLMN identity is dedicated to IOPS mode of operation and is broadcast in System Information by the EnBW when IOPS mode is in operation. Only authorized IOPS-enabled UEs can access a PLMN indicated as an IOPS PLMN.

…. When operating in IOPS mode IOPS-enabled UEs only use the appropriate USIM credentials defined in the UICC, i.e. those defined exclusively for use in an IOPS PLMN.
If other Public Safety UEs not known in the currently activated IOPS network then one simple solution is to add the other IOPS PLMN subscription/credential into local HSS database and allows that IOPS PLMN to be broadcasted in System Information by the eNB. This is more implementation aspect.

If the PLMN defined in KI#1 is meant to be any public PLMN then one other issue we need to consider is how to prevent regular guys with the same PLMN ID from accessing that network. Otherwise, it will create unnecessary load to the limited backhaul. 

Text proposal

Clarify the PLMN is another IOPS PLMN in the TR. 23.798
5
Key issues

5.1
Key issue 1: Optimizing the use of the limited backhaul for local communications
This Key Issue aims at developing solutions to: 
-
limit the signalling exchanges between an IOPS network and other PLMN entities to provide local mission-critical communications, when the E-UTRAN experiences backhaul limitations

-
make use of the limited backhaul to allow Public Safety UEs not known in the IOPS network but having a subscription in other IOPS PLMN (i.e., other PLMN identity beside the one being broadcasted by the current eNb which is also dedicated to IOPS mode of operation), to be served by this IOPS network operating with a limited backhaul. 
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