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Abstract of the contribution: Proposes a key issue for RAT type handling in EPS.
1. Introduction
3GPP RAN since rel.13 is working on integrating “unlicensed access” in RAN, including LTE-WiFi aggregation and LAA. More generically, the work is targeted at several scenarios where the UE is connected to two accesses at once, i.e., a primary access and a secondary access, where the secondary access operates in unlicensed spectrum. The secondary access may be represented by a LAA cell or a WLAN including a set of one or more WLAN APs.
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Figure 1 Example reference architecture for LTE + WLAN or LTE+LTE-LAA aggregation at RAN level

In LTE-WiFi aggregation scenario, the mechanisms defined so far are aiming to make the aggregation of LTE and WiFi spectrum transparent to the core network elements. In particular, MME, S-GW, PDN GW and PCC elements are not aware of whether the data packets of a PDN or Service Data Flow are being routed (on uplink, downlink or both) on the LTE spectrum cell or the WiFi spectrum. 

As RAN level configuration is transparent to the core network elements, RAT type information is always set to “EUTRAN” by the MME regardless of RAN level configuration. See the following extract from 3GPP TS 23.401.
This could be a problematic for those of operators who want to provide a free-of-charge only for WiFi access. In current EPS, there is no mean to reflect the LTE-WiFi aggregation status to the CDR.
With this observation, NEC would like to have a key issue to study the following items with regard to the RAT type in the EPS level:

· How a RAT type can be informed to core network elements. 
Note that the prime purpose of this study is to reflect accurate RAT Type being used to the CDR.

· Study the granularity of RAT type to be managed in the EPS. Note that the EPS manages RAT type per UE at the point of time in current system.
· Study whether or not the "LTE unlicensed access" should have its own code point in RAT Type.
*************START OF TEXT EXTRACT*************

5.3.2.1
E-UTRAN Initial Attach
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…

12.
For an Emergency Attach the MME applies the parameters from MME Emergency Configuration Data for the emergency bearer establishment performed in this step and any potentially stored IMSI related subscription data are ignored by the MME.

…


The new MME selects a Serving GW as described in clause 4.3.8.2 on Serving GW selection function and allocates an EPS Bearer Identity for the Default Bearer associated with the UE. Then it sends a Create Session Request (IMSI, MSISDN, MME TEID for control plane, PDN GW address, PDN Address, APN, RAT type, Default EPS Bearer QoS, PDN Type, APN-AMBR, EPS Bearer Identity, Protocol Configuration Options, Handover Indication, ME Identity (IMEISV), User Location Information (ECGI), UE Time Zone, User CSG Information, MS Info Change Reporting support indication, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, Maximum APN Restriction, Dual Address Bearer Flag, the Protocol Type over S5/S8, Serving Network) message to the selected Serving GW. User CSG Information includes CSG ID, access mode and CSG membership indication.

If the Request Type indicates "Emergency", Maximum APN restriction control shall not be performed.


For emergency attached UEs IMSI is included if available and if the IMSI cannot be authenticated then the IMSI shall be marked as unauthenticated.


The RAT type is provided in this message for the later PCC decision.

…

13.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Session Request (IMSI, MSISDN, APN, Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default EPS Bearer QoS, PDN Type, PDN Address, subscribed APN-AMBR, EPS Bearer Identity, Protocol Configuration Options, Handover Indication, ME Identity, User Location Information (ECGI), UE Time Zone, User CSG Information, MS Info Change Reporting support indication, PDN Charging Pause Support indication, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, Maximum APN Restriction, Dual Address Bearer Flag, Serving Network) message to the PDN GW indicated by the PDN GW address received in the previous step. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW without sending a Downlink Data Notification message to the MME until it receives the Modify Bearer Request message in step 23 below. The MSISDN is included if received from the MME.
5.3.3.1
Tracking Area Update procedure with Serving GW change
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…

8.
If the MME has changed the new MME verifies the EPS bearer status received from the UE with the bearer contexts received from the old MME/old S4 SGSN. If the MME has not changed the MME verifies EPS bearer status from the UE with the bearer contexts available in the MM context. The MME releases any network resources related to EPS bearers that are not active in the UE. If there is no bearer context at all, the MME rejects the TAU Request.

If the MME selected a new Serving GW it sends a Create Session Request (IMSI, bearer contexts, MME Address and TEID, Type, the Protocol Type over S5/S8, RAT type, Serving Network, UE Time Zone) message per PDN connection to the selected new Serving GW. The PDN GW address and TFT (for PMIP-based S5/S8) are indicated in the bearer Contexts. Type indicates to the Serving GW to send the Modify Bearer Request to the PDN GW. The Protocol Type over S5/S8 is provided to Serving GW which protocol should be used over S5/S8 interface. RAT type indicates a change in radio access. If it is a mobility from a SGSN to a MME and if the MME supports location information change reporting, the MME shall include the User Location Information in the Create Session Request, regardless of whether ULI change reporting had been requested in the previous RAT by the PGW. If it is an inter MME mobility and if the PDN GW requested UE's location, the MME includes the User Location Information IE in this message. If the PDN GW requested User CSG information, the MME also includes the User CSG Information IE in this message.

9.
The Serving GW informs the PDN GW(s) about the change of for example the RAT type that e.g. can be used for charging, by sending the message Modify Bearer Request (Serving GW Address and TEID, RAT type, Serving Network, PDN Charging Pause Support Indication) per PDN connection to the PDN GW(s) concerned. User Location Information IE and/or UE Time Zone IE and/or User CSG Information IE are also included if they are present in step 8.

9a
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF by means of an IP‑CAN Session Modification procedure as defined in TS 23.203 [6].
*************END OF TEXT EXTRACT*************

2. Proposal

It is proposed capture in TR 23.7xx the following Key issue. 
>>>Start Changes<<<
2
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>>>Next Changes<<<
4
Key Issues
4.x
Key Issue #x: RAT type handling in EPS
 Editor’s Note: Describe key issue related to unlicensed spectrum offloading system enhancements.

In LTE-WiFi aggregation scenario, the mechanisms defined so far are aiming to make the aggregation of LTE and WiFi spectrum transparent to the core network elements. In particular, MME, S-GW, PDN GW and PCC elements are not aware of whether the data packets of a PDN or Service Data Flow are being routed (on uplink, downlink or both) on the LTE spectrum cell or the WiFi spectrum. 

As RAN level configuration is transparent to the core network elements, RAT type information is always set to “EUTRAN” by the MME regardless of RAN level configuration. Refer to the 3GPP TS 23.401 [XX] for RAT type handling.
This could be a problematic to operators as some operators may want to provide free-of-charge for WiFi access. In current EPS, there is no mean to reflect the LTE-WiFi aggregation status to the CDR.
With this observation, this key issue studies the following items with regard to the RAT type in EPS level:

· How a RAT type can be informed to core network elements.
Note that the prime purpose of this study is to reflect accurate RAT Type being used to the CDR and to use an accurate RAT Type when applying PCC rules.

· Study the granularity of RAT type to be managed in the EPS. Note that the EPS manages RAT type per UE at the point of time in current system.

· Study whether or not additional RAT Type code points are needed.
The solutions for this key issue shall cover both roaming and non-roaming cases.
>>>End of Changes<<<[image: image4.png]
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