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1	Introduction
The paper addresses some of the remaining issues for Key Issue #4 and regarding the NextGen architecture and is related to paper S2-166539.

2	Proposal

START OF CHANGES

[bookmark: _Toc463016964]6.4.3	Solution 4.3: NextGen Session Management with Multiple PDU sessions to the same Data Network
This solution applies to key issue 4 on session management, and parts of the proposal can be used to address specific aspects of key issue 1 on network slicing. Specifically, the solution addresses the following work tasks:
-	SM_WT_#1 SM Model
-	SM_WT_#2 Relation between MM and SM
-	SM_WT_#5 Multiple Accesses PDU Sessions 
[bookmark: _Toc463016965]6.4.3.1	Architecture description
Editor's note:	Non-IP session management is FFS.
In this solution for NextGen Session Management (NSM), a UE may establish multiple PDU Sessions to the same data network in order to satisfy different connectivity requirements of different applications (e.g. session continuity) that require connectivity to the same data network. In addition, different UPF may be allocated for the different PDU Sessions to the same data network.
The solution is based on the following architecture, illustrating the non-roaming scenario and the roaming scenario for both home routed and local breakout traffic:.




Figure 6.4.3.1-1: Session Management high level architecture for non-roaming case.



Figure 6.4.3.1-2: Session Management architecture for roaming case, Session Management control in VPLMN.


Figure 6.4.3.1-3: Session Management architecture for roaming case, Session Management control in VPLMN.
Editor's note: the architecture figures and the description below do not focus on policy details.  
The functional entities in the architecture are defined as follows:
-	CP-MMMMF: the Control Plane Mobility Management function is in charge of establishing and maintaining the MM context for a device attaching to the NextGen network, including interacting with theauthenticating the UE with the SDM. The CP-MM also implicitly interacts with CP-SM to validate the establishment of an NSM context for a UE that has securely established an MM context.
Editor's note:	Whether one or multiple CP-MM instances are applied when the UE connects to multiple network instances/slices is FFS and depends on the definition for the architecture for network slices.
-	CP-SMSMF: the Control Plane Session Management function is responsible for establishing, maintaining and terminating PDU Sessions on-demand for the UE in the NextGen system architecture.
-	AAASDM: NextGen CN profile repository and authentication server, stores the subscriber profile of the NextGen network operator, the subscriber credentials, and authentication algorithms. Authentication of the UE (e.g. at attach) is performed via the AAASDM.
-	UPF: User Plane Function
-	PCF: policy control function
-	AF: application function
Editor's note:	it is FFS whether the CP-MM or the CP-SM interacts with the AAA to authenticate the UE based on the subscription profile, and depends on the solution for other key issues. 

The solution is based on the following model:
-	For a given network slice, the UE has a single MM context established with an MMF.
Editor's note:	This assumption is dependent on the solutions for the key issue on network slicing, and may need to be revisited when such solutions are defined.
-	A UE can have a MM context established with the network without requiring the establishment of any PDU Sessions, but a PDU Session can be established simultaneously to an MM context.
-	For each MM context, a UE can associate multiple SM contexts (i.e. PDU Sessions).
-	The attempt to establish any PDU Sessions in relation to an MM context is authorized based on the UE previously having established an MM context.
-	UP-GWF selection and allocation is performed by the SMF upon establishment of a PDU Session. UPF-GW selection for a PDU Session is performed considering the connectivity requirements of the PDU Session to enable optimized establishment of the data path for each PDU Session. In roaming cases and home routed traffic the H-SMF selects a UPF in the HPLMN and the V-SMF selects a UPF in the VPLMN.  In roaming cases and local breakout, the V-SMF selects a UPF in the VPLMN.  
-	The UE can establish multiple PDU Sessions to the same data network. Different PDU Sessions connecting to the same data network may be served by different UPF-GWs and, in the case of IP PDU Sessions, may have different IP addresses.
-	A UE may be served by different CP-SMSMF functions for different PDU Sessions (e.g. if specialized features need to be implemented by CP-SM SMF for specific services).
-	NAS MM signalling is processed in a CN MM Function (MMF)
-	MMF is the NAS termination function (i.e. is the termination of NG1)
-	MMF is responsible for establishing and enforcing NAS signalling security for MM signalling
NOTE: This needs to be confirmed by SA3
-	SM signalling is processed in a CN SM Function (SMF)
NOTE: MMF and SMF are logically independent functions.
-	UE authentication (e.g. at attach) establishes a MM context between the UE and the MMF
-	upon successful authentication, the MF assigns the UE an MM UE Temporary Identifier (NG GUTI)
-	the UE uses the NG GUTI when establishing any RRC connections after successful authentication, and the RAN uses the NG GUTI to route the NAS signalling to the correct MMF
-	SM signalling is transported between the UE and the MMF in MM signalling
-	SM signalling can be transported in MM signalling for an MM procedure (e.g. attach)
-	SM signalling can be transported in MM signalling independently of any MM procedures by e.g. using new MM messages MM_SM_Transport
-	UE provides in MM_SM_Transport message information related to the NAS_SM message
-	UE provides a Service Identification (ServID) field together with the NAS_SM message
-	The ServID contains at least the Data Network Name (DNN). 
-	The MMF uses the ServID to select the serving SMF. When receiving the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
-	In case of roaming, two SMF functions are present: a V-SMF and a H-SMF. The V-SMF selected by the MMF decides based on the ServID, local policies and the UE subscription profile whether control of session management for a specific ServID is in the VPLMN or the HPLMN. 
-	Control of session management in the HPLMN enables an HPLMN to deploy services that require specific SM functionality (e.g. parameters, timers, etc.) without having to depend on the deployment of such features in the VPLMN
-	If SM is controlled by the HPLMN, NAS SM signalling is forwarded by the MMF in the VPLMN to the H-SMF via a Visited SMF (V-SMF) selected by the MMF over the NG-RC interface
-	The functionality of the V-SMF includes at least user plane establishment:
-	select a UPF in the VPLMN for LBO traffic
-	for home routed traffic, select a UPF in the VPLMN (e.g. for legal interception)
-	The functionality of the H-SMF includes:
-	For HPLMN SM control, the H-SMF controls the SM logic, performs user plane establishment with a UPF in the HPLMN, and instructs the V-SMF for user plane establishment in the VPLMN to route the user plane between the HPLMN and the RAN via a UPF in the VPLMN
-	For VPLMN SM control, if traffic is home routed, the H-SMF performs user plane establishment with a UPF in the HPLMN based on information received from the V-SMF
-	The MMF may selects a V-SMF based on the ServID or based on local policies
-	The MMF selects the serving SMF by resolving the ServID. This may result in the following scenarios:
-	If SM control is in the VPLMN, the MMF selects a V-SMF:
-	For home routed traffic: If the V-SMF determines that traffic shall be home routed, the V-SMF further resolves the ServID to obtain the address of a H-SMF with which the V-SMF interacts to establish the user plane path. 
-	LBO: If the V-SMF determines that traffic shall be routed in LBO, the address of the H-SMF is not used
-	If SM control is in the HPLMN:
-	The MMF forwards the SM signalling to the selected V-SMF, and provides the address of the H-SMF
-	The V-SMF forwards the SM message to the H-SMF
In this solution, the establishment of a PDU Session may optionally be authorized/authenticated by the external DN via the session management functionality (using the NGe logical reference point), similarly to how a PDN connection was authorized by an external data network in the EPC:
-	This enables the external data network to provide service-specific information for the data flows for the data network including QoS requirements, packet filtering information, e.g. for encrypted data, etc., to the CP-SM.
-	The NextGen CN of the MNO uses such information as input for e.g. QoS establishment ,to perform packet filtering, and to select the UPF-GW(s) for the PDU Session. 
-	Establishment and authorization of connectivity in an operator network is maintained under the control of the operator in the serving CP-SM, since the UE has a single active operator subscription being used with the operator network.
-	For authorization/authentication of a PDU session establishment for a specific service, e.g. 3rd party service/content provider, the identity of the 3rd party service/content provider is provided in the ServID (e.g. can be coded in the DNN)
-	The NGe logical reference point is between the SMF and the DN, but is transported over NG4 between the SMF and the UPF, and over NG6 between the UPF and the DN. In roaming scenarios, NGe may also be transported between the V-SMF and the H-SMF over the NG-RC.
The following figure describes the functional allocation for this session management solution.


[bookmark: _MON_1399669433]
Figure 6.4.3.1-42: Functional Distribution for Session Management
[bookmark: _Toc463016966]The following figure provides an example of a non-roaming case for the session Management architecture with multiple PDU sessions.

 Figure 6.4.3.1-5: Session Management architecture example with multiple PDU sessions, non-roaming case.

6.4.3.1.1	NextGen Session Management Model and States
The NextGen Session Management (NSM) states describe the signalling connectivity between the UE and the NextGen CN. The NSM states are supported independently of the access network technology the UE is using, and therefore the relationship between the NSM states and the mobility management states is defined in such a way that the NSM states apply to any AN connected to the 5G NextGen, including scenarios in which the UE supports no mobility. This is proposed in order to have an NSM model that is independent of the specific access network mechanisms.
Editor's note:	the exact relationship between the NSM states and the Mobility Management states is FFS and depends on the solutions for mobility management.
Editor's note:	the states described below apply to the NSM state machine in the network.
Two NSM states are proposed for connectivity to a Data Network, independently on the number of PDU Sessions the UE has established to a given Data Network:
-	NSM-IDLE.
-	NSM-CONNECTED.
[bookmark: _Toc463016967]6.4.3.1.1.1	NSM-IDLE
A UE is in NSM-IDLE state when no PDU Sessions have been established for the UE. Any UE state in the AN, and the presence of an interface between the AN and the NextGen CN are based solely on the mobility management context. 
Editor's note:	the mobility management procedures that the UE perform when in NSM-IDLE are FFS and depend on the solutions on mobility management.
[bookmark: _Toc463016968]6.4.3.1.1.2	NSM-CONNECTED
The UE and the CP-SM enter the NSM-CONNECTED state for a specific Data Network when a PDU Session is established and the UE and the CP-SM have an NSM context. 
The UE can be in NSM-CONNECTED state independently from the mobility management state, given that the UE is registered. 
For a UE in the NSM-CONNECTED state, there exists a logical signalling connection between the UE and the CP-SM function. The logical signalling connection is transported over the AN with AN-specific mechanisms, and in the NextGen core network via the MM functions to the CP-SM function. While the UE is NSM-CONNECTED for a Data Network, the UE may add further PDU Sessions to the same Data Network.
Editor's note:	the relationship between the state transitions and the establishment of AN and core network resources for QoS is FFS. 
[bookmark: _Toc463016969]6.4.3.1.1.3	State transition and functions
The NSM model transitions from NSM-IDLE to NSM-CONNECTED for a Data Network when the first PDU Session to the Data Network for a UE is established. 
The NSM model transitions from NSM-CONNECTED to NSM-IDLE for a Data Network when the last PDU Session to the Data Network for the UE is released.


Figure 6.4.3.1.1.3-1: NSM state model.
[bookmark: _Toc463016970]6.4.3.1.2	NSM Context
An NSM context in the UE and the CP-SM function contain:
-	A Data Network NSM context, containing all the PDU session contexts for each PDU session of the UE. This enables the CP-SMSMF function to keep track of and correlate resources and status per-UE, independently of the number of PDU Sessions the UE has established towards a Data Network. 
-	For each PDU Session established, the connectivity information specific to the PDU Session. 
In addition the CP-SM SMF function maintains information about PDU session resources, including the allocated UP-GWFs. 
Editor's note:	the details of the actual contexts parameters is FFS.
[bookmark: _Toc463016971]6.4.3.2	Function Description
Editor's note:	The specific protocols for DN SM context establishment are FFS. It is expected that a subset of the current NAS functionality will be supported, independently of the protocol supported, depending on the solutions designed for other key issues (e.g. QoS, congestion control, etc.).
[bookmark: _Toc463016972]6.4.3.2.1	UE PDU Session Establishment Triggering
In this solution it is assumed that the UE is aware of the connectivity requirements for applications/services, including:
-	The Data Network required for an application/service and the corresponding DN Name (DNN)
-	Specific connectivity requirements with respect to the transport, e.g. the type of session continuity for the data flow, etc.
It is furthermore assumed that when applications require connectivity, they either provide specific connectivity requirements (e.g., regarding session continuity; type of connectivity in terms of local breakout, remote; etc.) or the UE is configured with information regarding connectivity requirements of specific applications. 
Editor's note: The exact relationship between session management and session continuity requires further study and depends on the solutions developed for session continuity.
Editor's note: It is FFS whether and how the UE can be configured with such information, if applications cannot provide such requirements. e.g. in the same way that in EPC it was possible to define per-application ANDSF policies based on application ID, similarly per-application ID connectivity requirements could be provided in the UE.
Once a MM context has been established with the MMF, the UE triggers the establishment of a new PDU session to a Data Network, even if the UE already has one or more PDU Sessions for the same Data Network when an application requires connectivity with specific requirements (e.g. session continuity) and no existing PDU Session satisfies such requirements. The UE determines whether one of the existing PDU Sessions to a Data Network satisfies the connectivity requirements of the application based on the connectivity requirements provided at the establishment for the previous PDU Sessions. 
The UE provides in a PDU Session Request: 
-	The PDU Connectivity Requirements, which may contain one or more of:
-	Requirements for session continuity
-	A DN User Identity for the UE for the external Data Network and a ServID, provided by the UE for connectivity to a specific Data Network when the UE requests the PDU session authorization via the external Data Network. The DN User Identity is specific to a Data Network.
Editor's note: it if FFS what additional PDU Connectivity Requirements the UE can provide.
-	A Data Network Name, identifying the Data Network the UE requires connectivity to. The DN Name is optional and the network may decide how to provide the connectivity solely based on operator policies and the PDU Connectivity Requirement.
If the UE requests the establishment of a PDU Session for applications that require connectivity for services provided by an external Data Network and that require authorization and authentication via the external Data Network, the UE triggers the PDU Session authorization only for the first PDU Session to the external Data Network.
[bookmark: _Toc463016973]6.4.3.2.2	UP-GWF Selection
During the establishment of a PDU Session, the network needs to select the UP-GWF (s) serving the PDU Session.
The UP-GWF selection is performed by the CP-SMSMF based, when available, on:
-	The DN Name if provided by the UE-	The ServID
-	The UE subscription profile
-	Network policies
-	The PDU Connectivity Requirement. 
-	DN Service-specific Requirements provided by the external DN during the PDU Session authorization and authentication
-	UE location
-	Load conditions of candidate selected UPF-GW
For the establishment of an additional PDU Session to a DN for which PDU Session(s) already exists, the CP-SMSMF verifies if the existing UPF -GW(s) can be used based on the PDU Connectivity Requirement provided by the UE, the subscription profile, etc. The CP-SMSMF may select different UPF -GW(s) to serve the new PDU Session and interacts with the UPF -GW(s) for the establishment of the PDU Session.
The CP-SM may select one or multiple UP-GWs for the PDU session depending on the connectivity requirements, e.g. in roaming scenario a UP-GW in the VPLMN and a UP-GW in the HPLMN may be selected if traffic for the PDU Session need to be routed to the HPLMN.
[bookmark: _Toc463016974]6.4.3.2.3	Establishment of a PDU Session – Non roaming case
Once a MM context has been established, if specific connectivity requirements arise in the UE for an application or service, the UE establishes a PDU Session.
The following procedure applies both to the establishment of a first PDU Session to a data network, and to the establishment of an additional PDU Session to the same data network.

[bookmark: _MON_1399669515][bookmark: _MON_1411307474][image: ] 
[bookmark: _MON_1411303818]Figure 6.4.3.2.3-1: PDU Session Establishment – Non Roaming Case.
1.	The UE has previously established a Mobility Management (MM) context via MM procedures with the CP-MMF, including authentication. The MMF has provided an NG GUTI to the UE
Editor's note: The details of the establishment of the MM context are defined in the solutions for MM key issue.
2.	The UE sends a PDU Session Establishment Request to the CP-MMF, includes the ServID, and may includes the PDU Connectivity Requirements, may include a DN Name,  and a DN User Identity. The UE sends the PDU Session Establishment Request in an MM_NAS_Transport Request message, includes the NG GUTI and the ServID, and sends it over RRC to the AN.
3.	The AN forwards the MM_NAS_Transport message containing the PDU Session Establishment Request to the MMF over NG2, and delivers the AN Tunnel Termination Point for NG3. 
43.	The CP-MMF processes the MM_NAS_Transport Request message based on the NG GUTI, and based on the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE: selects the CP-SM function to serve the UE based on the DN Name and the PDU connectivity requirements,
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
5.	The MMF forwards the forwards the PDU Session Establishment Request to the selected SMF and provides to the SMF the AN Tunnel Termination Point for NG3.
64.	The CP-SM verifies the UE request for the PDU Session based on the information provided by the UE with respect to the UE profile, and whether there are already existing PDU Sessions for the same data network. If the UE has provided a DN User Identity, the CP-SMF triggers the authentication and authorization of the PDU Session Establishment Request with the external data network over NGe based on the DN User Identity provided by the UE and the ServID. During the authentication procedure, the data network may provide a connectivity profile to the CP-SMF containing DN Service -specific Requirements (e.g. QoS, connectivity requirementstype, etc.) which override the connectivity requirements provided by the UE (if any). 
7.	If the authentication/authorization is successful or if no authentication/authorization is performed, the SMF verifies whether there are already existing PDU Sessions for the same ServID. If the UE already has PDU Sessions to the same data network, the CP-SMF verifies if additional PDU Sessions are allowed and if an additional PDU Session is required based on the PDU Connectivity Requirements provided by the UE. 
5.	The CP-SM SMF may interact with the policing function PCF to determine the policies (including the pre-authorized QoS Rules) to be applied to the PDU Session, and, if received from the external data network, provides the DN Service-specific Requirements. If an additional PDU Session is required (including the case of the first PDU session for the ServID), the SMF selects a UPF for the PDU Session. Based on the connectivity requirements and the ServID, the SMF may select the same UPF of an existing PDU session for the same ServID, or may select a different UPF.
Editor’s Note: how the SMF has access to the UE subscription profile is FFS.
86.	The CP-SM SMF sends a UP Setup Request to the selected UPF, providing the AN Tunnel Termination Point for NG3 and the pre-authorized QoS Rulesinteracts with the AN for the establishment of the resources required for the PDU Session.
97.	The CP-UPF sends to the SMF an UP Setup Response message containing the UPF Tunnel Termination Point for NG3. address(es) are assigned to the UESM:.
7a.	If a PDU Session to the same Data Network exists and if the existing UP-GW(s) can be re-used, interacts with the UP-GW(s) for the establishment of the PDU Session (e.g. IP address allocation for PDU Session for IP traffic).
7b.	If it selects new UP-GW(s) to serve an additional PDU Session to the same Data Network, the CP-SM interacts with the new UP-GW(s) for the establishment of the PDU Session (e.g. IP address allocation for PDU Session for IP traffic).
108.	The CP-SMF Sends a PDU Session Establishment Response to the MMF confirms to the UE the establishment of the PDU Session and includes information related to the PDU Session contexts (e.g. IP addresses, etc.). The SMF provides the MMF the QoS Rules and the UPF Tunnel Termination Point for NG3
11.	The MMF encapsulates the PDU Session Establishment Response in an MM NAS Transport Response message, includes the QoS Rules and the UPF Tunnel Termination Point for NG3, and sends it to the AN.
12.	The RAN forwards the MM NAS Transport Response message containing the PDU Session Establishment Response to the UE.

For roaming scenarios, when PDU Session traffic is home routed, the CP-SM may be located in the HPLMN, or there may be a CP-SM in the VPLMN and a CP-SM in the HPLMN. If two CP-SM functions are involved, in steps 7a and 7b the CP-SM in the VPLMN interacts with the CP-SM in the HPLMN for the UP-GW selection. Control of the PDU Session establishment may be in VPLMN or HPLMN (i.e. CP-SM in HPLMN may just perform UP-GW selection)
[bookmark: _Toc463016962][bookmark: _Toc463016975]6.4.3.2.4	Establishment of a PDU Session, home-routed roaming case, H-SMF Control
This clause shows how a session is established in a home-routed roaming case with H-SMF control. The procedure is depicted in the Figure 6.4.3.2.4-1.
[bookmark: _MON_1523251217][image: ]
Figure 6.4.3.2.4-1: PDU Session Establishment – Roaming Case, Home routed traffic, H-SMF control
1.	The UE has previously established a Mobility Management (MM) context via MM procedures with the MMF, including authentication. The MMF has provided an NG GUTI to the UE.
Editor's note: The details of the establishment of the MM context are defined in the solutions for MM key issue.
2.	The UE sends a PDU Session Establishment Request to the MMF, includes the ServID, and may include the PDU Connectivity Requirements and a DN User Identity. The UE sends the PDU Session Establishment Request in an MM_NAS_Transport Request message, includes the NG GUTI and the ServID, and sends it over RRC to the AN.
3.	The AN forwards the MM_NAS_Transport message containing the PDU Session Establishment Request to the MMF over NG2, and delivers the AN Tunnel Termination Point for NG3. 
4.	The MMF processes the MM_NAS_Transport Request message based on the NG GUTI, and based on the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE: 
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
The MMF in this scenario selects a V-SMF and an H-SMF, and decides that control for the PDU Session is in the HPLMN based on the ServID and the UE subscription profile.
5.	The MMF forwards the forwards the PDU Session Establishment Request to the selected V-SMF, provides to the V-SMF the address of the H-SMF, an indication that control is in the H-SMF, and the AN Tunnel Termination Point for NG3. The SMF selects a V-UPF for the PDU Session.
6.	The V-SMF sends a UP Setup Request to the selected V-UPF, providing the AN Tunnel Termination Point for NG3.
7.	The V-UPF sends to the V-SMF an UP Setup Response message containing the V-UPF Tunnel Termination Point for NG3. 
8.	The V-SMF forwards the forwards the PDU Session Establishment Request to the selected H-SMF, and provides to the H-SMF the V-UPF Tunnel Termination Point for NG3. 
9.	The H-SMF:
-	If the UE has provided a DN User Identity, triggers the authentication and authorization of the PDU Session Establishment Request with the external data network over NGe based on the DN User Identity provided by the UE and the ServID. During the authentication procedure, the data network may provide a connectivity profile to the H-SMF containing DN Service-specific Requirements (e.g. QoS, connectivity requirements, etc.) which override the connectivity requirements provided by the UE (if any);
-	If the authentication/authorization is successful or if no authentication/authorization is performed, the H-SMF verifies whether there are already existing PDU Sessions for the same ServID. If the UE already has PDU Sessions to the same data network, the H-SMF verifies if additional PDU Sessions are allowed and if an additional PDU Session is required based on the PDU Connectivity Requirements provided by the UE. The H-SMF may interact with the PCF to determine the policies (including the pre-authorized QoS Rules) to be applied to the PDU Session, and, if received from the external data network, provides the DN Service-specific Requirements. If an additional PDU Session is required (including the case of the first PDU session for the ServID), the H-SMF decides that the traffic shall be home routed based on the ServID and the connectivity requirements. The H-SMF selects a H-UPF for the PDU Session. Based on the connectivity requirements and the ServID, the H-SMF may select the same H-UPF of an existing PDU session for the same ServID, or may select a different H-UPF.
Editor’s Note: how the H-SMF has access to the UE subscription profile is FFS.
10.	The H-SMF sends a UP Setup Request to the selected H-UPF, providing the V-UPF Tunnel Termination Point for NG3 and the pre-authorized QoS Rules.
11.	The UPF sends to the SMF an UP Setup Response message containing the UPF Tunnel Termination Point for NG3. Address(es) are assigned to the UE.
12.	The H-SMF Sends a PDU Session Establishment Response to the V-SMF and includes information related to the PDU Session contexts (e.g. IP addresses, etc.). The H-SMF provides the V-SMF the QoS Rules and the H-UPF Tunnel Termination Point for NG3
13. The V-SMF sends a UP Setup Complete to the V-UPF, providing the H-UPF Tunnel Termination Point for NG3.
14.	The V-SMF Sends the PDU Session Establishment Response to the MMF. The V-SMF provides the MMF the QoS Rules and the V-UPF Tunnel Termination Point for NG3
15.	The MMF encapsulates the PDU Session Establishment Response in an MM NAS Transport message, includes the QoS Rules and the V-UPF Tunnel Termination Point for NG3, and sends it to the AN.
16.	The RAN forwards the MM NAS Transport Response message containing the PDU Session Establishment Response to the UE.

6.4.3.2.5	Establishment of a PDU Session, home-routed roaming case, V-SMF Control
This clause shows how a session is established in a home-routed roaming case with V-SMF control. The procedure is depicted in the Figure 6.4.3.2.5-1.
[image: ]
Figure 6.4.3.2.5-1: PDU Session Establishment – Roaming Case, Home routed traffic, V-SMF control
1.	The UE has previously established a Mobility Management (MM) context via MM procedures with the MMF, including authentication. The MMF has provided an NG GUTI to the UE.
Editor's note: The details of the establishment of the MM context are defined in the solutions for MM key issue.
2.	The UE sends a PDU Session Establishment Request to the MMF, includes the ServID, and may include the PDU Connectivity Requirements and a DN User Identity. The UE sends the PDU Session Establishment Request in an MM_NAS_Transport Request message, includes the NG GUTI and the ServID, and sends it over RRC to the AN.
3.	The AN forwards the MM_NAS_Transport message containing the PDU Session Establishment Request to the MMF over NG2, and delivers the AN Tunnel Termination Point for NG3. 
4.	The MMF processes the MM_NAS_Transport Request message based on the NG GUTI, and based on the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE: 
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
The MMF in this scenario selects a V-SMF and an H-SMF, and decides that control for the PDU Session is in the VPLMN based on the ServID and the UE subscription profile.
5.	The MMF forwards the forwards the PDU Session Establishment Request to the selected V-SMF, provides to the V-SMF the address of the H-SMF, an indication that control is in the V-SMF, and the AN Tunnel Termination Point for NG3. The SMF selects a V-UPF for the PDU Session.
6.	The V-SMF:
-	If the UE has provided a DN User Identity, triggers the authentication and authorization of the PDU Session Establishment Request with the external data network over NGe based on the DN User Identity provided by the UE and the ServID. During the authentication procedure, the data network may provide a connectivity profile to the V-SMF containing DN Service-specific Requirements (e.g. QoS, connectivity requirements, etc.) which override the connectivity requirements provided by the UE (if any);
-	If the authentication/authorization is successful or if no authentication/authorization is performed, the V-SMF verifies whether there are already existing PDU Sessions for the same ServID. If the UE already has PDU Sessions to the same data network, the V-SMF verifies if additional PDU Sessions are allowed and if an additional PDU Session is required based on the PDU Connectivity Requirements provided by the UE. The V-SMF may interact with the PCF to determine the policies (including the pre-authorized QoS Rules) to be applied to the PDU Session, and, if received from the external data network, provides the DN Service-specific Requirements. The V-SMF decides that the traffic shall be home routed based on the ServID and the connectivity requirements.
Editor’s Note: how the V-SMF has access to the UE subscription profile is FFS.
7.	If an additional PDU Session is required (including the case of the first PDU session for the ServID), the V-SMF sends a UP Setup Request to the selected V-UPF, providing the AN Tunnel Termination Point for NG3.
8.	The V-UPF sends to the V-SMF an UP Setup Response message containing the V-UPF Tunnel Termination Point for NG3. 
9.	The V-SMF sends a UP Setup Request to the selected H-SMF, and provides to the H-SMF the V-UPF Tunnel Termination Point for NG3, the connectivity requirements, the Pre-authorized QoS Rules, and the ServID. 
10.	The H-SMF selects a H-UPF for the PDU Session. Based on the connectivity requirements and the ServID, the H-SMF may select the same H-UPF of an existing PDU session for the same ServID, or may select a different H-UPF. The H-SMF sends a UP Setup Request to the selected H-UPF, providing the V-UPF Tunnel Termination Point for NG3 and the pre-authorized QoS Rules.
11.	The UPF sends to the SMF an UP Setup Response message containing the UPF Tunnel Termination Point for NG3. Address(es) are assigned to the UE.
12.	The H-SMF Sends a UP Setup Response message to the V-SMF, and includes the UE address(es) and the H-UPF Tunnel Termination Point for NG3
13. The V-SMF sends a UP Setup Complete to the V-UPF, providing the H-UPF Tunnel Termination Point for NG3.
14.	The V-SMF Sends the PDU Session Establishment Response to the MMF. The V-SMF provides the MMF the QoS Rules and the V-UPF Tunnel Termination Point for NG3
15.	The MMF encapsulates the PDU Session Establishment Response in an MM NAS Transport message, includes the QoS Rules and the V-UPF Tunnel Termination Point for NG3, and sends it to the AN.
16.	The RAN forwards the MM NAS Transport Response message containing the PDU Session Establishment Response to the UE.

6.4.3.2.6	Establishment of a PDU Session, local breakout roaming case, H-SMF Control
This clause shows how a session is established in a local breakout roaming case with H-SMF control. The procedure is depicted in the Figure 6.4.3.2.4-1.
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Figure 6.4.3.2.6-1: PDU Session Establishment – Roaming Case, LBO traffic, H-SMF control
1.	The UE has previously established a Mobility Management (MM) context via MM procedures with the MMF, including authentication. The MMF has provided an NG GUTI to the UE.
Editor's note: The details of the establishment of the MM context are defined in the solutions for MM key issue.
2.	The UE sends a PDU Session Establishment Request to the MMF, includes the ServID, and may include the PDU Connectivity Requirements and a DN User Identity. The UE sends the PDU Session Establishment Request in an MM_NAS_Transport Request message, includes the NG GUTI and the ServID, and sends it over RRC to the AN.
3.	The AN forwards the MM_NAS_Transport message containing the PDU Session Establishment Request to the MMF over NG2, and delivers the AN Tunnel Termination Point for NG3. 
4.	The MMF processes the MM_NAS_Transport Request message based on the NG GUTI, and based on the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE: 
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
The MMF in this scenario selects a V-SMF and an H-SMF, and decides that control for the PDU Session is in the HPLMN based on the ServID and the UE subscription profile.
5.	The MMF forwards the forwards the PDU Session Establishment Request to the selected V-SMF, provides to the V-SMF the address of the H-SMF, an indication that control is in the H-SMF, and the AN Tunnel Termination Point for NG3. The SMF selects a V-UPF for the PDU Session.
6.	The V-SMF sends a UP Setup Request to the selected V-UPF, providing the AN Tunnel Termination Point for NG3.
7.	The V-UPF sends to the V-SMF an UP Setup Response message containing the V-UPF Tunnel Termination Point for NG3. 
8.	The V-SMF forwards the forwards the PDU Session Establishment Request to the selected H-SMF, and provides to the H-SMF the V-UPF Tunnel Termination Point for NG3. 
9.	The H-SMF:
-	If the UE has provided a DN User Identity, triggers the authentication and authorization of the PDU Session Establishment Request with the external data network over NGe based on the DN User Identity provided by the UE and the ServID. During the authentication procedure, the data network may provide a connectivity profile to the H-SMF containing DN Service-specific Requirements (e.g. QoS, connectivity requirements, etc.) which override the connectivity requirements provided by the UE (if any);
-	If the authentication/authorization is successful or if no authentication/authorization is performed, the H-SMF verifies whether there are already existing PDU Sessions for the same ServID. If the UE already has PDU Sessions to the same data network, the H-SMF verifies if additional PDU Sessions are allowed and if an additional PDU Session is required based on the PDU Connectivity Requirements provided by the UE. The H-SMF may interact with the PCF to determine the policies (including the pre-authorized QoS Rules) to be applied to the PDU Session, and, if received from the external data network, provides the DN Service-specific Requirements. If an additional PDU Session is required (including the case of the first PDU session for the ServID), the H-SMF decides that the traffic shall be routed in LBO based on the ServID and the connectivity requirements.
Editor’s Note: how the H-SMF has access to the UE subscription profile is FFS.
10.	The H-SMF Sends a PDU Session Establishment Response to the V-SMF and includes information related to the PDU Session contexts (e.g. IP addresses, etc.). The H-SMF provides the V-SMF the QoS Rules, the connectivity requirements, the ServID, and an indication that traffic shall be routed in LBO.
11. The V-SMF may reselect to a different V-UPF upon receiving the indication that the traffic shall be routed in LBO and based on the connectivity requirements and the ServID. If the V-SMF reselects to another V-UPF, it deletes the state previously established in the previous V-SMF. The V-SMF sends a (new) UP Setup Request to the V-UPF that is used for the PDU session, providing the AN Tunnel Termination Point for NG3.
12.	The V-UPF sends to the V-SMF an UP Setup Response message containing the V-UPF Tunnel Termination Point for NG3. Address(es) are assigned to the UE.
13.	The V-SMF Sends the PDU Session Establishment Response to the MMF. The V-SMF provides the MMF the QoS Rules and the V-UPF Tunnel Termination Point for NG3.
14.	The MMF encapsulates the PDU Session Establishment Response in an MM NAS Transport message, includes the QoS Rules and the V-UPF Tunnel Termination Point for NG3, and sends it to the AN.
15.	The RAN forwards the MM NAS Transport Response message containing the PDU Session Establishment Response to the UE.

6.4.3.2.7	Establishment of a PDU Session, local breakout roaming case, V-SMF Control
This clause shows how a session is established in local breakout roaming case with V-SMF control. The procedure is depicted in the Figure 6.4.3.2.7-1.
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Figure 6.4.3.2.7-1: PDU Session Establishment – Roaming Case, LBO, V-SMF control
1.	The UE has previously established a Mobility Management (MM) context via MM procedures with the MMF, including authentication. The MMF has provided an NG GUTI to the UE.
Editor's note: The details of the establishment of the MM context are defined in the solutions for MM key issue.
2.	The UE sends a PDU Session Establishment Request to the MMF, includes the ServID, and may include the PDU Connectivity Requirements and a DN User Identity. The UE sends the PDU Session Establishment Request in an MM_NAS_Transport Request message, includes the NG GUTI and the ServID, and sends it over RRC to the AN.
3.	The AN forwards the MM_NAS_Transport message containing the PDU Session Establishment Request to the MMF over NG2, and delivers the AN Tunnel Termination Point for NG3. 
4.	The MMF processes the MM_NAS_Transport Request message based on the NG GUTI, and based on the ServID and the UE NG GUTI, the MMF verifies if an SMF had been previously selected for the ServID for this UE: 
-	If no SMF has been selected for the ServID, the MMF resolves the ServID value to an SMF and forwards the SM signalling to such SMF. The MMF also stores the SMF ID/address together with the UE NG GUTI and the ServID field value
-	If an SMF corresponding to the ServID and NG GUTI was previously selected, the MMF forwards the SM signalling to such SMF
The MMF in this scenario selects a V-SMF and an H-SMF, and decides that control for the PDU Session is in the VPLMN based on the ServID and the UE subscription profile.
5.	The MMF forwards the forwards the PDU Session Establishment Request to the selected V-SMF, provides to the V-SMF the address of the H-SMF, an indication that control is in the V-SMF, and the AN Tunnel Termination Point for NG3. The SMF selects a V-UPF for the PDU Session.
6.	The V-SMF:
-	If the UE has provided a DN User Identity, triggers the authentication and authorization of the PDU Session Establishment Request with the external data network over NGe based on the DN User Identity provided by the UE and the ServID. During the authentication procedure, the data network may provide a connectivity profile to the V-SMF containing DN Service-specific Requirements (e.g. QoS, connectivity requirements, etc.) which override the connectivity requirements provided by the UE (if any);
-	If the authentication/authorization is successful or if no authentication/authorization is performed, the V-SMF verifies whether there are already existing PDU Sessions for the same ServID. If the UE already has PDU Sessions to the same data network, the V-SMF verifies if additional PDU Sessions are allowed and if an additional PDU Session is required based on the PDU Connectivity Requirements provided by the UE. The V-SMF may interact with the PCF to determine the policies (including the pre-authorized QoS Rules) to be applied to the PDU Session, and, if received from the external data network, provides the DN Service-specific Requirements. 
-	If an additional PDU Session is required (including the case of the first PDU session for the ServID), the V-SMF decides that the traffic shall be routed in LBO based on the ServID and the connectivity requirements.
-	The V-SMF selects a V-UPF for the PDU Session. Based on the connectivity requirements and the ServID, the V-SMF may select the same V-UPF of an existing PDU session for the same ServID, or may select a different V-UPF.
Editor’s Note: how the V-SMF has access to the UE subscription profile is FFS.
7.	The V-SMF sends a UP Setup Request to the selected V-UPF, providing the AN Tunnel Termination Point for NG3.
8.	The V-UPF sends to the V-SMF an UP Setup Response message containing the V-UPF Tunnel Termination Point for NG3. Address(es) are assigned to the UE.
9.	The V-SMF Sends the PDU Session Establishment Response to the MMF. The V-SMF provides the MMF the QoS Rules and the V-UPF Tunnel Termination Point for NG3
10.	The MMF encapsulates the PDU Session Establishment Response in an MM NAS Transport message, includes the QoS Rules and the V-UPF Tunnel Termination Point for NG3, and sends it to the AN.
11.	The RAN forwards the MM NAS Transport Response message containing the PDU Session Establishment Response to the UE.
6.4.3.2.7	Establishment of additional PDU Sessions
In both roaming and non-roaming scenario, the controlling SMF may decide to allow an additional PDU session corresponding to a ServID for which a PDU session already exists. In roaming scenarios, the controlling SMF may in fact allow adding a PDU session in LBO when a home routed PDU session already exists, or viceversa. In non-roaming scenarios, the SMF may allow adding a PDU session to a different UPF

6.4.3.3	Solution evaluation 
Editor's note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
The transport of SM signaling in MM signaling enables protection of NAS signaling via the MM context security. 
The solution does not require the MMF to interpret SM signaling while remaining the termination function for NG1 and while allowing MMF and SMF to be logically independent functions. 
The solution does not require piggybacking of SM signaling to actual MM procedure, i.e. SM signaling can be sent even when no MM procedures need to be performed, by using a NAS MM transport that does not trigger any MM procedures in the MMF.
The solution enables a UE to be served by one MMF and multiple SMF.
The solution enables the authorization/authentication of the establishment of a PDU Session corresponding to specific ServIDs by an external DN. This enables the external data network to provide service-specific information for the data flows for the data network including QoS requirements, packet filtering information, e.g. for encrypted data, etc., to the SMF, and provides a better interaction between the NextGen CN and third party content/service providers.
The solution enables the establishment and authorization of connectivity in an operator network to remain under the control of the NextGen CN operator, since the UE has a single active operator subscription being used with the operator network.
In case of roaming, two SMF functions are present in the VPLMN and in the HPLMN respectively. Control of session management can be in either the VPLMN or the HPLMN based on network policies, specific Data Networks the PDU sessions is related to, UE subscription profile, etc. Control in the HPLMN enables an HPLMN to deploy services that require specific SM functionality (e.g. parameters, timers, etc.) without having to depend on the deployment of such features in the VPLMN.
The solution provides a user plane model for a PDU session composed by one or more User Plane Functions, depending on the scenario. For home routed traffic in roaming scenarios, the presence of a UPF in the VPLMN in addition to a UPF in the HPLMN minimizes the impact on the HPLMN of the UE mobility within the VPLMN (for scenarios where SSC1 is applied), and avoids requiring the UPF in the HPLMN to act as buffering node for the PDU session for idle mode UEs (if NextGen IDLE state is supported).
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