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Abstract of the contribution: This contribution proposes to add a note and modify an existing note in consolidated architecture option 6 on the need to have an interface between SDM and Policy function. It also proposes some interim agreements on architecture and policy framework.
1
Discussion

The consolidated architecture option 6 includes a note on the possibility to have an interface between the NG Policy and SDM for the purpose to store subscription information relevant for policy decisions in one single and central place, i.e. SDM.
This contribution works under the assumptions that the NG SDM function is a superset of the evolved HSS/AuC, meaning that NG SDM stores subscription profiles but also supports related subscription profile management functions (e.g. for fetching and updating profile data from/to requesting nodes) and additional  application logic supporting  e.g. access authorization, location and mobility management.
The policy function also consists of application logic (in order to provide policy decisions) and subscription information relevant for policy decisions.
In order to allow an independent evolution of the SDM and the Policy Function when it comes to the set of subscription information they might require to carry out their function while enabling a consolidated and unified management of subscription profiles in NextGen, this contribution proposes to follow a User Data Convergence approach, separating the storage of user data from the execution of the application logic in the SDM and the Policy functions, so that user data is stored in a logically unique User Data Repository (UDR) that allows access from the SDM and the Policy Function for user data retrieval.
This User Data Convergence (UDC) concept is already applied to EPC nodes such as HSS or PCRF as specified in TS 23.335. In 5G, the UDC concept is proposed to be applied to both SDM and PC Function. The SDM and the Policy Function both keep the application logic and then the subscriber information relevant for SDM application logic and PC application logic is stored in the UDR. This approach provides a single point of provisioning for subscription information stored in the UDR and simplifies management of subscriber info. At the same time optimizes the signalling in the network due to direct access to the UDR from PC Function with no interface through NG SDM and the latency in access to subscriber profile for PC Function due to direct interface to UDR.
The following picture shows the scenario.


[image: image1]
Proposal 1: Apply a User Data Convergence approach, separating the user data from the application logic in the SDM and the Policy functions. PC function and SDM implement Front Ends to access subscription information relevant for their application logic in the User Data Repository.
Assuming Proposal 1, there is no need to provide a new interface between SDM and PC Function as both of them access the UDR.
2
Proposal

It is proposed to update the note 3on architecture option 6, add a new note and include as interims agreements that NG PC Function and SDM follow UDC concept to store subscription information.
* * * First change* * * *
7.6.2
Reference architecture

Figure 7.6.2-1 depicts the non-roaming architecture functional view.
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Figure 7.6.2-1: Non-roaming reference architecture

Figure 7.6.2-2 depicts the non-roaming architecture for UEs concurrently accessing a local and a central data network using multiple PDU Sessions.
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Figure 7.6.2-2: Applying Non-roaming reference architecture for concurrent access to local and central data networks (multiple PDU session option)

Figure 7.6.2-3 depicts the non-roaming architecture in case concurrent access to local and central data networks is provided within a single PDU session:
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Figure 7.6.2-3: Applying Non-roaming reference architecture for concurrent access to local and central data networks (single PDU session option)

Following figure 7.6.2-4 depicts the roaming architecture in case of home routed scenario:
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Figure 7.6.2-4: Roaming reference architecture - Home routed scenario
Following figure 7.6.2-5 depicts the roaming architecture in case of local break out scenario:
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Figure 7.6.2-5: Roaming reference architecture - local breakout scenario
Editor's note:
How SMF obtains subscription information is FFS as multiple options are being investigated as part of KI#4.
NOTE 1:
Regardless of the number of Network functions, there is only one NAS interface instance between the UE and the CN, terminated at one of the Network functionsthat implements at least NAS security and mobility management.
NOTE 2:
As an alternative, AUF (supporting SEA and SCM) and MMF can be collocated.
Editor's note:
It is FFS whether NG12 needs to be a standardized reference point or whether the AUF (supporting SEA and SCM) is collocated with the MMF.

Network functions within the NG Control plane may exhibit service based interfaces for procedures that can be re-used by multiple network functions. The following figure shows how service based architecture can be supported. Each function exhibits a service interface for reusable procedures.

Editor's note:
The list of procedures that can be exhibited as service is FFS.
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Figure 7.6.2-6: NG CP Service based architecture
Editor's note:
Whether Service discovery function is an enhancement of DNS server is FFS, also need for NGx from SDF is FFS.
7.6.3
Network functions and reference points

The 5G Reference Architecture consist of the following functions:

-
NG Subscriber Data Management (NG SDM)

-
NG Policy Control function (NG PCF)

-
NG Core Mobility Management Function (NG MMF)
-
NG Core Session Management Function (NG SMF)

-
NG Authentication Function (NG AUF)

-
NG Core User plane function (NG UPF)

-
NG RAN

-
NG UE

-
Data network, e.g. operator services, Internet access or 3rd party services.

The following is a high level split of functionality between the control plane and the user plane.

The NG Mobility Management function (MMF) includes the following functionality:

-
Termination of RAN CP interface (NG2)

-
Termination of NAS (NG1), NAS ciphering and integrity protection

-
Mobility Management

-
Lawful intercept (for MM events and interface to LI System)

-
Transparent proxy for routing access authentication and SM messages.
The NG Authentication function (AUF) includes the following functionality:
-
Access Authentication
-
Derivation of keys required by other functions of NGC for serving the UE.
-
Security Anchor Function (SEA). It interacts with the SDM and the UE, receives the intermediate key that was established as a result of the NG-UE authentication process.
-
In case of USIM based authentication, the AUF retrieves the security material from the SDM. In case of non USIM based authentication for a roamer, the AUF acts as a proxy towards the AUS which acts as an AAA authentication server.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
The NG Session Management function (SMF) includes the following functionality:
-
Session Management

-
UE IP address allocation & management (incl optional Authorization)

-
Selection and control of UP function

-
Termination of interfaces towards Policy control and Charging functions

-
Policy & Charging rules handling, including control part of enforcement and QoS

-
Lawful intercept (for SM events and interface to LI System)
-
Termination of SM parts of NAS messages

-
Data DL Notification

-
Initiator of AN specific SM information, sent via MMF to NG2

-
Roaming functionality

-
Handle local enforcement to apply QoS SLAs (VPLMN)

-
Charging data collection and charging interface (VPLMN)
-
Lawful intercept (in VPLMN for SM events and interface to LI System)
NOTE 1:
Not all of the functions are required to be supported in a CN instance of a network slice

The NG Core User plane function includes the following functionality:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable)

-
External PDU session point of interconnect (e.g. IP).

-
Packet routing & forwarding

-
QoS handling for User plane

-
Packet inspection and Policy rule enforcement

-
Lawful intercept (UP collection)

-
Traffic accounting and reporting

NOTE 2:
Not all of the UPF functions are required to be supported in an instance of user plane function of a network slice.
The NG Policy function includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.


NOTE 3:   The NG PC is realized according to a user data convergence approach. The NG PC function acts as an application Front-End and retrieves subscription information from a User Data Repository common to NG PC and NG SDM.

The NG SDM supports the following functionality:

-
Authentication Credential Repository and Processing Function - This function stores the long-term security credentials used in authentication.

-
Authentication Server Function (AUS) - This function interacts with the AUF.

-
Storage of subscriber profiles and related subscriber profile management.
-
Access Authorization.


-
Location/Mobility Management Support.
Editor's note:
Mapping of AUSF to the appropriate network function needs to be revisited.
NOTE x:   The NG SDM is realized according to a user data convergence approach. The NG SDM function acts as an application Front-End and retrieves subscription information from a User Data Repository common to NG SDM and NG PC.
The 5G Reference Architecture contain the following reference points:

NG1:
Reference point between the UE and the NG Mobility Management function.

NG2:
Reference point between the RAN and the NG Mobility Management function.

NG3:
Reference point between the RAN and the NG Core User plane function.

NG4:
Reference point between the NG Core Session Management function and the NG Core User plane function.

NG5:
Reference point between the NG Core Session Management function and an Application Function.

NG11:
Reference point between Mobility Management function and Session Management function.

NG12:
Reference point between Mobility Management function and Authentication function.
NG8:
Reference point between Authentication function and ASR function.
NG6:
Reference point between the NG Core UP functions and a Data Network (DN).

NOTE 4:
Details of NG6is beyond the scope of 3GPP.

NG7:
Reference point between the NG Session Management function and the NG Policy Control function.
NG8:
Reference point between the NG Mobility Management function and Subscriber Data Management or between Authentication function and the Subscriber Data Management.
NG9:
Reference point between two NG Core User plane functions.
NG7r:
Reference point between the V-PCF and the H-PCF.

NG-RC:
Reference point between the V-SMF and the H-SMF.
NGmmf:
Service based interface exhibited by MMF.

NGsmf:
Service based interface exhibited by SMF.
NGauf:
Service based interface exhibited by AUF.
NGpcf:
Service based interface exhibited by PCF.

NGsdm:
Service based interface exhibited by SDM.

NGaf:
Service based interface exhibited by AF.
* * * Next Change* * * *
8.10
Interim Agreements on Key Issue #10: Policy Framework

In the interim agreements below the PCC Framework refers to the Policy and Charging Control defined in EPC. The interim agreements below are subject to updates to cover all the topics listed in the WT list.

Interim agreements on the Policy Framework key issue:
1.
The PCC framework defined in TS 23.203 is generic and the relevant parts is applicable to NextGen, including:

a.
The PCC Framework in NextGen includes the following Functional elements: The NG Policy Function that interfaces to the Session Management, the Application Function, and the Online Charging System.

b.
The NG Policy Function evaluates operator policies that are triggered by events received from the Application Function, the Session Management, and the Online Charging System.

c.
The NG Policy Function provides Rules for application and service data flow detection, gating, QoS and flow based charging to the Session Management.
d. The NG Policy Control Function is realized according to the user data convergence principles. PC function implements a Front End to access subscription information relevant for policy decisions in a User Data Repository.

NOTE 1:
NextGen provides a PDU connectivity service of different PDU types, the existing PCC framework is applicable to PDU sessions of IP Type only.

NOTE 2:
Credit management and reporting are to be defined in SA5 specification.

Editor's note:
additional interim agreements, e.g. for extensions to the existing PCC framework, are FFS.
* * * Next Change* * * *
8.12
Interim Agreements on the Overall Architecture
8.12.1
Architecture principles
Key architecture principles:

-
Separate the UP and CP functions, allowing independent scalability and evolution.
-
Allow for a flexible deployment of UP and CP functions, i.e. central location or distributed (remote) location.

-
Modularize the function design, e.g. to enable flexible and efficient network slicing.

-
Supporting unified authentication framework for UEs which may support only subset of NGS functionality (e.g. not supporting mobility).
-
Separated mobility management and session management. Separated MM and SM enables independent evolution and scaling.

-
Support a flexible information model with subscription and policy separated from network functions and nodes.

-
Minimize access and core network dependencies by specifying a converged access-agnostic core with a common AN - CN interface which integrates different 3GPP and non-3GPP access types.

-
Principles for procedures defined as a service shall follow the agreement on Key issue#7 stated in Section 8.7.

-
The architecture shall support capability exposure.

Editor's note:
How the above principles will be exhibited in architecture figure is FFS.
Interim agreements on overall architecture are as follows:

1.
In Rel-15, MMF and SMF functions should be standardized as separate functions with standardized interactions.

2.
NAS MM and SM protocol messages terminate in MMF and SMF respectively. This is independent of whether SM protocol terminates in the H-SMF or V-SMF.

3.
NAS SM messages are routed by MMF.
4.
Subscription profile data in NextGen is managed according to a user data convergence approach. PC and SDM functions act as application Front Ends accessing subscription information, relevant for their application logic, stored in a common User Data Repository.
* * * End of changes* * * *
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