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1. Discussion
At SA2#117, it was agreed to consider the service based interface on the NextGen system and evaluate on a case by case basis when specifying each procedure. There are some open discussions on how to reflect this principle on our architecture figure. In this paper we try to give our consideration on how to move forward.  
1.1 Relation between the signalling flow and Service based interface
In the P2P interface based architecture, the signalling flow is necessary to prescribe the requirement on each interface. In a service-based architecture, the P2P interfaces are replaced by service-based interfaces. Ideally, when the services provided by the NF are well defined, the signalling flows can be regarded as one special service orchestration flow. Each NF only focuses on the services it provides and does not need to be aware in which signalling flow it is involved. However, we still see the value of the signalling flows, to: 

· derive the services provided by each NF. The signalling flows give a concrete example of what services are expected from each NF. Based on that requirement, the concrete services can be defined. 
· assure that each NF can work properly. One important issue in the CT world is that we need to ensure that NFs from different vendors can interact with each other. The signalling flows give an end to end view on the whole system, which is not easily visible from looking at each individual service.
Given the above considerations, we consider that it is important to define the signalling flows as the basis for the description of the overall system interactions. 

Observation 1: The signalling flows still need to be developed to define the services provided by each NF and assure that the NFs can interwork with each other properly. 

1.2 Service provided by the NF
When defining the signalling flow between NFs based on P2P interface, each NF handles the receiving messages individually even if they may have the same service logic as in other procedures. Thus, the P2P interface cannot identify which functionality of an NF can be reusable. When supporting a new NF in the network, the P2P interfaces between the new NF and the existing NFs and the corresponding flows need to be re-specified. The basic problem is that those potential reusable procedures are not properly identified and encapsulated. Each time, it is necessary to describe and evaluate these procedures again on the provider NF.   

In a service-based architecture, the flows between NFs are also required to indicate how to realize one specific network service procedure. The potential reusable procedures are identified and encapsulated as a service. For the new interface interaction, if the existing Service can be reused, it can directly be adopted without having to further re-describe and evaluate the procedure on the provider NF. 
It is possible to describe an interface as a P2P interface but implement it as a service-based interaction in each NF internally. In that case, the capabilities of each NF (i.e. potential reusable service) are not exposed to others. This is one possible approach. However from the whole system view, this does not have the same impact. 
The benefit to expose the service provided by the NF outside can be seen as bellows: 

· avoid creating alternative signalling flows when a similar service can be reused.

· avoid creating too much different variants of the same service, with different special cases. When the NF knows the service provided by the peer NF, it can adjust the signalling flow to accommodate that service. This can avoid creating multiple different variant of the same service.
Observation 2: The Service provided by each NF should be exposed outside to make the whole system more efficient. 

1.3 The SA2 work on the service based architecture
3GPP SA2 have yet not worked on defining services as being provided by each NF. As mentioned above, the services provided by each NF have an impact on the signalling flows, e.g. to unify one defined service and avoid too many different variant services. 

The specific standardisation work related to service-based interfaces in SA2 include:

· specify the end-to-end network signalling flows including UE, AN, Core network and Applications. Adjust the signalling flows according to the services provided by each NF. 

· identify the services provided by the NF and the corresponding service interfaces for the interaction between CN NFs.

· specify the services supported by each CP NFs, the functionality that it provides to other NFs, and the corresponding service interfaces.

When a new network feature is introduced in a later release, SA2 would need to specify:

· the related signalling flows;

· the services of NFs that can be reused, the new services that the NF shall support. 
After the above process, SA2 can provide a list of CN NFs, the exposed functionality and the corresponding service interfaces to CT WGs for stage 3 work. In CT, the detailed service content can then be defined .
Observation 3: The Service provided by each NF has an impact on the signalling flows.
1.4 How to derive the Service from the signalling call flow
In this session we show a number of concrete examples regarding the services provided by NFs and how to derive the service from the singling flow. Section §1.5 below will provide more specific design templates that could help derive the services.
The actual level of detail to be put as part of the flows can be decided as part of the normative work. It is expected that most details are going to be done as part of the service description.

Please note that the sample flow is just to analyse the interaction between NFs, and the final procedure itself will be specified during Rel-15 normative work. 
1.4.1 Attach Procedure
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 Figure 1: UE attach network procedure
1.
The UE establishes an RRC connection towards the AN.

2.
The UE sends a UE Attach Request over NG1 to the AMF, indicating the IMSI and the configured NSSAI.

3.
The AMF requests the "Network Slice Instance Selection" service of the SSF (see clause X.X)
4.
The SSF requests the "Subscriber Profile" service of the UDM (see clause X.X)

5.
The SSF completes the "Network Slice Instance Selection".

6.
The AMF requests the "UE Authentication" service of the AUF (see clause X.X)

7.
The AUF requests the "Authentication Vectors" service of the UDM (see clause X.X).

8.
UE Authentication is performed towards the UE.
9.
The AUF completes the "UE Authentication".

10.
The AMF requests the "UE register" service of the UDM (see clause X.X)

11.
The UDM completes the "UE register".

12.
The AMF sends a "UE Attach Accept" to the UE over NG1, transported over NG2.

13.
The AN forwards the "UE Attach Accept" message to the UE.

In the UE attach procedure, AMF requests the functions from the corresponding NFs (i.e. service provider):  SSF, AUF, UDM NF. The service provided to AMF and other NFs via the request-response interaction. The service and its related interface derived from this procedure are including:

-
SSF:  

-
Service: “Network slice instance selection”, 
-
Interface:  NSI Selection Request, NSI Selection Request;

-
AUF: 
-
Service: “UE authentication”, 
-
Interface: UE Authentication Request, UE Authentication Response;

-
UDM: 

-
Service: “Subscriber Profile”, 
-
Interface: Subscriber Profile Request, Subscriber Profile Response;

-
Service : “UE Registration” service, 
-
Interface: UE Register Request, UE Register Response.

Each service is then described in the proper section of the relevant NF and can be referred from the flow as described above.
1.4.2 Session Establishment Request Procedure
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Figure 2: Home routed PDU session establishment
1,
The UE sends a "PDU session establish request" over NG1 towards the AMF.

2.
The AMF performs V-SMF selection, as described in clause X.X.

3.
The AMF requests “NAS message handling” service of the V-SMF (see clause X.X)
4.
The V-SMF identifies a Home routed PDU session, and requests the "Home PDU session establishment" service towards the H-SMF (see clause X.X).
5.
The H-SMF requests the "PDU session policy" service towards the H-PCF (see clause X.X)

6.
The H-PCF completes the "PDU session policy" service.

7.
The H-SMF sets up the Home UP setup towards the H-UPF, as described in clause X.X, with the following information: yyy, zzz.

8.
The H-SMF completes the "PDU session policy" service.

9.
The V-SMF sets up the UP setup towards the V-UPF, as described in clause X,X, with the following information: xxx, yyy.

10.
The V-SMF sends "AN session setup" to AN.

11.
The V-SMF completes “PDU session establishment ” service.
During the procedure, the services provided by SMF and PCF include:
-
PCF: 
-
“PDU session policy” service,
-
Interface: PDU Session Policy Request, PDU Session Policy Response.
-
SMF: 
-
Service: “Home PDU session establishment”, 
-
Interface: Home PDU Session Establishment Request, Home PDU Session Establishment Response.

For the above two procedures, several interactions between two NF are single step request/response procedure. And those single Req/Res are handled without variable pre-conditions, e.g. which message has been received before. There are several NFs which interact with other NF like the above example, e.g. PCF, AUF, NRF,. . For those NFs the service based interface should be adopted. 
Observation 4: For the NFs which provide functionality to other NFs via single step request-response interaction without variable pre-conditions, the service based interface should be supported, e.g. PCF, AUF, NRF, etc.
1.4.3 Handover Procedure
Based on the discussion about MMF-SMF interaction in TR23.799, the sample handover with AMF and SMF change is depicted in the figure below. 
NOTE:   this procedure assumes that the source SMF and target SMF directly interact with each other to support the handover for the PDU session. It needs to be aligned with the final conclusion defined in KI 4. 
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 Figure 3: Handover procedure
1. Source AN node sends “Handover Required” message including UE ID, Target AN ID to S-AMF.

2. S-AMF identifies the target AMF and requests “UE Relocation” service of the target AMF(see clause X.X), and the request including UE ID, target RAN ID.

3. T-AMF requests “UE Context” service(see clause X.X) from S-AMF to obtain UE’s context.

4. T-AMF selects the target SMF, notice the UE mobility event to the target SMF by the “UE mobility notification” service provided by AMF.
5. Target SMF requests “SM context” service(see clause X.X) from Source SMF to get the PDU session context for the UE.

6. Target SMF configures the UP functions via NG4 to setup PDU session for the UE.

7. Target SMF instructs Target AN to setup PDU session for the UE by the “AN message transfer” service (see clause X.X) provided by AMF.

8. Target SMF configures the UP functions via NG4 to setup indirect tunnel for the PDU session

9. Target SMF requests “PDU session switch” service (see clause X.X) from Source SMF, and the PDU session context in the target UP and AN is included in the request.

10. Source SMF configures Source UP to update the PDU session for the UE

11. Source SMF configures source UP to setup indirect tunnel for PDU session

12. Source SMF sends “PDU session switch request” to notice Target SMF that the requested “PDU session switch” service is completed.

13. T-SMF sends “UE mobility response” to T-AMF to acknowledge that the handling on UE mobility is completed.

14. T-AMF sends “UE Relocation Response” to S-AMF to notice that the requested “UE Relocation” service is completed.

During the procedure, the services provided by NFs include:
-
AMF: 

-
Service: “UE Relocation”  provided by AMF acting target AMF
-
Interface：UE Relocation Request, UE Relocation Response
-
Service: “UE mobility notification” service
-
Interface：Location Change Notification, Location Change Response

-
SMF: 
-
Service: “PDU session switch” provided by SMF acting as Source SMF
-
Interface：PDU Session Switch Request, PDU Session Switch Response

-
“PDU session context” service

-
Interface：PDU Session Context Request, PDU Session Context Response
In the handover procedure described above, the interactions between AMF and SMF are multiple step request/response procedure. When we change those interaction message into a service, we need a clear description on the related pre-conditions, e.g. which message has been received before, and expected handling. This can be done as part of the description of the service. An evaluation can be done if it seems too complicated to define as a (set of) service(s), in which case we might fall back on a case by case basis to a traditional P2P description. . 

Observation 5: For NFs which provide functionality to other NFs via multiple step request-response interaction and with variable pre-conditions, it can be evaluated case by case whether a service-based description is doable or whether to fallback to a traditional P2P description during Rel-15 normative work.
1.5
Describing NF interactions as services
1.5.1
Converting flows as services

In this session we give some basic design consideration on how to convert a flow into service.
1.5.1.1
A-B-A
In most cases, the interaction between two Network Functions will easily translate to a service-based request.
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Figure 4: A-B-A interaction procedure
A requests B for a service (and may provide a certain set of information), B replies (positively, negatively, provides information, etc).

1.5.1.2
A-B-C-B-A
This can be cascaded to multiple levels:
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Figure 5: A-B-C-B-A interaction procedure
When the service for B is triggered, it can itself perform a number of actions (described as part of the service provided by B). Certain of these actions can include further service requests towards another Network Function.

In this case, the flow translates to two services: "My Service" (provided by B) and "Its Service" (provided by C).

1.5.1.3
A-B-A-B-A
In some cases, A and B may have more complicated interactions. The following flow illustrates a simple case of this:
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Figure 6: A-B-A-B-A interaction procedure
In this case, it is important to understand the relationship between the different steps: either the first request completes in step 2 or in step 4:
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Figure 7: case (A) interaction procedure
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Figure 8: case (B) interaction procedure
In case (A), step 2 completes step 1 request, and steps 3/4 represent a different (but possibly related, see below in 1.5.2) request towards B.

In case (B), step 2 is a new request for a service provided by A, which completes in 3, allowing the first request to then complete in 4.

1.5.1.4
A-B-A-B
Finally, another often seen scenario is the following:
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Figure 9: A-B-A-B interaction procedure
In practice, that scenario is a subset of either of the two scenarios described in 1.5.1.3. Either:
-
step 3 can be interpreted as a second service provided by B, as in case (A) above. As described below, a network function could provide multiple related services, linked by pre-conditions and post-conditions. The pre-condition for the second service here would be that the first service post-conditions are fulfilled. In that case, a step 4 would be added just to complete the service from step 3, but would not carry any significant meaning; or
-
step 3 can be interpreted as the real response of step 2, which would then be re-interpreted as a service provided by A, as in case (B) above. In that case, step 3 is the response to step 2, and a step 4 is added just to complete the service from step 1, but would not carry any significant meaning.

While the first case is likely to be more common, this can depend on the actual flow of information and action of the procedure, and would be decided on a case by case basis.

1.5.1.5
Other cases

Most of the flows used in the design of the procedures of a mobile network can be decomposed into small blocks as described above. In certain cases, the actual relationship between two functions as part of a sequence of events may not be obvious. In these cases, it is important to understand the exact role of the actors in the sequence diagram, and how to resolve the pre-conditions and post-conditions of their interactions.

In certain cases, this will lead us to question the design, and it might take some adjustments before the definitive form of a set of services is settled.

1.5.2
Describing services

Once the sequence flows have identified services provided by a network function, it becomes necessary to describe the service. Most of the time, these services will be grouped in sets, potentially with related pre-/post-conditions. In this case, it would make sense to group them together, and possibly to expose them together (but separately from other sets of services provided by the Network Function).

Each service could potentially have the following information:

-
Input parameters: these are information elements (IMSI, PDU session identifier, etc.) that are provided as part of the request. Some parameters can be mandatory (needed to complete the request), other might be optional (e.g. flags, additional information which is not always relevant).
-
Output parameters: these are information elements that can be returned by the network function upon completion of the service request. In some cases, there might not be any information provided, in which case the response is just an acknowledgement of the completion of the request.

-
Pre-conditions: this is a set of conditions that need to be satisfied for the proper execution of the service. For example, in order to modify a PDU session of a UE, the UE must have a PDU session set up with this Session Management Function, etc. Some pre-conditions may include certain flags set in the UE context, certain timers to be (in)active, etc.

-
Post-conditions: this is a set of conditions resulting from the execution of the service. This may include certain context-related information, such as a PDU session information, flags, timers. The post-condition of a service may be the pre-condition of another (related) service: e.g. in 1.5.1.3 case (A) above, the pre-condition for "My 2nd Service" may include the successful post-condition for "My 1st Service".

-
Expected consumers: while consumers of a service are potentially not constrained, in normal circumstances, services will have a limited number of consumers, especially in the first release. In this case, it might be useful to list the expected consumers. However, care must be taken to minimise the assumptions regarding the consumer of the service (and to document these assumptions as part of the pre-conditions for the service). As part of the expected consumers, we could also describe how the service could be used should we choose to expose it to external parties, possibly with some limitations that could be highlighted here.
-
Other information: in order to maximise the clarity of the service, it might be useful to describe prominently a number of information used or defined as part of the service, such as timers, user subscription information, subscription to notifications of other network functions, etc.
-
Procedure: most of the more complex services will have a definite set of steps that have to be achieved (mandatorily or optionally) in order to complete the service request. While information flows show some of the steps in a certain context, the complete set of steps may be disseminated among a number of such flows. The procedure description should be able to describe the interaction between these different partial descriptions in a single place.

In a complex system such as a mobile Core Network, not everything might be described "as a service". A certain number of "events" happen that start a procedure without specific external service request.

This can include the expiration of timers, the notification of some external events (which technically would be a "Notification service", but would probably gain from being described with more specific cases), some "error" cases that result in specific handling visible at stage 2 level (while most error cases are only useful to describe at stage 3 level, there are some exceptions to this common rule), etc. Also, when "external interfaces" (e.g. NG2) are not described in a service-oriented manner, they are technically not services.
In these cases, it is worth considering the documentation of such external events as "service triggers" of the network function.

Indeed, most if not all the service description fields are relevant in such cases.
1.5.3
Conclusion to the documentation of NF interaction as services

Such a unified handling of documentation of services and "service triggers" would help the reader to have a complete understanding of the role of a Network Function.

This would complement the documentation of the overall system architecture and information flows giving the system view, which is still important and necessary for our system design.
As we develop the system and the services, the documentation principles should simplify our overall view of the system and also simplify the stage 3 work as the information necessary to define the stage 3 protocols and APIs would be located in a single place for a given NF.
2. Proposal

It is proposed to discuss the above issue and add the related agreements to the TR 23.799.
It is also proposed to discuss and endorse the documentation of services e.g. as described in section 1.5 above.
* * * Start of changes * * * * 
8.7
Interim Agreements on Key Issue #7: Network function granularity and interactions between them

Interim agreements for Key issue #7 "Function Granularity and Interconnection of them" are as follows:

1.
Any two NFs interacts with each other directly while avoiding the functional and signalling impact on unrelated NF.
NOTE 1:
This does not preclude to pass information via a third NF if two NFs do not interact directly, e.g. if MM received subscription information from SDB then it can pass it to SM if there is an interaction between MM and SM (e.g. during PDU connection establishment procedure).

2.
In order to facilitate utilization of the capability (s) of one NF the capability (s) of NFs are exposed as a service to other NF, wherever applicable, (e.g. by following the guidelines defined in Annex E). As such the NF provides a service based interface to other NFs.

NOTE 2:
It is expected that SA2 will specify the services and functionalities that one NF supports, and CT WGs define the data model of service interface, i.e. information elements included in service interface. For more detail refer to Annex X. 
NOTE 3:
To support different variants of a service and to enable the invoking NF to discover the expected service, the service need be uniquely identified.
3. The feasibility to expose NF capabilities as service will be evaluated on a case by case basis as below when specifying each procedure. The service based interfaces should be considered for the interconnection between CN CP NFs. The NG1, NG2, NG4 interface are not considered to support the service based interface.

· For NFs that provide functionality to other NFs via single step request-response interaction without variable pre-conditions, a service-based interface shall be supported, e.g. PCF, AUF, NRF, etc.
· For NFs that provide functionality to other NFs via multiple step request-response interaction with variable pre-conditions, it shall be evaluated whether the description as a service-based interface is doable in Rel-15 normative work, or whether it is necessary to fallback to a point-to-point description of the interaction between two specific NFs.
4.
The NF selection and discovery shall be supported to enable NF selection and discovery, including:
-
The NF selection and discovery function maintains the function profile of the deployed NF instances, e.g. the type of the NF.

-
When deploying/removing one NF instance, the information of the NF instance is updated.
-
One NF shall be able to utilize NF type and other service parameters to discover the expected NF instance (s), and the NF selection and discovery function provides the IP address or the FQDN of NF instance(s) to the NF.
NOTE 4:
whether it utilizes the NF Repository function or an enhancement of the DNS server to reach this functionality is left for CT WG to determine.

* * * Start of 2nd change * * * * 
Annex X  Specifying a service based architecture

X.1 Stage 2 and stage 3 work
In the context of a service-based architecture, the work of stage 2 and stage 3 is expected to be split as follows:
The stage-2 work in SA2 includes:

· Specify the end-to-end network signalling flows including UE, AN, Core network and Applications. Adjust the signalling flows to the services provided by each NF. 

· Identify the services provided the Core network NFs.

· Specify the services supported by each CP NF, the functionality that it provides to other NFs, and the corresponding service interface, including the major information, pre- and post-conditions affecting the use of the service, and other relevant information as described below in X.2.2.

The stage-3 work in CT WG includes:
· According to the stage-2 work, specify the detailed service interface that each CN NF supports, including the format of information element in the service interface.
· Specify the general information exchange protocol between CN NFs.

X.2
Describing NF interactions as services

X.2.1
Converting flows as services

X.2.1.1
A-B-A
In most cases, the interaction between two Network Functions will easily translate to a service-based request.
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Figure X.2.1.1-1: A-B-A interaction
A requests B for a service (and may provide a certain set of information), B replies (positively, negatively, provides information, etc).

X.2.1.2
A-B-C-B-A
This can be cascaded to multiple levels:
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Figure X.2.1.2-1: A-B-C-B-A interaction
When the service for B is triggered, it can itself perform a number of actions (described as part of the service provided by B). Certain of these actions can include further service requests towards another Network Function.

In this case, the flow translates to two services: "My Service" (provided by B) and "Its Service" (provided by C).

X.2.1.3
A-B-A-B-A
In some cases, A and B may have more complicated interactions. The following flow illustrates a simple case of this:
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Figure X.2.1.3-1: A-B-A-B-A interaction
In this case, it is important to understand the relationship between the different steps: either the first request completes in step 2 or in step 4:
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Figure X.2.1.3-2: Case (A) A-B-A-B-A interaction
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Figure X.2.1.3-3: Case (B) A-B-A-B-A interaction
In case (A), step 2 completes step 1 request, and steps 3/4 represent a different (but possibly related, see below in X.2.2) request towards B.

In case (B), step 2 is a new request for a service provided by A, which completes in 3, allowing the first request to then complete in 4.

X.2.1.4
A-B-A-B
Finally, another often seen scenario is the following:
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Figure X.2.1.4-1: A-B-A-B interaction
In practice, that scenario is a subset of either of the two scenarios described in X.2.1.3. Either:

-
step 3can be interpreted as a second service provided by B, as in case (A) above. As described below, a network function could provide multiple related services, linked by pre-conditions and post-conditions. The pre-condition for the second service here would be that the first service post-conditions are fulfilled. In that case, a step 4 would be added just to complete the service from step 3, but would not carry any significant meaning; or

-
step 3 can be interpreted as the real response of step 2, which would then be re-interpreted as a service provided by A, as in case (B) above. In that case, step 3 is the response to step 2, and a step 4 is added just to complete the service from step 1, but would not carry any significant meaning.

While the first case is likely to be more common, this can depend on the actual flow of information and action of the procedure, and would be decided on a case by case basis.

X.2.1.5
Other cases

Most of the flows used in the design of the procedures of a mobile network can be decomposed into small blocks as described above. In certain cases, the actual relationship between two functions as part of a sequence of events may not be obvious. In these cases, it is important to understand the exact role of the actors in the sequence diagram, and how to resolve the pre-conditions and post-conditions of their interactions.

In certain cases, this will lead us to question the design, and it might take some adjustments before the definitive form of a set of services is settled.

X.2.2
Describing services

Once the sequence flows have identified services provided by a network function, it becomes necessary to describe the service. Most of the time, these services will be grouped in sets, potentially with related pre-/post-conditions. In this case, it would make sense to group them together, and possibly to expose them together (but separately from other sets of services provided by the Network Function).

Each service could potentially have the following information:

-
Input parameters: these are information elements (IMSI, PDU session identifier, etc.) that are provided as part of the request. Some parameters can be mandatory (needed to complete the request), other might be optional (e.g. flags, additional information which is not always relevant).

-
Output parameters: these are information elements that can be returned by the network function upon completion of the service request. In some cases, there might not be any information provided, in which case the response is just an acknowledgement of the completion of the request.

-
Pre-conditions: this is a set of conditions that need to be satisfied for the proper execution of the service. For example, in order to modify a PDU session of a UE, the UE must have a PDU session set up with this Session Management Function, etc. Some pre-conditions may include certain flags set in the UE context, certain timers to be (in)active, etc.

-
Post-conditions: this is a set of conditions resulting from the execution of the service. This may include certain context-related information, such as a PDU session information, flags, timers. The post-condition of a service may be the pre-condition of another (related) service: e.g. in X.2.1.3 case (A) above, the pre-condition for "My 2nd Service" may include the successful post-condition for "My 1st Service".

-
Expected consumers: while consumers of a service are potentially not constrained, in normal circumstances, services will have a limited number of consumers, especially in the first release. In this case, it might be useful to list the expected consumers. However, care must be taken to minimise the assumptions regarding the consumer of the service (and to document these assumptions as part of the pre-conditions for the service). As part of the expected consumers, we could also describe how the service could be used should we choose to expose it to external parties, possibly with some limitations that could be highlighted here.

-
Other information: in order to maximise the clarity of the service, it might be useful to describe prominently a number of information used or defined as part of the service, such as timers, user subscription information, subscription to notifications of other network functions, etc.

-
Procedure: most of the more complex services will have a definite set of steps that have to be achieved (mandatorily or optionally) in order to complete the service request. While information flows show some of the steps in a certain context, the complete set of steps may be disseminated among a number of such flows. The procedure description should be able to describe the interaction between these different partial descriptions in a single place.

In a complex system such as a mobile Core Network, not everything can be described "as a service". A certain number of "events" happen that start a procedure without specific external service request.

This can include the expiration of timers, the notification of some external events (which technically would be a "Notification service", but would probably gain from being described with more specific cases), some "error" cases that result in specific handling visible at stage 2 level (while most error cases are only useful to describe at stage 3 level, there are some exceptions to this common rule), etc. Also, when "external interfaces" (e.g. NG2) are not described in a service-oriented manner, they are technically not services.

In these cases, it is worth considering the documentation of such external events as "service triggers" of the network function.

Indeed, most if not all the service description fields are relevant in such cases.
* * * End of Changes * * * 
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