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Abstract of the contribution: This document tries to discussion the potential usage of real time location information and possible way of retrieving real time location information.
1. Introduction
1.1. Report upon change of Service area is supported in CS domain

Currently in TS 25.413, the CN in CS domain can initiate the procedure to report upon change of Service area which has been specified Clause 8.19 and 8.20.
***************************************************************************************************************************
8.19
Location Reporting Control

8.19.1
General

The purpose of the Location Reporting Control procedure is to allow the CN to request information on the location and optionally velocity of a given UE. The procedure uses connection oriented signalling.

8.19.2
Successful Operation
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Figure 21: Location Reporting Control procedure. Successful operation.
The CN initiates the procedure by sending a LOCATION REPORTING CONTROL message.

The Request Type IE shall indicate to the serving RNC whether:

-
to report directly;

-
to stop a direct report;

-
to report periodically;

-
to stop periodic reporting;

-
to report upon change of Service area, or

-
to stop reporting at change of Service Area.
If reporting upon change of Service Area is requested, the Serving RNC shall report whenever the UE moves between Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.
8.20
Location Report

8.20.1
General

The purpose of the Location Report procedure is to provide the UE's location and optionally velocity information to the CN. The procedure uses connection oriented signalling.

8.20.2
Successful Operation
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Figure 22: Location Report procedure. Successful operation.
The serving RNC initiates the procedure by generating a LOCATION REPORT message. The LOCATION REPORT message may be used as a response to a LOCATION REPORTING CONTROL message. ……
***************************************************************************************************************************
1.2 What’s supported in IMS domain currently on retrieving location information?

Network Provided Location Information can be retrieved in the INVITE request or within a subsequent message of the dialog or even prior to session delivery as specified in TS 23.228.
However, this can not reflect the real time change of user location. The user’s location information cannot be retrieved once they get changed.
1.3 Potential usage of real time location information in IMS
1) During the SIP/IP network transformation from CS, it is expected that consistent services can be delivered to the user regardless of the attached access type (e.g. CS domain access, or IP-CAN). 

2) Information related to the real time location change of the user may be required in IMS in order to comply with regulatory requirements e.g. lawful interception, which means that you can track people by knowing how they move (location may change) e.g. during a call.
3) The network may react to real time location report with specific actions when a user enters or leaves a classified zone set by O&M, e.g. a zone where a disaster has occurred.
4) This information may also be used for charging purpose, e.g. to differentiate charging rate.

2. Discussion

Q1: Are there any other potential usages of real time location information?
Q2: How to retrieve real time location information?
Based on the discussion of potential usages of real time location information, if people think it is useful to retrieve the real time location information, then how to do it?

One possible way is that the P-CSCF optionally subscribe to notifications of location change after successful initial user IMS Registration or at IMS session origination.
It is an existing function in TS 23.203 and TS 29.212 that if there has been a change in the user location (i.e. applicable for CGI/SAI/RAI/TAI/ECGI), the PCEF shall inform the PCRF. But this information is not informed to IMS.
Any other ways?

Below the text of existing location change event reporting are quoted from TS 23.203.
***************************************************************************************************************************

6.1.4
Event Triggers

The Event Reporting Function (ERF) performs event trigger detection. When an event matching the event trigger occurs, the ERF shall report the occurred event to the PCRF. The Event Reporting Function is located either at the PCEF or, at the BBERF (if applicable) or, at the TDF for solicited application reporting (if applicable).

The event triggers define the conditions when the ERF shall interact again with PCRF after an IP‑CAN session establishment. The event triggers that are required in procedures shall be unconditionally reported from the ERF, while the PCRF may subscribe to the remaining events. Whether an event trigger requires a subscription by the PCRF is indicated in column 4 in table 6.2 below.

The PCRF subscribes to new event triggers or remove armed event triggers unsolicited at any time or upon receiving a request from the AF, an event report or rule request from the ERF (PCEF or BBERF or TDF) using the Provision of PCC Rules procedure or the Provision of QoS Rules procedure (if applicable) or the Provision of ADC Rules procedure (if applicable). If the provided event triggers are associated with certain parameter values then the ERF shall include those values in the response back to the PCRF. Event triggers are associated with all rules at the ERF of an IP‑CAN session (ERF is located at PCEF) or Gateway Control session (ERF is located at BBERF) or with Traffic Detection session (ERF is located in TDF). Event triggers determine when the ERF shall signal to the PCRF that an IP‑CAN bearer has been modified. It shall be possible for the ERF to react on the event triggers listed in table 6.2.

Table 6.2: Event triggers

	Event trigger
	Description
	Reported from
	Condition for reporting

	PLMN change
	The UE has moved to another operators' domain.
	PCEF
	PCRF

	QoS change
	The QoS of the IP‑CAN bearer has changed (note 3).
	PCEF, BBERF
	PCRF

	QoS change exceeding authorization
	The QoS of the IP‑CAN bearer has changed and exceeds the authorized QoS (note 3).
	PCEF
	PCRF

	Traffic mapping information change
	The traffic mapping information of the IP‑CAN bearer has changed (note 3).
	PCEF
	Always set

	Resource modification request
	A request for resource modification has been received by the BBERF/PCEF (note 6).
	PCEF, BBERF
	Always set

	Routing information change
	The IP flow mobility routing information has changed
	PCEF
	Always set if IP flow mobility is supported

	Change in type of IP‑CAN (see note 1)
	The access type of the IP‑CAN bearer has changed.
	PCEF
	PCRF

	Loss/recovery of transmission resources
	The IP‑CAN transmission resources are no longer usable/again usable.
	PCEF, BBERF
	PCRF

	Location change (serving cell) (see note 10)
	The serving cell of the UE has changed.
	PCEF, BBERF
	PCRF

	Location change (serving area)
(see notes 4 and 10)
	The serving area of the UE has changed.
	PCEF, BBERF
	PCRF

	Location change (serving CN node)
(see notes 5 and 10)
	The serving core network node of the UE has changed.
	PCEF, BBERF
	PCRF

	Change of UE presence in Presence Reporting Area
	The UE is entering/leaving a Presence Reporting Area
	PCEF, BBERF
	PCRF

	Out of credit
	Credit is no longer available.
	PCEF, TDF
	PCRF

	Enforced PCC rule request
	PCEF is performing a PCC rules request as instructed by the PCRF.
	PCEF
	PCRF

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	TDF
	PCRF

	UE IP address change (see note 9)
	A UE IP address has been allocated/released
	PCEF
	Always set

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	PCEF
	PCRF

	Usage report

(see note 7)


	The IP-CAN session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	PCEF, TDF
	PCRF

	Start of application traffic detection and

Stop of application traffic detection (see note 8)
	The start or the stop of application traffic has been detected.
	PCEF, TDF
	PCRF

	SRVCC CS to PS handover
	A CS to PS handover has been detected
	PCEF
	PCRF

	Access Network Information report
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
	PCEF, BBERF
	PCRF

	Credit management session failure
	Transient/Permanent Failure as specified by the OCS
	PCEF, TDF
	PCRF for PCEF,
Always set for TDF

	NOTE 1:
This list is not exhaustive. Events specific for each IP‑CAN are specified in clause A.

NOTE 2:
A change in the type of IP‑CAN may also result in a change in the PLMN.

NOTE 3:
Available only when the bearer binding mechanism is allocated to the PCRF.

NOTE 4:
A change in the serving area may also result in a change in the serving cell, and a change in the serving CN node.

NOTE 5:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.

NOTE 6:
Available only when the IP‑CAN supports corresponding procedures for bearer independent resource requests.

NOTE 7:
Usage is defined as either volume or time of user plane traffic.

NOTE 8:
The start and stop of application traffic detection are separate event triggers, but received under the same subscription from the PCRF. For unsolicited application reporting, these event triggers are always set for the TDF.

NOTE 9:
If TDF for solicited application reporting is applicable, upon receiving this event report from PCEF, PCRF always updates the TDF.

NOTE 10:
Due to the potential increase in signalling load, it is recommended that such event trigger subscription is only applied for a limited number of subscribers.


If the Location change trigger is armed, the PCEF shall activate the relevant IP‑CAN specific procedure which reports any changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no request being triggered for PCC rules or QoS rules (if applicable) update to the PCRF if the report received is more detailed than requested by the PCRF.

NOTE 1:
The access network may be configured to report location changes only when transmission resources are established in the radio access network.
***************************************************************************************************************************
Below the text are quoted from TS 29.212.

***************************************************************************************************************************
5.3.7
Event-Trigger AVP (All access types)

……
USER_LOCATION_CHANGE (13)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the user location (i.e. applicable for CGI/SAI/RAI/TAI/ECGI), PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the user location. The new location value shall be provided in the 3GPP-User-Location-Info AVP. If the user location has been changed but the PCEF can not get the detail location information (e.g. handover from 3G to 2G network), the PCEF shall send the 3GPP-User-Location-Info AVP to the PCRF by setting the LAC of the CGI/SAI to value 0x0000, LAC of the RAI to value 0x0000 for GPRS access, and setting the TAC of the TAI to value 0x0000, setting the ECI of the ECGI to value 0x0000 for the EPS access.
***************************************************************************************************************************
3. Proposal
If there is agreement that it is a possible way forward for the P-CSCF to optionally subscribe to notifications of location change after successful initial user IMS Registration or at IMS session origination, related CR will be submitted at the future meeting.
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