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Abstract of the contribution: This contribution proposes a way forward for handling SCEF Northbound API work (resulting from SA#74 LS OUT.

1. Background

3GPP SA2 defined the SCEF framework starting from Rel-13 to allow exposure of 3GPP network capabilities to application domain. However, 3GPP specified neither the SCEF functional architecture nor its interactions with SCS/AS. At the time, other standardization fora such as OMA or oneM2M were expected to own that responsibility.

However, at SA#74, 3GPP SA received an LS from oneM2M (SP-160761) requesting 3GPP to specify the northbound APIs from SCEF to support oneM2M specifications to facilitate a useable end-to-end M2M architecture. An example of cited complexity, as presented in SP-160761, was:

From the ongoing oneM2M analysis of the different functionality that may be exposed via SCEF APIs, there

appear to be many APIs which would be better served if developed directly by 3GPP. In particular, Non-IP

Data Delivery (NIDD) for NB-IoT seems particularly challenging to develop outside of 3GPP, given that there

are multiple design challenges that are beyond the traditional scope of the API developer, e.g. segmentation and

reassembly of data that is too large for one NIDD MTU, max packet size for each APN, and the fact that NIDD

data might be sent via SCEF, or the P-GW.
3GPP SA agreed for 3GPP to standardize northbound APIs. In doing so, 3GPP SA also welcomed OMA’s relevant input to be taken into account. Specifically, 3GPP SA indicated that the required architectural aspects would fall under SA2 (SP-160952) purview, and Stage 3 protocol aspects under CT3 purview.

2. Discussion

SA’s LS response does acknowledge 3GPP taking ownership of SCEF Northbound APIs for 3GPP exposed capabilities. There have been offline discussions, amongst interested SA2 companies, with respect to the “whats”, and “whys” of such an endeavour. The sections below are an attempt to illustrate some thoughts and propose a way forward.

2.1 To SID, WID or CR?

Leaving aside the question on whether SA2 ought to wait for oneM2M’s input for getting API requirements (see Section 2.2), there are three ways to tackle the needed work: (a) via Study Item (b) via Work Item (c) via CRs.
Given that we are bringing in a previously out-of-scope interface in-scope now, method (c) can effectively be ruled out. We need clear to have clear requirements on the task which lies ahead of us specifically outlining what is in v/s out- of scope for the work. Therefore, either (a) or (b) seems appropriate.

Observation 1: Either a SID or WID is to be used for this work.
2.2 To wait for oneM2M’s requirements or not?

SA’s LS OUT (SP-160952) stated:
3GPP SA agrees for SA2 to be responsible for the stage 2 updates required for the SCEF functionalities and information flows, and CT3 to be responsible for the stage 3 work of specifying the APIs. Other 3GPP Working Groups may be involved as usual if need be.

To ensure that the 3GPP work on SCEF northbound API fulfils the oneM2M needs, 3GPP SA kindly requests oneM2M to provide their coherent API requirements, so that 3GPP can deliver the work accordingly.
Offline discussions amongst interested companies have indicated two different ways on how to interpret the highlighted:
1. Option#1: SA2 waits for oneM2M to provide coherent API requirements which satisfy oneM2M’s needs. Upon receipt, SA2 analyses the said requirements to see which SCEF procedures (from TS 23.682) are affected. SA2 commences works on the identified SCEF procedures.
2. Option#2: SA2 starts work based on the assumption that all existing 3GPP capabilities exposed via SCEF need to have northbound APIs. As and when oneM2M provides coherent API requirements, SA2 analyses requirements to right-size ongoing work.

SA1 in TS22.101 does seem to provide high-level service requirements for northbound API exposure (see Section 5) justifying the use of Option#2.
At the time of issuance of this document, oneM2M (for either /1/ or /2/ above) expects to provide the relevant requirements during or after SA2#119 (Feb’17). 
If /1/ is chosen as the preferred way, then in the worst case scenario, we assume that SA2 agrees to the exact work scope at SA2#120. This would mean actual work can’t start in SA2 until after SA#76 (June’17) i.e. until SA2#122 (June’17). However, the expectation is that only a limited set of 3GPP capabilities, mapping to the appropriate oneM2M API requirements, would require northbound APIs.
If /2/ is chosen as the preferred way, then SA2 can commence work after SA#75 (Mar’17) i.e. at SA2#120 (Mar’17). However, the work scope is likely to be wider than in /1/. 
2.3 What aspects of SCEF is 3GPP agree’ing to now own?

At the time of creation of SCEF, it was assumed that 3GPP was to only define aspects of SCEF framework which were deemed essential for the 3GPP feature (eg MONTE, or SEES etc) to work. This is evident from TS 23.682 Clause 4.4.8 “The functionality of the SCEF may include the following:”. 
SCEF interactions on the south-bound interfaces are presently very well defined. SCEF framework aspects such as authentication & authorization, service discovery, policy enforcement etc were left up to whichever standards fora or organization was to provide actual SCEF framework functionality eg OMA, GSMA, oneM2M.
SA has agreed that SCEF Northbound API interface is in-scope for 3GPP. 3GPP already owns the SCEF south-bound interfaces. So, who now owns the rest of the framework functionalities?

SA#74 also discussed the question of ownership and definition of SCEF framework by 3GPP. However, the decision was postponed for later SA meetings. Despite of which, the work on oneM2M request was agreed to proceed in 3GPP. This means that the SCEF framework aspects can be de-coupled from northbound API work for now.
Observation 2: SCEF Framework aspects (security, charging etc) can be considered as out of scope for this work.

2.4 How to deal with SCEF south-bound interfaces?

SCEF’s south-bound interfaces (eg S6t, T6a etc) were designed to satisfy requirements from relevant M2M SA1 work items (SIMTC, MTCe, SEES etc). 
In going w/ either Option#1 or #2, as a thumb rule, changes to SCEF south-bound interfaces which affect or change the way a feature (resulting from 3GPP capability) works within 3GPP network should not be done. However, should there be a need to add or modify parameter(s) on SCEF-south bound interface to provide the said 3GPP capability via SCEF Northbound API(s), then it needs to be taken up on a case-by-case basis.

Observation 3: Any change to SCEF south-bound interfaces needs to be evaluated on a case-by-case basis. In general, it should be avoided for this work.

2.5 When can Stage 3 work start?

For the SCEF – SCS/AS northbound interface, TS 23.682 already has informative messages and flows. Granted that changes due to either option#1 or option#2 might be in order. However, strictly in the context of defining northbound interfaces, stage 3 groups (CT3 and others) should have enough information to begin their work.

Observation 4: Stage 3 protocol analysis can start immediately following SA2’s work approval by SA (either in SA#75 or SA#76) i.e. in parallel to SA2 work.

2.6 What if any is the tie-in to 5G work?

Rel-15 5G normative work in SA2 will commence starting SA2#118bis. SA2 is defining NGC in both the traditional point-to-point interface format, and also in a services-based architecture format. In principle, the services architecture borrows from the constructs upon which SCEF framework was defined, and applies it to 3GPP internal-workings. In 5GC, NEF is considered to be the evolution of EPC SCEF.
Knowing that at the time of issuance of this document, aspects of services based NGC architecture are yet to be crystallized, commonalities wrt service discovery, service authorization, service exposure etc can be seen.
While EPC SCEF work is technically independent of the 5GC Services architecture (NEF etc) work, one can see that if the northbound API work for EPC SCEF can be used as the basis for northbound API work for 5GC NEF, then it will allow faster realization of 3GPP capabilities exposure via 5GC NEF.

However, it is the authors’ belief that whether or not such benefits can be drawn can only be said with reasonable certainty once Stage 3 work on EPC SCEF Northbound API has reached a certain maturity. Stage 2 work can adopt alignment with 5GS_Ph1 network capability exposure work as a general principle wherever applicable. 
Observation 5: Stage 2 guidance would be to achieve alignment with 5GS_Ph1 network capability exposure as best as possible. Once work on EPC SCEF Northbound API has sufficiently progressed in Stage 3, they can evaluate and comment on forward compatibility with the specifics of 5GC NEF Northbound API.

3. Proposal

Summarizing the above observations:
Observation 1: Either a SID or WID is to be used for this work.
Observation 2: SCEF Framework aspects (security, charging etc) can be considered as out of scope for this work.

Observation 3: Any change to SCEF south-bound interfaces needs to be evaluated on a case-by-case basis. In general, it should be avoided for this work.

Observation 4: Stage 3 protocol analysis can start immediately following SA2’s work approval by SA (either in SA#75 or SA#76) i.e. in parallel to SA2 work.

Observation 5: Stage 2 guidance would be to achieve alignment with 5GS_Ph1 network capability exposure as best as possible. Once work on EPC SCEF Northbound API has sufficiently progressed in Stage 3, they can evaluate and comment on forward compatibility with the specifics of 5GC NEF Northbound API.

One can see that all these observations equally apply to both option#1 and option#2 (from /2.2/) (re-listed here for convenience):
1. Option#1: SA2 waits for oneM2M to provide coherent API requirements which satisfy oneM2M’s needs. Upon receipt, SA2 analyses the said requirements to see which SCEF procedures (from TS 23.682) are affected. SA2 commences works on the identified SCEF procedures.

2. Option#2: SA2 starts work based on the assumption that all existing 3GPP capabilities exposed via SCEF need to have northbound APIs. As and when oneM2M provides coherent API requirements, SA2 analyses requirements to right-size ongoing work.

Since the SCEF south-bound interfaces are not expected to require changes due to this work, it is the authors’ belief that the case-by-case evaluations can be performed via Discussion Papers to appropriate SA2 meetings. Therefore, conducting the work via Work Item (WID) should suffice.

Conclusion 1: A WID is to be used for this work.
The authors of this paper have provided 2 accompanying papers, each corresponding to the two options, in an attempt to find a way forward. It is suggested to discuss and adopt either of the approaches as the way forward.  
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Service exposure with 3rd party service providers
29.1
General

The intention of service exposure is that, under the assumption of a service agreement between MNO and a 3rd party, the 3GPP Network allows a 3rd party service provider to benefit from network provided services and capabilities that are exposed by the PLMN. For example the 3GPP Core Network can exchange information with the 3rd party to optimize usage and management of 3GPP resources. A standardized exposure of network services/capabilities reduces the complexity of different 3rd parties to access different 3GPP network services and capabilities.
General requirements for service exposure with 3rd party service providers:

-
The operator shall be able to provide to a 3rd party service provider secure and chargeable access to the exposed services/capabilities i.e. to authenticate, authorize and charge the 3rd party entities. 

NOTE 1: This requirement can be implemented by the existing standardised API frameworks e.g. the OMA API framework.
-
It shall be ensured that the 3GPP services/capabilities are not disclosed to unauthorised parties and that user privacy (avoid e.g. trackable and traceable identity information of the concerned UE) is maintained subject to user agreement, operator policy, service agreement between operator and 3rd party and regulation constraints.

-
The network service/capability exposure should be generic enough to support different application needs. Exposed 3GPP services/capabilities may use functionalities from different network entities and different 3GPP interfaces

29.2
Exposed Services and capabilities

The 3GPP Core Network shall be able provide a standardized interface to enable exposure of the following services and capabilities to 3rd party service providers:
Support of 3rd party interaction for 3GPP resource management for background data transfer:

-
The 3GPP Core Network shall support a 3rd party service provider request for background data transfer to UEs that are served by the 3rd party service provider, indicating: 

-
the desired time window for the data transfer, 
-
the volume of the data expected to be transferred in a geographic area TS 23.032 [56]. 
-
The 3GPP Core Network shall be able to inform the 3rd party service provider about: 

-
one or more recommended time windows for the data transfer and 

-
for each time window the maximum aggregated bitrate for the set of UEs in the geographical area indicated by the 3rd party service provider. 

-
Additionally, the 3GPP Core Network shall be able to inform the 3rd party service provider about the charging policy that will be applied to the 3rd party service provider if the data are transferred within the recommended time window and if transmission rates stay below the limits of the respective maximum aggregated bitrate.
-
The goal of providing the time window is to favour transfer of more traffic during non-busy hours and reason for providing the maximum aggregate bitrate is to spread out traffic during that time. The goal of multiple time windows is to allow the 3rd party provider to choose one appropriate time window based on its preference like the expected charging regime and bitrate.

Support of 3rd party interaction on information for predictable communication patterns of a UE:

-
The 3GPP Core Network shall enable a 3rd party service provider to provide information about predictable communication patterns of individual UEs or groups of UEs that are served by this 3rd party service provider. 
Such communication patterns may include:

-
Time and traffic volume related patterns (e.g. repeating communication initiation intervals, desired ‘keep alive’ time of data sessions, average/maximum volume per data transmission, etc.).

-
Location and Mobility related patterns (e.g. indication of stationary UEs, predictable trajectories of UEs, etc.). 

-
This information may be used by the 3GPP system to optimize resource usage.

Support of 3rd party requested session QoS and priority
-
The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (e.g. low latency or jitter) and priority handling to a UE that is served by the 3rd party service provider.
Support of 3rd party requested broadcast
-
The 3GPP Core Network shall enable a 3rd party service provider to request sending a broadcast message in a specified geographic area (as specified in TS 22.368 [52]) expecting to reach a group of devices that are served by the 3rd party service provider. 

Informing the 3rd party about potential network issues

-
The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmissions have a risk of incapability to provide expected throughput and/or QoS in a specific area (e.g. due to forecasted high traffic load in that area). Additionally, an estimate may be given when the high traffic load is expected to be mitigated. 

Informing the 3rd party about UE status

-
The 3GPP Core Network shall be able to provide the following information about a UE that is served by the 3rd party service provider:

-
Indication of the of the roaming status (i.e. Roaming and No Roaming) and the serving network, when the UE starts/stops roaming,

-
Loss of connectivity of the UE, 

-
Change or loss of the association between the ME and the USIM,

-
Communication failure events of the UE visible to the network (e.g. for troubleshooting).

-
Reporting when the UE moves in/out of a geographic area that is indicated by the 3rd party,

-
Reporting when the UE changes Routing Area / Tracking Area / Location Area / Cell.

Note: 
The area indicated by a 3rd party service provider can be mapped to the area used in the 3GPP network, i.e. a list of LAs/RAs/TAs. The 3rd party service provider can define a geographical area as shapes (e.g. polygons, circles) or civic addresses (streets, districts…) as referenced by OMA Presence API [53] e.g. defined by shape areas of IETF RFC-5491 [54] or by civic addresses defined in IETF RFC-5139 [55].
-
The 3rd party service provider shall be able to request a one time reporting or reporting at regular times on the number of UEs present in a certain area and the location of each UE as for a Location Based Service.

Informing the 3rd party about a UE’s connection properties 

-
The 3GPP Core Network shall be able to inform a 3rd party about a UE’s connection properties. 

Note:
Connection properties of a UE describe the average data rate range or non-absolute value (e.g. high, medium or low) that the UE is likely to be able to obtain at the current location. The connection properties can, for example, be generated from the UE’s RAT type the UE is currently attached to, the load conditions at its current location and/or other parameters.

Support for non-IP small data transfer with a 3rd party 

-
The 3GPP Core Network shall support a 3rd party for submitting a small amount of non-IP data for delivery to a UE.

- 
The 3GPP Core Network shall  support a 3rd party application server for receiving a small amount of non-IP data delivered from a UE.

-
The 3GPP Core Network shall support a 3rd party to configuring non-IP data delivery for a particular UE (e.g. destination address, maximum number of messages, duration for which configuration applies).

Note: 
The use of the Non-IP Data Delivery feature via Service Capability Exposure Function assumes that the UE has indicated support for ‘non-IP data transfer’ and in case the Service Capability Exposure Function is used there will be no user plane EPS bearer established.

