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Abstract of the contribution: Discusses the aspects on UE triggered service request for 5G system procedures.
1. Introduction
In TR 23.799 conclusions the following is captured for UE initiated Service Request: 

f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.
[…]
D.
In a "non-allowed area" the UE is not allowed to initiate Service Request or SM signalling to obtain user services, but even in "non-allowed" area, the UE will perform periodic registration update (due to periodic registration update timer expiration) and regular registration update (due to mobility outside of the TAI list). The UE in a "non-allowed area" is allowed to respond to core network paging.
[…]

6.
In case of UE having multiple established PDU sessions using multiple UPFs, the NextGen system supports the independent activation of UE-CN user plane connection per PDU session. The following MM and SM interactions are envisaged:
6a.
During transition from IDLE to CONNECTED state, for MT data transmission the procedure from bullet 12 below (i.e. "Impacts of MM events") are used. For MO data transmission, the UE indicates during the Service Request procedure the PDU session(s) for which the UE-CN user plane connection has to be activated.
6b.
When UE is in CONNECTED state, during mobility procedures (e.g. handover) within a MMF updates only the SMFs for which the UE has active UE-CN UP connection(s).

6c.
During CONNECTED state, if the UE has activated UE-CN user plane connection for a subset of existing PDU sessions, NG system supports the activation of additional UE-CN user plane connection for further PDU sessions.
This paper is proposing procedures for UE initiated Service Request procedures
2. Other aspects

The following concepts are also "copied" from EPC (TS 23.401 [1]) procedures for: 

- UE timezone change reporting

- Procedures for handling "default" QoS Flow similar to default EPS bearer

- Interactions between SMF and UPF (N4) modelled as Session Modification defined for Sxa (in [2])

Instead the following topics require more discussion and are captured as ENs, left FFS: 

- UE in Power Saving Mode

- Procedures for extended DRX

- Procedures for extended buffering time

- Monitoring events for "Availability after DDN failure"

- Procedures for CSG paging

- Procedures for IMS emergency calls

- Procedures for location support

- Pause of charging by SMF
3. Proposal
Based on above proposals it is proposed capture in TS 23.502 the following architecture text. 
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Figure 4.1.2.1-1: UE triggered Service Request procedure

The Service Request procedure in this clause is triggered by the UE in CN-IDLE status to establish user plane radio bearers for the UE.

1.
The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications. The Service Request message either indicates to AMF to activate all PDU sessions, or includes the PDU Session ID (s) for the PDU session(s) for which the UE-CN user plane connection has to be activated.
2.
The 5G RAN forwards NAS message to AMF. NAS message is encapsulated in an N2: Initial UE Message (NAS message, TAI+cell-id of the serving cell, 5G Temporary ID, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.
Editor's Note: The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.

Editor's Note: Procedures for the monitoring events for "Availability after DDN failure" are FFS.
Editor's Note: Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
3.
NAS authentication/security procedures as defined in clause 4.5 may be performed.

4.
AMF sends an Activate PDU session message to SMF indicating the PDU Session IDs provided by the UE in Service Request. 

5.
SMF responds with Activate PDU session accept message providing the QoS Information for the all QoS Flows of the PDU Sessions indicated by the AMF. 
6.
The AMF sends N2 Initial Context Setup Request (UPF address, N2 Tunnel IDs (UL), QoS Information for the QoS Flows of the PDU Sessions that are activated, Security Context, AMF Signalling Connection ID, Handover Restriction List, Service Accept) message to 5G RAN. This step activates the radio bearers for all the active QoS Flows of the PDU Sessions activated. RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in clause X.Y "Mobility Restrictions".

Service Accept indicates to the UE the PDU Sessions that are activated from the Service Request.

7.
5G RAN may perform the radio bearer establishment procedure depending on the QoS Information for all the active QoS Flows of the PDU Sessions activated. The user plane security is established at this step, which is described in detail in RAN specifications. When the user plane radio bearers are setup. The UE shall locally remove any context for QoS Flows for which no radio bearers are setup.

8.
The uplink data from the UE can now be forwarded by 5G RAN to the UPF. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4. 
9.
5G RAN sends an N2 message Initial Context Setup Complete (RAN node address, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated, N3 Tunnel IDs (DL)) to the AMF. This step is described in detail in RAN specifications. 
10.
The AMF sends a Modify PDU Session Request message (RAN node address, N3 Tunnel IDs, RAT Type) per accepted PDU connection to the SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message. 

Editor's Note: Procedures for Pause of charging by SMF are FFS. 

11.
The SMF is now able to inform the UPF to transmit any downlink data towards the UE. 


If a default QoS Flow is not accepted by the RAN all the QoS Flows in the same PDU session shall be treated as non-accepted. The SMF releases the non-accepted QoS Flows by triggering the QoS Flow release procedure as specified in clause X.Y. If the UPF receives a DL packet for a non-accepted QoS Flow, the UPF drops the DL packet and does not send a Downlink Data Notification to the SMF.

12. The UPF sends Session Modification Response to the SMF confirming the successful modification of the N4 session.
13.
The SMF shall return a Modify Bearer Response (UPF address and Tunnel ID for the DL traffic) to the AMF as a response to a Modify Bearer Request message. 
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