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Abstract of the contribution: This contribution is to address a Reflective QoS problem in the TR 23.799.
1. Discussion
Reflective QoS is an interim agreement in key issue 2: QoS framework, which is used by UE to generate QoS rules and apply the same QoS as corresponding DL flows in UL flows. The network decides on the QoS to apply on the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new implicit QoS rule. 
1.1 Packet filter with wildcards
In Reflective QoS case, the packet filter in the implicit QoS rule is derived from the header of the DL packet. For example, as shown in figure1-a below, if a downlink packet with a IP-5-tuple (Source IP address X; Destination IP address Y ; Source port number A; Destination port number B; Protocol type C) was received by UE and it was indicated to use Reflective QoS. Then, UE should generate a UL packet filter in IP-5-tuple (Source IP address Y; Destination IP address X ; Source port number B; Destination port number A; Protocol type C). 
As shown in figure1-b below, the existence of a wildcard can be allow in DL packet filter, while UE is unable to make sure the existence of a wildcard in UL packet filter when it automatically generated UL packet filter according to the header of the DL packet. UE can just generate the UL packet filter in explicit IP-5-tuple without wildcard since the UE generate the UL packet filter from each DL packet header. Therefore, wildcards in DL packet filter would lead to a huge number of implicit UL packet filters. This is an unnecessary and serious waste of UE storage space, and maybe cracks the OS.
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Figure 1
To address this problem, The CPF may provide QoS rules with wildcard to the UE via NG1 in order to minimize the number of generated implicit QoS rules.
Proposal 1: It is proposed to address a Reflective QoS problem, and then update the solution 6.2.9 and 8.3 “Interim Agreements on Key Issue #2 QoS Framework” in the TR 23.799.
1.2 Precedence order of UL Packet filter 
In 8.3 Interim Agreements on Key Issue #2 QoS Framework in the TR 23.799, there is an editor’s note:
Editor's note:	It is FFS whether implicit rules (derived via Reflective QoS) have higher or lower precedence order compared to explicitly signalled QoS rules.
The UE QoS rules include the explicit QoS rules provided by CPF and implicit QoS rules derived via Reflective QoS by the UE. The UE generates a new implicit QoS rule if the generated implicit QoS rule is not included in the UE QoS rules if reflective QoS is activated for the receiving DL data. 
As shown in figure 2, part A is implicit QoS rules, part C is explicitly QoS rules. Part B indicates the overlapping QoS rules derived via Reflective QoS that included in the existing UE QoS rules, so it is not generate by UE. Part D is explicitly QoS rules that can match all flows (with all of wildcard in IP-5-tuples). 
UE may has a “temporary generated implicit QoS rule” when receiving DL packet that supports Reflective QoS. Then, UE will check whether the “temporary generated implicit QoS rule” is covered by QoS rules in PartA/C/D based on the precedence. If no QoS rule in PartA/C/D is matched, then the “temporary generated implicit QoS rule” can changed to “generated implicit QoS rule” and is included into the QoS rules in Part A.i.e. Part A is updated with adding the new “generated implicit QoS rule” . 
For any UL packet, QoS rule in Part A/C/D will be selected based on their precedence to check to match the packet filter, then a corresponding NQI will be used to send the UL packet based on the matched QoS rule. QoS rules with the same packet filters but different NQI can exist in both explicit QoS rules and implicit QoS rules. 
Take the case in figure 2 for example, the implicit QoS rules (derived via Reflective QoS) have higher precedence compared to explicit QoS rules. If the operator wants to improve the QoS of some special web server e.g. Facebook,youtube,google maps and etc. to NQI3, and the traffic of these special web server uses Reflective QoS, then there will be a QoS rule in Part A “ Facebook,youtube,google maps and etc. -> NQI3” generated by UE according to Reflective QoS. In this case, Operator does not need to provide the explicit QoS rule with an exhausted list of the special web server to the UE.
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Figure 2 
Take the case in figure 3 for example, the implicit QoS rules (derived via Reflective QoS) have lower precedence compared to explicit QoS rules. If the operator wants to improve the QoS of some special web server e.g. Facebook,youtube,google maps and etc. to NQI3,then a QoS rule in Part A will be“ Facebook,youtube,google maps and etc. -> NQI3”.In this case, because the QoS rules in Part C has the higher precedence then the QoS rules in Part A, then QoS rule in Part C “*:80 -> NQI2”will be matched for the UL packets for Facebook,youtube,google maps and etc, Which is not the operator wanted. Reflective QoS cannot work on this case.
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Figure 3
So, implicit QoS rules (derived via Reflective QoS) have higher precedence compared to the explicit QoS rules.
Proposal 2: Based on the discussion above, it is proposed to remove the Editor's note, and add the clarification “Implicit QoS rules (derived via Reflective QoS) have higher precedence compared to the explicit QoS rules.” in 6.2.9 and 8.3 in the TR 23.799.
1.3 NextGen Non-GBR Bearer Modification
In solution 6.2.9, the QoS control of services mapped to NextGen Non-GBR bearer is differentiated by the user plane marking of the user plane packet. It means the QoS rule can be modified according to the application or service request.A NextGen Non-GBR Bearer Modification procedure is needed to add to solution 6.2.9. In the procedure, The CPF may provide or is required by the UE to provide the UE QoS rules with wildcard to the UE via NG1 in order to minimize the number of generated implicit QoS rules.

 
Figure 6.2.9.2.2 NextGen Non-GBR Bearer Modification 
1.	A PDU session between the UE and a data network is established and a NextGen Non-GBR bearer established. 
2(Option1).	UE sends an application or service request with Packet information and QoS requirement to CP functions. 
2(Option2).	An application server sends an application or service request with Packet information and QoS requirement to CP functions.
3.	The CP functions determine the authorized QoS rules for the NextGen Non-GBR bearer. The QoS rules include (NextGen Non-GBR Bearer Id, NQI +PDPI and its packet filters)
4(Option1).	CP functions acknowledge the request with an application/service response to the UE.
4(Option2).	CP functions acknowledge the request with an application/service response to the application server.
5.	The CP functions forward authorized QoS rule to UP functions. The UP acknowledges the reception.
6.	The CP functions forward the QoS rules to AN. The AN acknowledges the reception.
NOTE:	For NextGen Non-GBR bearer, this step is optional.
7.	The CP functions forward authorized QoS rule to UE. CP may provide the UE QoS rules with wildcard to the UE. The UE acknowledges the reception.
Proposal 3:A NextGen Non-GBR Bearer Modification procedure is needed to add to solution 6.2.9 in the TR 23.799.
2. Proposal
It is proposed to update the following description in the TR 23.799 “Study on Architecture for Next Generation System”.
[bookmark: _Toc449517736]* * * First change* * * *
[bookmark: _Toc461542725]8.3	Interim Agreements on Key Issue #2 QoS Framework
Interim agreements for Key issue #2 QoS framework are as follows:
1.  Support Reflective QoS over RAN under control of the network. The network decides on the QoS to applyon the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new implicit QoS rule. The packet filter in the implicit QoS rule is derived from the header of the DL packet.
Editor's note:	It is FFS whether Reflective QoS indication is signalled via C-plane, or inband, or not signalled at all.
Editor's note:	It is FFS whether implicit rules (derived via Reflective QoS) have higher or lower precedence order compared to explicitly signalled QoS rules.
2.	U-plane marking for QoS is carried in encapsulation header on NG3 i.e. without any changes to the e2e packet header.
3a.	A default QoS rule shall and pre-authorised QoS rules may be provided at PDU Session establishment to UE. 
Editor's note:	The content of the QoS rule is FFS, including a possible change of the term to avoid confusion with PCC/QoS rules. It is FFS whether the QoS rule signalling to UE involves NAS or AS-level signalling.
Editor's note:	QoS related signalling to the UE for non-3GPP access is FFS.
3b. QoS rules can be (e.g. depending on access capabilities) provided at PDU Session establishment to the RAN using NG2 signalling.
4.	GBR SDF shall be supported in NextGen System and QoS Flow-specific QoS signalling via the C-plane is needed for GBR SDF. The Reflective QoS is used for NextGen non GBR flows.
Editor's note:	It is FFS whether Reflective QoS also can be used for NextGen GBR flows.
5.	NG2 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:	This is target for SA2, but the feasibility needs to be confirmed by RAN.
Editor's note:	NG2 QoS related signalling for non-3GPP access is FFS.
6.	NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:	NG1 QoS related signalling for non-3GPP access is FFS.
7.	For the purpose of subscription and service differentiation, enforcement of UL rate limit per Service Data Flow and per PDU Session shall be done in a CN_UP, being a trusted point of enforcement in the network, handling all traffic of the PDU session.
Editor's note:	It is FFS which type of flows the CN_UP applies “per SDF”, “per PDU session” rate limitation on.
8.  The AN shall enforce a rate limit in UL per UE. 
Editor's note:	It is FFS which type of flows the AN applies rate limitation on.
Editor's note:	How to handle UL rate limitation per UE when the UE has access over non-3GPP AN and when the UE has access over multiple ANs including 3GPP and non-3GPP ANs is FFS
Editor's note:	UL Rate limitation requirements for the UE is FFS.
9.	QoS Flow is the finest granularity for QoS treatment in the NG System.
10.1. In the downlink the (R)AN binds QoS Flows onto access-specific  resources based on the NG3 marking and the corresponding QoS characteristics provided via NG2 signalling. Packet filters are not used for binding of QoS Flows onto access-specific  resources in (R)AN.
10.2. UE binds uplink packets onto access-specific  resources based on information for binding uplink packets onto access-specific  resources provided explicitly by the access network and/or based on QoS rules (explicitly signaled or implicitly derived via reflective QoS).
Editor's note:	It is FFS whether UE is aware of the QoS level / QoS profile associated with a QoS flow.
11. Some User plane markings are scalar values that have standardized QoS characteristics. 
12. Some User plane markings are scalar values that point to dynamic QoS parameters signalled over NG2.
13. Dynamic QoS parameters may include the following:
a. Maximum Flow Bit Rate
b. Guaranteed Flow Bit Rate.
c. Priority level
d. Packet Delay Budget
e. Packet Error rate.
f. Admission control. 
Editor's note:	Whether a certain parameter in bullet 7) applies to both bullets (#11 and #12) or only one of them (either bullet #11 or bullet #12) is FFS.
Editor's note:	Whether Priority Level is used for more than scheduling purpose is FFS.


* * *End of the changes* * * *

3GPP
SA WG2 TD

image3.png
Explicit QoS Rules(C)

(Provide by CPF) | Overlapping QoS Rules(B)

implicit QoS Rules(A)
(Generated by the UE via RQ)

RSN Tl

QoS Rules matched all flow/(D) @
(Provide by CPF)





image4.emf
 

UE  

2   ( O ption 2) .  Application    or Service request  

AN   UP functions   CP functions  

1 .  Establishment of PDU session  

Application   server  

3 .  Determine the QoS control   rule for NextGen  N on - GBR   bear   bearer    

4   ( O ption 2) . Application    or Service response  

5 .Authorized QoS   rule  

7 .  Authorized QoS   rule  

6 . Authorized QoS   rul e  

2   ( O ption 1)   .   Application    or Service request  

4   ( O ption 1) . Application     or Service response  


oleObject1.bin


4 (Option 2). Application 



or Service response







4 (Option 1). Application



 or Service response







2 (Option 1) . Application 



or Service request







1. Establishment of PDU session







2 (Option 2). Application 



or Service request







3. Determine the QoS control



rule for NextGen Non-GBR bear



bearer











6. Authorized QoS rule







7. Authorized QoS rule







5.Authorized QoS rule







Application



server







CP functions







UP functions







AN







UE












image1.png
DL packet filter

-Source IP address X;
-Destination IP address Y;
-Source port number A;
-Destination port number B;
-Protocol type C;

UL packet filter derived via Reflective Qos

-Source IP address Y;
-Destination IP address X;
-Source port number B;
-Destination port number A;
-Protocol type C;

DL packet filter

-Source IP address *;
-Destination IP address Y;
-Source port number A;
-Destination port number *;
-Protocol type C;

UL packet filters derived via Reflective Qo

~source P address v;
“Destination P address X2;
~source port number82;
-Destination port number A;
“Protocoltype C;

~source P address V;
“Destination P address X1;
~source port numberB1;
-Destination port number A;
-Protocoltype C;

~source P address Y;
“Destination P address X4;
~source port number84;
“Destination port number A;
Protocoltype C;

~source P addressY;
-Destination P address X3;
~source port number83;
“Destination port number A;
-Protocoltype G;

Figure 1-a

Figure 1-b




image2.png
L implicit Qos Rules(A)
(Generated by the UE via RQ)

B L Overlapping QoS Rules(B)

Explicit QoS Rules(C)
(Provideby CPF)

2:80->NQI2

BSIESN| [014 R

QoS Rules matched all flow/(D) @
(Provide by CPF)





