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Abstract of the contribution: Consolidate the open questions raised during NextGen discussions during SA2#117.
1
Introduction

This paper lists all the controversial questions raised during SA2#117 that need resolution.
2
List of questions
Questions raised during Overall architecture session – For “show of hands”
· 1) Should we support service based architecture or PtP Reference points within NG Control Plane?
· Reference: S2-166050 for Service based architecture.
· Decision proposal: NG1 is excluded from being a service based interface.
· Decision proposal: Show an architecture with reference points and service based interfaces. Define service based interfaces for network functions (e.g. PCF, AUF) and procedures where it makes sense. 
· 2) Should NG2 (RAN – Core) interface be defined with service based architecture?
· 3) Should NG4 interface be defined with service based architecture? 
· 4) Should we support message bus/MRFF for communication between 2 NFs for every communication?
· Refer: TR 23.799 architecture option 4
· 5) Should we support message bus/IRF for communication between 2 NFs for every communication?
· Refer: TR 23.799 architecture option 1
· 6) Do we need a NF (MIF) (for NAS termination, interfacing to UDM, roaming interface) as proposed in S2-165651? 
· Refer: For MIF, refer S2-165651. 
· 7) Should Rel15 support Information exchange (exposure) between different NF via Information repository in a standardized manner?
· Refer: S2-165645, S2-165772, S2-165775
· 8) Should Rel-15 support Network function with standardized interface to Information repository for UE context? 
· Refer: S2-165772, S2-165775, S2-165801, S2-165902
· 9) In Rel-15, should MMF and SMF functionality be split with a standardized reference point?
· Refer TR 23.799 architecture option 6.
· 10) Should SEAF (security anchor function), SCMF (security context management function) be mapped to a standalone authentication function (AUF)?
· Refer TR 23.799 architecture option 6.
· 11) Should SEAF (security anchor function), SCMF (security context management function) be mapped to a standalone Mobility Management function (MMF)?
· Refer S2-165563.
Questions raised during Overall architecture, SM session – For “show of hands”
· 12) Home routed scenario - Can H-SMF obtain subscription data via MMF, SMF in the serving network?
· 13) Home routed scenario - Can H-SMF obtain subscription data directly from SDM?
· 14) Non-roaming, LBO scenario – Can SMF in the serving network obtain subscription data directly from SDM?
· 15) Non-roaming, LBO scenario – Can SMF in the serving network obtain subscription data via MMF in the serving network?
· Small data questions postponed to next meeting
Questions raised during NS session – For “show of hands”
· 16) Decision proposal - NSISF (Network Slice Instance Selection Function) is assumed to be part of CCNF (Common Control Network Function) in Rel-15, i.e. no open interface will be specified between NSISF and CCNF in Rel-15. 
· Open items:
· Editor's note: whether the Network Slice Instance Selection Function (NSISF) is part of the CCNF is FFS.
· Editor's note: Whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.
· Editor's note: Whether this “SM NSSAI” selects any function inside CCNF is FFS. 
· Editor's Note: Whether the “SM NSSAI” includes some NSI ID is FFS.
· The UE need to be able to associate an application with one out of multiple parallel established PDU sessions.  Editor’s note: it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.
BACKGROND
· “SM NSSAI” is used by the CCNF for SM-NF selection. Which function inside CCNF is FFS. Whether the “SM NSSAI” includes some NSI ID is FFS.
· For a “Service Request” the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration  doesn’t change within the UE’s registration areas. Whether and how there is additional info for routing  the Serv Req to a serving SM-NF is FFS.
Other topics:

CCNF redirection procedure : Via RAN or via Context Transfer between CCNFs
RAN slicing use cases discussion with RAN and information needed in RAN.
Change of slices used by a UE (UE and network initiated): using a TAU?
Questions raised during  Mobility Management – For “show of hands”
· 17) Whether we should define a mobility level implying certain attributes or define mobility pattern with individual parameters that are negotiated?
· 18) Should UE and network support cell list based tracking area update procedure?
Questions raised during Policy Framework – For “show of hands”
· 19) Do we need V-PCF to H-PCF interface for LBO scenarios?
Questions raised during  QoS – For “show of hands”
· 20) Should we support reflective QoS over NG3 (User plane) or NG1 (Signaling)?
· Note: reflective QoS support over AS from RAN to UE is up for RAN2 to decide.
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