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7
Overall evaluation

Editor's note:
This clause will contain the evaluation of the identified solutions for every key issue. 

7.1  Comparison of the solutions, per Key Issue

7.1.1
Key Issue 1 - UE informing the network about the UE’s status
	Solution 
	Main principle 
	Description 
	Comments/Evaluation 

	Solution 1.1 
	UE’s status reported via NAS and SIP Register 
	· UE's DOFF Status in Attach/TAU Request + status storage in MME
· MME/SGSN provide DOFF Status to each PGW
· SIP Register with UE's DOFF Status to S-CSCF 
	· No signalling to HSS
· Allows verification of IMS services by IMS
· Not transparent to MME/SGSN

	Solution 1.2 
	UE’s status reported to 3GPP Core Network 
	· Same but IMS network is not informed 
	· It is based on the principle that no verification needs to be made by the network for IMS services. This cannot be used to stop MT SMS over IP. 
· Not transparent to ME/SGSN 

	Solution 1.3 
	UE’s status reported via single NAS message 
	· UE's DOFF Status in Attach/TAU Request + status storage in MME
· MME informs HSS + storage in HSS
· MME provide DOFF Status to each PGW
· HSS provides DOFF Status to S-CSCF
	· DOFF status HSS-based solution. May result in more HSS signalling
· Allows verification of IMS services by IMS 
· Not transparent to the MME/SGSN

	Solution 1.4 
	UE’s status reported to HSS using USSD and USSI 
	· UE's DOFF Status in MO USSD or USSI + storage in the HSS 
	· DOFF status HSS-based solution. May result in more HSS signalling
· Allows verification of IMS services by IMS 
· Transparent to MME/SGSN 

	Solution 1.x 
	UE’s status reported using PCO for non-SIP services and via SIP register for SIP services 
	· UEs send their DOFF Status in PCO (for non-SIP services) on all new and established PDNs
· SIP Register with UE's DOFF Status to S-CSCF 
	·  No signalling to HSS
· Allows verification of IMS services by IMS 
· Transparent to MME/SGSN 


7.1.2  Key Issue 2 - Making the UE aware of 3GPP PS Data Off Exempt Services
	Solution 
	Main principle 
	Description 
	Comments/Evaluation 

	Solution 2.1 
	using filters for non-SIP services and enumeration/ICSI for SIP services 
	· DM-based configuration: configuration with data covering all PLMNs with roaming agreements
· Non-SIP based services identified by APN and uplink filter. Also based on allowed destination IP addresses for non-SIP services
· SIP based services identified by enumeration or by ICSI 
	· Decentralized database requiring  UE/EPC/IMS O&M coordination 
· Configuration data for all PLMNs need to be downloaded to the UE (with DM, a UE needs to receive configuration for the VPLMN before attachment) 
· If one new VPLMN or changes in configuration in any VPLMN, all UEs should be updated IMMEDIATELY (even if UEs are roaming in another VPLMN) 
· Identification of non-SIP based services at L3/L4 is not sufficient.  Need  to be at application layer 
· Fixed destination IP addresses would not work in all deployments
· Transparent to the VPLMN 

	Solution 2.2 
	Using non-standard filters and services 
	· Same as solution 2.1 except that

· Filters and SIP based services are not standardized and based on UE implementation
	· Same as solution 2.1; plus:
· How can it works in DM server? What happen if the user changes UE (UICC move) and the UEs (old, new) are from different vendors?

	Solution 2.3 
	using a list of Data Off Exempted Services (DOES) 
	· HSS provides a list of Data Off Exempted Services" (DOES) . Could be ICSI for SIP services
· For deployments where VPLMN should not be impacted, use of GSMA DM to provide the List of DOES, valid in all PLMNs. 
	· HSS provides the list of services only for the PLMN the UE is attaching to. It is also provisioned early enough (in the Attach Accept) -> minimize data
· Identification of non-SIP based services is at application layer
· For deployments where VPLMN should not be impacted,  there is a fallback mode  (same list of DOES valid for all VPLMNs). 

	Solution 2.4 
	Using USIM provisioning 
	· Provisioned data for a UE can be provisioned on a USIM via e.g. OTA. 
	· Configuration data for all PLMNs need to be downloaded to the UE (otherwise if a UE is roaming it will receive the configuration for the VPLMN too late)
· If one new VPLMN or changes in configuration in one VPLMN, all UEs should be updated even roaming UEs
· Transparent to the VPLMN 


7.1.3  Key Issue 3 - Support for controlling non-SIP based services

	Solution 
	Main principle 
	Description 
	Comments/Evaluation 

	Solution 3.1 
	PCRF based using CSR/MBR to inform PGW/PCC + filters on IP@ 
	· MME indicates DOFF Status to PGW via CSR/MBR and PCRF via IPCAN Modification
· PGW  indicates whether to reject/release the PDN connection to the MME/SGSN
· PCRF must be provisioned with the necessary IP addresses for non-SIP based services that are Data Off exempt

· FIlters are ONLY IP addresses and configured in the PGW/PCRF 
	· PCRF based solution: PCRF or PGW requires configuration:  How is consistency with UE via DM ensured? 
· Only IP addresses are addressed. 
· Not transparent to MME/SGSN
· How can LBO APNs can be controlled and under the responsibility of the home operator is not clear

	Solution 3.2 
	PCRF based using CSR/MBR to inform PGW/PCC + flexible filters 
	· MME indicates DOFF Status to PGW via CSR/MBR and PCRF via IPCAN Modification
· PCRF or PGW configured with filters for DL

· Covers 2G/3G 
	· PCRF based solution: PCRF or PGW requires configuration:  How is consistency with UE via DM ensured? 
· Not transparent to MME/SGSN
· How can LBO APNs can be controlled and under the responsibility of the home operator? 

	Solution 3.3 
	PCRF based and UE learning 
	· Based on downlink TFT filters provided by PCRF
· No solution if PCRF does not apply
· The UE learns if an APN is forbidden by rejections from PGW
	· PCRF based solution. No solution if PCRF not applied 
· How can a UE know when an APN is allowed again?
· Transparent to MME/SGSN
· How can LBO APNs can be controlled and under the responsibility of the home operator? 

	Solution 3.4 
	HSS based and using CSR/MBR to inform PGW/PCC 
	· Based on PS Data Off status provided by the UE  to the MME/SGSN. 

· HSS provides list of exempted APNs (no S6a/S6d/Gr changes)+ additional filters to MME. MME provides APN/filters to PGW/PCRF and releases PDN connections of non exempted APNs 
	· HSS based solution

· Not transparent to the VPLMN for Home Routed services.

	Solution 3.5 
	Providing the charging system with PS Data off status
	· The PGW (and the SGW in home-routed cases) provide the PS Data Off UE status in the CDRs over Gz and in the reports to OCS over Gy. 
	· All solutions satisfy this charging requirement.

	Solution 3.x (new)
	using HSS knowledge of PS Data Off UE status avoiding VPLMN impacts for early deployments
	· Based on PS Data Off status provided by the UE  to the HSS transparently to the VPLMN. 

· HSS provides list of exempted APNs (no S6a/S6d/Gr changes)+ additional filters to MME. MME provides APN/filters to PGW/PCRF and releases PDN connections of non exempted APNs

· For deployments w/o VPLMN impacts, HSS only provides exempted APNs (existing mechanism) .
	· HSS based solution

· Transparent to the MME/SGSN for Home Routed services. 

	Solution 3.y  (new) 


	using PCO for carrying PS Data Off UE status avoiding VPLMN impacts for early deployments 


	· Based on PS Data Off status provided by the UE to the PGW via transparently to the MME/SGSN (PCO).
· HSS provides list of exempted APNs (no S6a/S6d/Gr changes)+ additional filters to MME. MME provides APN/filters to PGW/PCRF. The PGW requests the MME/SGSN to release PDN connections of non exempted APNs
· For deployments w/o VPLMN impacts,  no control of DL data for LBO (UE controls UL data). 
	· HSS based solution

· Transparent to MME/SGSN for Home Routed services. 


7.1.4  Key Issue 4 - Support for controlling SIP based services

	Solution 
	Main principle 
	Description 
	Comments/Evaluation 

	Solution 4.1 
	CSCF based config, UE status via IMS  and CSCF based control 
	· the UE prevents sending not exempted UE-originating SIP requests and SDP offers/answers 

· the UE sends a (re-)REGISTER request to  actovate/deactivate DOFF

· the IMS domain, and specifically the S-CSCF rejects non-exempted MT SIP requests

· CSCF configured with the list of exempted IMS services 
	· CSCF configured with list of IMS exempted services
· UE's DOFF Status sent via IMS registration
· Transparent to the VPLMN 

	Solution 4.2 
	HSS based config , UE status via IMS  and 3rd party registration to AS based control 
	· the UE prevents sending not exempted UE-originating SIP requests and SDP offers/answers 

· the UE sends a (re-)REGISTER request to  activate/deactivate DOFF

· 3rd party registration to an Application Server (AS)

· HSS is configured with the list of IMS exempted services and passed to the AS 
	· HSS-based solution for the list of services 
· UE's DOFF Status sent via IMS registration
· Transparent to the VPLMN 

	Solution 4.3 
	HSS based config, UE status via IMS   and S-CSCF/TADS based control 
	· the HSS sends the list of IMS exempted services within the "list of Data Off Exempted Services" (DOES). The UE blocks the non exempted SIP/SDP requests

· the S-CSCF is informed by the HSS on the "list of exempted IMS services" (e.g. ICSIs) only for the VPLMN is the UE is currently registered to.

· the IMS domain rejects non-exempted MT SIP requests

· T-ADS is informed and determines if a call can be delivered to CS or WLAN. 
	· HSS-based solution for the list of services
· UE's DOFF Status sent via IMS registration or via HSS
· Transparent to the VPLMN 

	Solution 4.4 
	S-CSCF based config , HSS based UE status and CSCF based control 
	· The S-CSCF is configured with the list of 3GPP PS Data Exempt Services / Or the list of 3GPP PS Data Exempt Services is part of subscription.

· The HSS receives UE's DOFF Status from the MME and provides it to the IMS 
	· CSCF configured with list of IMS exempted services

· HSS-based solution for the UE's DOFF Status

· Conditional transparency to VPLMN 

	Solution 4.5 
	S-CSCF based config , HSS based UE status and T-ADS based control 
	· The S-CSCF is configured with the list of 3GPP PS Data Exempt Services / Or the list of 3GPP PS Data Exempt Services is part of subscription.

· The T-ADS fetches the UE's DOFF Status by querying the MME via the HSS 
	· CSCF configured with list of IMS exempted services

· HSS-based solution for the UE's DOFF Status

· Conditional transparency to VPLMN 

	Solution 4.6 
	HSS based config , HSS based UE status and AS based control 
	· HSS is provisioned with a list of 3GPP Data Off exempt services and contains the 3GPP PS Data Off status 

· AS queries the HSS, which replies to the AS with the decision to route the service to PS domain, to degrade it or to reject it
	· HSS-based solution for the list of services 

· HSS-based solution for the UE's DOFF Status 

· The solutions are for Voice and Video services only

· No impact to S-CSCF

· Transparent to VPLMN 


7.2
Evaluation

Key Issue 1 - UE informing the network about the UE’s status
· Solutions can be categorized as follows
· For non-SIP services, 
· UE notifying the MME/SGSN via Attach/TAU procedures + storage in the MME/SGSN
· UE notifying the HSS directly, then the HSS notifying the MME
· UE notifying the PGW via PCO (new 1.x) for each PDN connection. 
· For SIP services, 
· UE not notifying the network (CN or IMS). Would not block services that carry info in Invite e.g. SMSoIMS service
· UE notifying the IMS network directly via SIP (re)register
· UE notifying the HSS (via MME/SGSN or directly)
· Observation:  UE notifying the HSS will add HSS signaling load.
Key Issue 2 - making the UE aware of 3GPP PS Data Off Exempt Services 

· Three kinds of solutions for the provision of DOFF exempted services in the UE
· Provided by the HSS or by an External Database, or learnt from PGW rejections (issue for last one)
· The list of DOFF exempted services shall be available in the UE as soon as the UE is attached
· If provided by HSS, it is done at Attach. Only current VPLMN data is sent to the UE. 
· If provided by an external database, the list of DOFF exempted services  for all PLMNs shall be provided before the UE attaches to a VPLMN.
· Consequences of a change of exempted services in a PLMN or of the addition of a new PLMN
· If provided by the HSS, only a change on the current PLMN generates signaling to the UE. 
· If provided by an external database, any change of exempted services (or addition of a PLMN) in any PLMN generates the immediate download of all necessary data to all the UEs of the operator. 
· Summary: there are strong drawbacks of using an external database
Key Issue 3 - Support for controlling non-SIP based services

· Solutions can be categorized as follows 
· PCRF-based/PGW-based configuration:  the PGW indicates to the MME/SGSN whether to reject/release a PDN connection. 
· HSS-based configuration: the HSS only provides exempted APNs (no S6a/Sd/Gr changes) and associated filters to the MME/SGSN, which sends APN/Filters to PGW/PCRF and rejects/releases PDN connections with non exempted APNs. 
For deployments w/o VPLMN impacts, the HSS only provides completely exempted LBO APNs (e.g. IMS APN) and Home Routed partially/completely exempted APNs. 
· Solutions that have a fallback mode avoid VPLMN impacts in case of early deployments versus solutions that haven't any.
· Observations: with PCRF-based/PGW-based solutions, how LBO APNs can be controlled and under the responsibility of the home operator is unclear. Moreover, non-SIP services in UE and in network should remain consistent. Requires a proprietary O&M system with synchronized external databases. Key Issue 2 shows issues with External Database for UE provisioning. Device Management is also not supported by a significant number of operators.
Key Issue 4 - Support for controlling SIP based services

· Solutions can be categorized as follows
· List of exempted SIP services configured in the HSS and provided to the IMS network (S-CSCF or AS)
· List of exempted SIP services configured in the S-CSCF
· Observations: Both types of solutions can be used. However, an HSS configuration would allow extensibility for a different list of SIP services for different UEs or UE categories. Some solutions impact the VPLMN and should be ruled out. 
8
Conclusions

Editor's note:
This clause is intended to list conclusions, which are agreed during the course of the study item activities.

It is concluded that:
For Key Issue 1 in rel.14, solution 1.x is adopted with the following specificities for normative specification: 
· When the UE requests a new PDN Connectivity, the UE shall include in the PDN Connectivity Request message the PCO with a specific parameter value indicating whether PS Data Off is activated or deactivated:

· When the user changes its PS Data Off status, the UE shall send a Bearer Resource Modification Request message per PDN connection.

· For the IMS services, the UE shall inform the IMS domain about the 3GPP PS Data Off (de)activation using a 3GPP PS Data Off indication in the initial REGISTER request and subsequent to that via a  re-REGISTER request  that includes an indication to the effect..

For Key Issue 2 in Rel-14, the following solution is adopted for normative specification:
· The UE is pre-configured with the list of PS Data Off exempted non-SIP and SIP services, either using Device Management or UICC provisioning. The list of exempted services is the same for all VPLMNs the home operator has roaming agreements with. The managed object to configure PS Data Off exempted non-SIP and SIP services will be standardized by CT1.
For Key Issue 2 in Rel-15, the solution shall assume a separate list of PS Data Off exempted services per VPLMN. The solution has not been selected, but at least one solution described in clause 6.3 can satisfy this additional requirement. Hence it is agreed to determine the solution to adopt for normative specification during the normative work. 

For Key Issue 3 in Rel-14, the following solution is adopted for normative work: 

· For uplink , the non-SIP services are controlled by the UE, based on the list of PS Data Off exempted services that are pre-configured in the UE per KI#2 solution; 

· The PGW shall inform the charging system about the PS Data Off UE status received from the UE in the PCO for online and offline charging over Gy and Gz;

· For downlink, the non-SIP services using a PGW in the VPLMN are not enforced, however the non-SIP services using a PGW in the HPLMN are enforced using a list of exempted APNs and associated filters that are pre-configured at the PGW or PCRF. For simplicity the PGW/PCRF in the HPLMN are configured with same exempted APNs and associated filters for all VPLMNs. 

For Key Issue 3 in Rel-15, the following additional feature is adopted for normative work to satisfy the Local Break Out roaming case requirement where the list of non-SIP services for a VPLMN is controlled by the HPLMN: 

· For downlink, the list of PS Data Off exempted APNs and associated filters are sent from the HSS to the MME/SGSN during Attach/TAU procedure (or using Insert Subscriber Data when the list is modified by the operator), and then sent from the MME/SGSN to the PGW in the Create Session Request message during the PDN connection establishment for new PDN connections, or in the Modify Bearer Request for established PDN connections.

For Key Issue 4 in Rel-14, any of the solutions 4.1, 4.2 and 4.3 can be selected during normative phase for normative specification.
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