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Update to consolidated architecture option 6
Introduction
This paper presents a number of updates to consolidated architecture option 6 in order to provide better support for convergence and allow a user to have access to multiple access networks.  Authentication mechanisms may be different for different access networks and devices (SIM or SIM-less), but the user’s subscription in the network is based on a single set of identities and credentials as well as a common service profile belonging to a single user.  
The architecture should allow flexible anchor point selection for simultaneous data transmission from a UE over different access networks.  Such capability can be based on network policy, service requirements and service profile of the user.
An additional note is also included in the reference architecture for network slicing in the NG core network for multiple access networks.

* * * Start of Change * * * * 
7.6
Consolidated architecture option 6
7.6.1
General

The NextGen network reference architecture should consider the following aspects:

1)
Support 5G use cases and service requirements

2)
Enable Operational agility (enable extreme automation (faster deployments, upgrades, reduce TCO)

3)
Allow independent evolution of different parts of the network (e.g. access and core).

Key Architecture principles:

-
Abstract the transport domain from 3GPP network functions to allow for independent evolution and to enable operators to use different transport technologies (e.g. Ethernet, MPLS, SDN-based transport, etc.). 3GPP network functions should neither mandate nor rule out support for any of these technologies in the transport domain. 

Allow scalability of UP and CP functions independently

-
Allow for a flexible deployment of UP separate from the CP, i.e. central location or distributed (remote) location (i.e. with no restriction in the location). 

-
Support transmission of different PDU types, e.g. IP, Ethernet

-
Separation of functions including subscription database from functions providing the end user service

-
Separation of Policy function to govern the network behaviour and end user experience

-
Allows for different network configurations in different network slices.

Control Plane:

-
It is important for the UE to trust that certain functionalities are supported in the network thus important to enable multi-vendor interworking between UE and network functions. However, from the UE perspective, it is irrelevant how and where it exists within the network (e.g. which function module or software supports a certain function).

-
It is important to enable multi-vendor interworking between radio and network functions within the core network and between the network functions within the core network. At the same time, it is sufficient if a single interface is exposed towards the radio while abstracting the modular (elementary) functions supported in the core network.

User plane:

-
A generic user-plane function (UP function) is defined, which supports various user-plane operations (incl. forwarding operations to other UP functions/data networks/the control-plane, bitrate enforcement operations, service detection operations, etc.) 

NOTE1:
The detailed list of user-plane operations will be based upon the conclusion of key issue 4.

-
The control plane configures the UP functions to provide the traffic handling functionality needed for a session. One or multiple UP functions per session can be activated and configured by the control-plane as needed for a given user-plane scenario.

-
To support low latency services and access to local data networks, user plane functions can be deployed close to the radio. For central data networks, UPFs can be deployed centrally. 

Flexible anchor point selection for simultaneous data transmission from a UE over different access networks
· The control plane selects the most optimal UP anchor point depending on network policy, service requirements (e.g. latency) and service profile of the user
· Single or multiple UP anchor point may be selected for a UE
Concurrent access to local and centralized services is supported as follows
-
Multiple PDU sessions to both a local UP function (providing access to local data networks) and a central UP function (providing access to central data networks); or

-
A single PDU session, for which the control plane has configured two UP functions: one UP function performing traffic classification and traffic steering towards either the local data network or the central data network, the other UP function providing access to the central data network (as depicted in figure 7.6.2-3).

NOTE 2:
The control plane can also configure multiple UP functions in the single PDU session case for local data network access.

7.6.2
Reference architecture

Figure 7.6.2-1 depicts the non-roaming architecture functional view.
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Figure 7.6.2-1: Non-roaming reference architecture

NOTE 3:
It is possible for a single network slice in the NG core network to support multiple access networks.  Some CP NFs in the non-roaming NG Core reference architecture can be common and become termination point for NG1 reference point and access specific NG2 reference points to enable a NG UE to have access to a network slice via multiple access networks simultaneously.  Further information on network slicing can be found in section 6.1 of this TR.
As an illustration for flexible anchor point selection to select the most optimal UP anchor point over different access networks, Figure 7.6.2-2 shows the non-roaming NG Core architecture to select a common UP anchor point to allow NG UE to have simultaneous data transmission over different access networks.  Optimal UP anchor point selection could be based on operator network policy, service requirements and service profile of the NG UE.
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Figure 7.6.2-2: Applying non-roaming reference architecture for multiple access networks using common NG Core UP function
NOTE4
: It may be possible the UP anchor point selection to select dedicated UP function of each access network.
Figure 7.6.2-3 depicts the non-roaming architecture for UEs concurrently accessing a local and a central data network using multiple PDU Sessions.
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Figure 7.6.2-3: Applying Non-roaming reference architecture for concurrent access to local and central data networks (multiple PDU session option)

Figure 7.6.2-4 depicts the non-roaming architecture in case concurrent access to local and central data networks is provided within a single PDU session:
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Figure 7.6.2-4: Applying Non-roaming reference architecture for concurrent access to local and central data networks (single PDU session option)

Following figure 7.6.2-5 depicts the roaming architecture in case of home routed scenario:
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Figure 7.6.2-5: Roaming reference architecture - Home routed scenario
Following figure 7.6.2-6 depicts the roaming architecture in case of local break out scenario:
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Figure 7.6.2-6: Roaming reference architecture - local breakout scenario
Editor's note: The choice between NG6* and NG6 depends on whether the PDU Session has a single IP address/prefix or multiple IP address/prefixes. It is FFS whether both types need to be supported. Whether the distinction between NG6 and NG6* is needed is also FFS.

Editor's note: The interconnection model for all control plane network functions is FFS. 
Editor's note: Need for NG8 from H-SMF to NG-SDM (i.e. in the home routed scenario) is FFS.
NOTE 3:
Regardless of the number of CCFs, there is only one NAS interface instance between the UE and the CN, terminated at one of the CCFs that implements at least access authentication and mobility management. 

NOTE 4:
Criteria to select multi-vendor open (standardized) interfaces should be determined.
7.6.3
Network functions and reference points

The 5G Reference Architecture consist of the following functions:

-
NG Subscriber Data Management (NG SDM)

-
NG Authentication Server and Credential Repository (NG ASR)
-
NG Policy Control function (NG PCF)

-
NG Core Mobility Management Function (NG MMF)
-
NG Core Session Management Function (NG SMF)

-
NG Authentication Function (NG AUF)

-
NG Core User plane function (NG UPF)

-
NG RAN

-
NG UE

-
Data network, e.g. operator services, Internet access or 3rd party services.

The following is a high level split of functionality between the control plane and the user plane.

The NG Mobility Management function (MMF) includes the following functionality:

-
Termination of RAN CP interface (NG2)

-
Termination of NAS (NG1), NAS ciphering and integrity protection

-
Mobility Management
· Intra as well as inter-access network mobility (e.g. between 3GPP and non-3GPP access)
-
Lawful intercept (for MM events and interface to LI System)

- 
Transparent proxy for routing access authentication and SM messages.
The NG Authentication function (AUF) includes the following functionality:
-
Access Authentication - authentication mechanisms may be different for different access networks and devices (e.g. (e)UICC versus UICC-less authentication) but must be based on a single set of identities and credentials as well as a common service profile belonging to a single subscriber
-
Derivation of keys required by other functions of NGC for serving the UE.-

Editor’s note: AUF functionality and roaming architecture needs to be updated based on outcome of Key issue #12, SA3 work on Security framework for NextGen.
The NG Session Management function (SMF) includes the following functionality:
-
Session Management including flexible anchor point selection to manage simultaneous data transmission from a single UE over different access networks (refer to Figure 7.6.2-2) based on network policy, service requirements and service profile of UE
-
UE IP address allocation & management (incl optional Authorization)

-
Selection and control of UP function including (re)selection of the most efficient user plane path when UEs move between access network technologies (e.g. between 3GPP and non-3GPP access)
-
Termination of interfaces towards Policy control and Charging functions

-
Policy & Charging rules handling, including control part of enforcement and QoS

-
Lawful intercept (for SM events and interface to LI System)

NOTE 5:
Not all of the MMF, SMF, AUF functions are required to be supported in an instance of CCFs of a network slice

The NG Core User plane function includes the following functionality:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable)
· Common anchor point for multiple access networks (e.g. 3GPP and non-3GPP) to enable inter-AN mobility (refer to Figure 7.6.2-2)
Editor’s note: see key issue #6 for session and service continuity requirements including potential IP address preservation across multiple access networks.
-
External PDU session point of interconnect (e.g. IP).

-
Packet routing & forwarding

-
QoS handling for User plane

-
Packet inspection and Policy rule enforcement

-
Lawful intercept (UP collection)

-
Traffic accounting and reporting

NOTE 6:
Not all of the UPF functions are required to be supported in an instance of user plane function of a network slice.
The NG Policy function includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.

Editor's note: The need for an interface between NG Policy Function and SDM is FFS.

The NG ASR supports the following functionality:

-
Authentication Credential Repository and Processing Function - This function stores the long-term security credentials used in authentication.

-
Authentication Server Function (AUS) - This function interacts with the AUF.

Editor’s note: ASR functionality needs to be updated based on outcome of SA3 work on Security framework for NextGen.

The NG SDM supports the following functionality:

-
Subscription repository - a single subscriber profile to enable common set of services, policies and preferences across different access networks (3GPP and non-3GPP access)
The 5G Reference Architecture contain the following reference points:

NG1:
Reference point between the UE and the NG Mobility Management function.

NG2:
Reference point between the RAN and the NG Mobility Management function.

NG3:
Reference point between the RAN and the NG Core User plane function.

NG4:
Reference point between the  NG Core Session Management function and the NG Core User plane function.

NG5:
Reference point between the  NG Core Session Management function and an Application Function.

NG11:
Reference point between Mobility Management function and Session Management function.

NG12:
Reference point between Mobility Management function and Authentication function.
NGt:
Reference point between Authentication function and ASR function.
NG6:
Reference point between the NG Core UP functions and a Data Network (DN).

NG6*:
Reference point between a NG Core UP function and a local Data Network (when concurrent access to both a local and central data network is provided for one PDU session with a single IP address/prefix).

NOTE 7:
Details of NG6* mechanism are beyond the scope of 3GPP.

NG7:
Reference point between the NG Session Management function and the NG Policy Control function.

NG8:
Reference point between the NG Mobility Management function, Authentication function and the Subscriber Data Management.
NG9:
Reference point between two NG Core User plane functions.
NG7r:
Reference point between the V-PCF and the H-PCF.

NG-RC:
Reference point between the V-SMF and the H-SMF.
7.6.4
Applicable solutions

Editor's note: List the solutions from chapter 6 that are applicable to the architecture.

7.6.5
Evaluation

Editor's note: Evaluation for consolidated architecture option 6.
* * * End of Change * * * * 
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