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Abstract of the contribution: the paper introduces a compromise proposal between various slicing solutions that enables a more granular selection of both CN and RAN resources for network slicing.
1. Introduction
Several solutions have been proposed for key issue #1 on network slicing. Several solutions have aspects in common, whereas other solutions differ significantly.
This paper proposes a way forward suggesting conclusions on aspects that are common to a majority of solutions, and justifying the selection of specific mechanisms considering the following aspects:
· Allow scalability of UP and CP functions independently
· Minimizing impacts in RAN in terms of required functionality and signaling overhead
-	Ability to support the UE to simultaneous connect to multiple network slices corresponding to multiple Network Slice Templates (NST), and for each NST to support multiple Network Slice Instances (NSIs)
-	Ability for the network to support NSIs dedicated to third party content and service providers as a service provided by the operator NG core network 
-	Ability to support roaming scenario, including how the UE is configured in terms of providing network slice selection assistance information, how the VPLMN is configured to process and interpret the assistance information provided by a roaming UE, what subscription information related to network slicing are required for a roaming UE, and how to support network slicing when services for a roaming UE are supported in local breakout and the services are provided by the VPLMN
-	Ability to provide a minimum compatibility of network slicing in NG core with Dedicated Core Network (DÉCOR/eDECOR) over EPC, in order to provide a more consistent service experience within an operator network. 
The proposed way forward is not a new solution, but a merge of existing solutions in order to capture the overall functionality described by such solutions.

2. Assumptions and Proposed Conclusions
2.1 Basic Concepts
-	A UE can connect to one or more slice types simultaneously (i.e. multiple NSTs) and to one or more NSIs for each NST
-	A UE may access multiple slices simultaneously via a single RAN, supported by a common set of control plane functions including at least Mobility Management, NSI selection function, and UE authentication, and referred to as a Common Control Network Function (CCNF) in the NextGen Core. CCNF is not part of any particular NSI.
-	Whether RAN is sliced is up to RAN WGs, but it is assumed that RAN needs to be informed of the specific resources required to support one or more slices for the UE.
Editor’s Note: how the RAN is configured with the information about the specific resources required to support one or more slices for the UE is out of scope of this proposal.
· A UE may provide network slice selection assistance information (NSSAI) to the network to be used by the network as input to the slice selection process. 
2.2 Network Assistance Information
The following concepts extracted from multiple solutions are proposed as way forward.
-	The following terminology for the NSSAI is introduced
-	Network Slice Template (NST) ID identifies a Network Slice Template (NST) i.e. a slice type corresponding to a set of expected CN behaviors. It is used in the RAN to select the right CCNF, in a similar way that DCN-IN is used to select MME in EPC.
-	RAN Resources ID (RRID) identifies the specific characteristics of the RAN part of a slice. This constitutes the RAN-specific part of the service level agreement corresponding to the support of specific NSIs corresponding to an NST.
-	Network Slice Instance (NSI) ID identifies a specific NSI that the mobile operator operates for a party that has an agreement with the operator for a Service Level Agreement. NSI ID is used by the UE to indicate to the network which NSIs should be instantiated when the UE requires the NSI services and connectivity. NSI ID also identifies the CN part of a specific SLA.
-	A specific end-to-end SLA for a service, service type, or 3rd party that is provided an NSI by the mobile operator is identified by the sum of RRID and NSI ID:
-	RAN Resources ID (RRID) is used only by RAN to identify the resources requested to support the required slices and, together with the NST ID and the NSI ID, to select  
-	NSI ID (used by CCNF)
-	RAN-NSSAI: it is composed by a list of <NST ID, NSI ID, RRID > vectors
-	CN-NSSAI: it is composed by a list of <NST ID, NSI ID, RRID> vectors
-	with respect to solutions that consider the Tenant ID, the Tenant ID can be considered the concatenation of the NSI ID and the RRI ID. However the following differences apply to the split of Tenant ID in RRID and NSI ID:
-	One RRID may be specific to an NST ID, or may apply to multiple NST IDs. This enable a specific SLA to apply to multiple slice types identified by the NST ID
-	Multiple NSI IDs may map to the same RRID, in order to enable multiple NSI IDs to correspond to the same SLA
-	An NSI ID may be specific to an NST ID or be available in multiple NST IDs, since the services provided by a third party may be available over different NSTs, or the same “service provider” may provide services (even if different) over different NSTs.
-	The following figure provides an example of the relationship between the identifiers and concepts above.
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Figure 1. Identifiers and relationships
-	There may be standardized RRID values, and PLMN specific RRID values. PLMN-specific RRID values are used only in the corresponding PLMN
-	There may be standardized NSI ID values, and PLMN-specific NSI ID values (e.g. for services deployed by an H-PLMN and not provided in other PLMNs). 
-	PLMN-specific NSI ID values are used by the UE in other PLMN only when an NSI corresponding to the NSI ID needs to be established, but not during the slice selection. 
-	This is because the selected CCNF may not be able to understand the HPLMN NSI ID to appropriately select an optimal CCNF. 
-	If a standardised NSI is used, the VPLMN uses the standardised NSI or allocates a PLMN specific one, which is then used by the UE at subsequent connections. 
-	For HPLMN-specific NSI ID, the VPLMN CCNF requires only the ability to “resolve” the NSI ID and select a serving SMF without requiring the VPLMN CCNF to understand the details of the SLA corresponding to the HPLMN-specific NSI ID.
- 	The UE may be configured e.g. using OMA DM or in UICC with combinations of RAN-NSSAIs that contain standard <NST ID, RRID> values, and CN-NSSAIs that contain standard <NST ID, NSI ID>. 
-	After initial attach to a serving PLMN the UE may be provisioned in NAS response messages with PLMN specific combinations RAN-NSSAIs that contain PLMN specific <NST ID, RRID> values and that contain PLMN specific <NST ID, NSI ID>. 
-	The RRID information contained in RAN-NSSAI allows the RAN to focus on the SLA aspects of relevance to the RAN. The CN-NSSAI information allows the CN (CCNF) to focus on the SLA and service aspects of relevant to the CN.
-	The Data Network Name (DNN), i.e. the APN of EPC, used by the UE to identify to which Data Network a PDU Session should connect, is independent of NSI ID, RRID and NST ID, even though as in DÉCOR the NSI ID may be used in the DNS resolution of the DNN (in a similar way the mapped UE Usage Type is used in DÉCOR).
-	The same DNN may be supported by multiple NST IDs and multiple NSI IDs. 
-	Some “dedicated” DNN may be supported only by specific to a NST ID, or specific to a NSI ID independently of the NST ID, or specific to a <NST ID, NSI ID> pair. 
The following figure provides an example of the relationship between the identifiers and concepts above.
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Figure 1. Identifiers and relationships
The UE is provided with the following configuration information, with the following concepts:
-	Pairs of RAN-NSSAI and CN-NSSAI that can only be used together. For example:
-	CN-NSSAI3  RAN-NSSAI1
- 	CN-NSSAI4  RAN-NSSAI1
-	CN-NSSAI5 RAN-NSSAI2
-	CN-NSSAI6 RAN-NSSAI1
-	Prioritized list of NSI IDs, to indicate which NSI IDs have priority over others when connectivity is possible to only some NSI IDs. The UE can provide this priority to the network e.g. but providing an ordered list of NSSAI information.
-	If an NSI ID with higher priority than others is provided to the network by the UE in the NSSAI, and such NSI ID requires the selection of a dedicated CCNF that may not support other NSI ID values or other NSTs, the network selects the dedicated CCNF for such NSI ID and informs the UE what other NSI IDs and NST IDs that cannot be supported among those provided by the UE to the network.
2.3 Comparison with other solutions for explanation
In order to describe these terms, the following comparisons apply:
-	The combination of RRID and NSI ID corresponds to the concept Tenant ID presented in other solutions.
-	As indicated above, RRID and NSI ID could be coded together in a single parameter
-	However, splitting the concept of Tenant ID in RRID and NSI ID enables defining specifically a RAN slice (identified by an RRI ID) that may be common to multiple NSI IDs. Also, it enables to define with more detail the granularity of the SLA.
-	The NST ID corresponds logically to the DCN ID of eDECOR, of other solutions in the TR, since it identifies the set of network functionality to implement the functions for a slice type, and a set of expected network behaviors.
-	However, in this solution a UE can access multiple slices simultaneously, and therefore multiple NST IDs are used at the same time by the UE. The selection of the core network functions used to serve the UE is based on the one or multiple NST IDs provided by the UE
-	NST IDs may be standardized or PLMN-specific, as in eDECOR. PLMN-specific values are used only in the corresponding PLMN.
-	upon initial attach to the network (or in other procedures), the CN may return to the UE PLMN-specific NST IDs that the UE shall use in the PLMN
-	if desired by the deployment the NSI-ID and RRID can be set to a reserved value (e.g. zero) and this solution can fallback to DÉCOR by using only the NST-ID. Similarly for inter-system (NGC->EPC) the NST ID alone can be used as DCN-ID in EPC

-	In some solutions, the identification of a slice for network slice selection and NSI establishment is based on the use of an eDECOR DCN ID plus the DNN (i.e. APN) of the required connectivity.
-	Satisfying full slice separation, including at the RAN level, in such scenario requires the UE to provide the DCN ID plus the APN also to RAN, and the RAN must be capable of understanding the APN and identify a RAN slice based on the APN
-	These solutions also do not allow mapping multiple CN slices to the same RAN slice. 
2.4 Procedures
Building on the interim agreements captured in section 8.1 of TR 23.799, the following points apply to the proposed way forward:
Slices support:
-	Support of multiple NSIs corresponding to an NST is provided by a common core network function (CCNF) that provides at least the following functionality:
-	UE authentication
-	Mobility management
-	Reselection of a more optimal CCNF
-	Inter-CCNF context transfer to support UE mobility
-	Selection of the CN functions (e.g. SMF) to connect a new NSI corresponding to an NSI ID for the UE
CCNF Selection:
-	The UE provides RAN-NSSAI information to the RAN upon attach for initial selection of a network slice
-	This is based on a concept similar to eDECOR, where the UE provides a DCN ID upon attach
-	However, in the proposed way forward the UE is configured with one or more NST IDs values (each identifying a specific NST), and the UE provides one or more Slice Type values in order to indicate to the network the different slices towards which the UE needs connectivity
-	The RAN selects the CCNF based on the RAN-NSSAI provided by the UE in the access stratum signalling, and based on local configuration information
-	If the UE provides multiple NST ID values, the RAN uses local configuration information and local logic to select the serving CCNF
-	If the RAN cannot determine a match between the RAN-NSSAI provided by the UE (e.g. multiple NST ID values) and a dedicated CCNF, the RAN applies default routing to a default CCNF
-	The RAN does not perform any UE subscription verification in order to perform network slice selection and select a CCNF
CCNF processing of NAS MM Signalling
-	The UE provides CN-NNSAI information to the CCNF selected by the RAN in NAS MM signalling during attach for initial selection of a network slice
-	The selected CCNF authenticates the UE at Attach and retrieves the UE subscription profile. Based on the subscription information, it verifies whether the NST ID, NSI ID, and RRID values the UE provided are authorized for the UE, both in general and in case of roaming for the specific VPLMN. If not authorized, upon successful Attach the CCNF needs to indicate to the UE the authorized NST, NSI ID, and RRID values. In addition, the CCNF may need to indicate to the RAN the actual RRIDs the UE is authorized for so that the RAN can allocated only the resources for the authorized SLAs.
-	The selected CCNF uses the CN-NSSAI information in NAS signalling to verify whether it can serve the UE (and be the Serving CCNF) or a more optimal CCNF should be selected, and may redirect the UE to another Serving CCNF 
-	As an example the UE may provide CN-NSSAI = (<NST ID1, NSI ID1>, <NST ID 1, NSI ID2>, <NST ID2, NSI ID 3>, …)
-	Upon successful UE authentication at attach, the Serving CCNF may return to the UE a list of PLMN-specific NST ID and RRID values that the UE shall use in future network slice connectivity in the PLMN
-	In future signalling, the UE provides the PLMN-specific NST ID and RRID values 
-	The Serving CCNF may return to the UE a single PLMN-specific NST ID that identifies multiple NSTs
-	A new list of PLMN-specific NST ID values may be returned to the UE upon other mobility management procedures (e.g. TAU)
-	Upon successful UE authentication, the Serving CCNF allocates to the UE a Temp ID (e.g. NGUTI)
-	After initial attach, the NAS signalling from the UE is routed by the RAN based on Temp ID provided by the UE in access stratum signalling using appropriate identifiers contained in Temp ID that identify the selected CCNF address (in similar way to GUMMEI in EPC)
-	Even if the UE provides the Temp ID in access stratum signalling, the UE however still provides also the RAN-NSSAI, e.g. to enable scenarios where the current RAN does not have connectivity with the previous Serving CCNF that allocated the Temp ID, and therefore the RAN has to select a new serving CCNF
-	If the network returned to the UE an updated (e.g. PLMN-specific) list of NST ID values, the UE provides in future RAN-NSSAI the NST ID values returned by the network 
Addition of slices with different NST:
-	The UE requests connectivity to an additional network slice based on a different NST via mobility management procedures, e.g. TAU or Service Request, in order to enable the serving CCNF to determine whether a CCNF relocation is required. The UE includes the NST ID value(s) of the slice(s) that the UE wants to add.
-	If the Serving CCNF cannot support the additional slices, a new Serving CCNF is selected and the UE context is moved to the new Serving CCNF
Addition of NSIs:
-	The UE requests connectivity to an NSI corresponding to an NSI ID via Session Management signalling
-	The UE sends a NAS SM PDU Session Request message containing the NSI ID of the NSI to be added, and the Data Network Name (DNN) for the PDU session connectivity, and provides to the CCNF the NST ID and the NSI ID of the NSI to be added
-	The CCNF, upon receiving the NAS SM PDU Session Request message and the NSI ID, selects an SMF function based on the NSI ID
-	The NST ID is necessary since the CCNF may be supporting multiple NST, thus the correct NST corresponding to the desired NSI needs to be selected
-	The DNN resolution, if provided by the UE in NAS SM signalling, is performed by the NAS SM function (SMF) selected by the CCNF in the NSI
NOTE: As described above, it is FFS whether the Tenant ID identifying the NSI is a parameter separate from the DNN or if it can be encoded together with the DNN requested by the UE.
-	Upon NSI and PDU Session establishment, the SMF assigns to the UE an NSI Temp ID
Addition of PDU sessions to an NSI:
-	The UE requests the establishment of additional PDU Sessions in an existing NSI by sending a NAS SM PDU Session Request message containing the NSI ID of the NSI and the Data Network Name (DNN) for the PDU session connectivity, and provides to the CCNF the NSI Temp ID
-	The CCNF uses the NSI Temp ID to forward the NAS SM PDU Session Request message to the correct SMF and does not select a new SMF 
Subscription Information:
-	The mobile operator defines in the UE subscription profile information on both the RAN-NSSAI and the CN-NSSAI. Specifically, it stores the NST ID, NSI ID, and RRID values the UE is authorized to use. 
Roaming scenarios
-	When roaming to a VPLMN, only standardized values of NST ID, RRID and NSI ID are used by the UE
Network Slicing in NGC and backward compatibility with EPC:
-	The values of NST ID are compatible with eDECOR mechanism. If the UE connects to an EPC network, the UE provides a single Slice Type (i.e. DCN ID) value. 
-	It is FFS how, when configured with multiple NST ID values and the ability to support multiple slices simultaneously, the UE selects the DCN ID corresponding to an NST ID value to be provided when connecting to the EPC.
-	It is FFS whether, when the UE connects to the EPC and receives PLMN-specific DCN IDs, the UE shall use such values for NST ID in RAN-NSSAI and CN-NSSAI when the UE later connects to the same PLMN NextGen Core Network.

4. Proposal
It is proposed to agree on the following AMBITIOUS interim agreements.
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[bookmark: _Toc463017323]8.1	Interim Agreements on Key Issue #1: Network slicing 
The following bullets are the current status of agreements on the network slicing:
1.	The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine, but it is assumed that RAN needs to be informed of the specific resources required to support one or more slices for the UE.
Editor’s Note: how the RAN is informed of the specific resources required to support one or more slices for the UE is FFS.
a)	AN can be common to multiple network slices.
2.	A UE can connect to one or more slice types simultaneously (i.e. multiple NSTs) and to one or more NSIs for each NST.
3.	A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to an NSI Selection Function in the CN the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE. 
a. The NSSAI is configured in the UE by the HPLMN
b. The NSSAI is split in CN-NSSAI (provided by the UE in NAS signalling to the NSI Selection Function in the CN) and RAN-NSSAI (provided to the UE in RRC signalling to the RAN)
3.	If a network deploys network slicing, then the NSI Selection Function it may use the UE UE-provided network slice selection assistance information CN-NSSAI to select an network sliceNSI.
4.	A UE may access multiple slices simultaneously via a single RAN. In such case, those slices may share some control plane functions, e.g. MMincluding at least mobility management, NSI selection function, and UE authentication. These functions are part of a Common Control Network Function (CCNF) in the NextGen core, and that is not part of any NSI.
a.	NG1 and NG2 are terminated in the CCNF. Actual processing of MM and SM signaling takes place in CN functions as defined in the solutions for session management and for the relationship between session management and mobility management.
b.	The CCNF selection by RAN during the UE attach is based on the information provided by the UE in the RRC layer (RAN-NSSAI). If no RAN-NSSAI is provided by the UE, or if the RAN is not configured to select a CCNF based on the specific RAN-NSSAI, the RAN selects a default CCNF. This may result in the selected CCNF to reselect to another CCNF based on the CN-NSSAI.
5. 	If UE obtained an UE temporary ID at initial attachment, the UE shall provide it to RAN during the  RRC connection establishment procedures after the UE has attached, so that the NAS signalling messages transmitted over the RRC connection are routed to the Core network function CCNF instance identified by this temporary ID.
a.	The UE provides also the RAN-NSSAI in addition to the Temp ID, e.g. in case the UE has moved and the new RAN cannot reach the previous CCNF and therefore CCNF selection needs to be performed.
6.	UE provides the CN-NSSAI info to the NextGen CoreCCNF over NG1. 
7. 	The CN part of network slice instance(s) serving a UE is selected by CN in the CCNF, not by the RAN.
8.	The NSSAI contains one or more sets of: 
a.	an NST ID to identify a slice type
b.	resource selection information composed of:
1.	a RAN Resources ID (RRID): identifies the RAN part of a specific service level agreement corresponding to the support of specific NSIs for an NST and corresponding to a specific Tenant. RRID is used only by the RAN
2.	a Network Slice Instance ID (NSI ID): identifies a specific NSI that the mobile operator operates for a party that has an agreement with the operator for a Service Level Agreement. NSI ID is used by the UE to indicate to the network which NSIs should be instantiated when the UE requires the NSI services and connectivity. NSI ID also identifies the CN part of a specific SLA. NSI ID is used by both RAN and CN
9.	When the network selects a NSI, this may result in the CCNF selecting another CCNF to support the UE NSIs, e.g. if the current CCNF is not capable of supporting the new NSI. 
10.	A CCNF may be reselected also due to UE mobility, or by the RAN when the Temp ID provided by the UE
10.	After initial NSI selection, it is possible to reselect the NSI based e.g. on operator policies, UE mobility, etc.
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