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	Reason for change:
	Since traffic detection and traffic steering is performed in the UP function, it is more efficient to preconfigure the application detection filter (identified by application identifier) and the traffic steering policy information (identified by traffic steering policy identifier) in the UP function to reduce the size of Sx interface. Moreover, it is clarified that the PFD(s), as the extention of application detection filter, is cached in the UP function for the support of SCDI. In addition, it is not necessary to keep a copy of the application detection filters and the traffic steering policy information in the CP function.
Hence, the current description should be simplified based on the above assumption. 

	
	

	Summary of change:
	The case of traffic detection filters (i.e. service data flow filter(s) or application detection filter) and the traffic steering policy information preconfigured in the CP function is removed, and the descriptions for the following features are simplified:
· Activation/Deactivation of predefined PCC/ADC rules
· Enforcement of dynamic PCC/ADC rules

	
	

	Consequences if not approved:
	Sx size is too large to transfer the application detection filters and the traffic steering policy information; more storage is required in CP function to store the traffic detection filters (i.e. service data flow filter(s) or application detection filter) and the traffic steering policy information.
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FIRST CHANGE
5.11
PCC/ADC related functions

5.11.1
Activation/Deactivation of predefined PCC/ADC rules

The application detection filter and traffic steering policy information should be configured in the UP function. When a predefined PCC/ADC rule is activated/deactivated by the PCRF, PGW-C/TDF-C shall decide what information to be provided to the user plane to enforce the rule.

-
If the application identifier and traffic steering policy identifier (s), are configured in the CP function, CP function shall provide to the UP function with application identifier and traffic steering policy identifier(s).

-
Otherwise, CP function shall provide to the UP function with the rule identifier to activate/deactivate the corresponding user plane policies.

5.11.2
Enforcement of dynamic PCC/ADC rules

The application detection filter and traffic steering policy information should be configured in the UP function. When receiving a dynamic PCC/ADC rule from the PCRF which contains an application identifier and the traffic steering policy identifier(s), the PGW-C/TDF-C shall provide the application identifier and the traffic steering policy identifier(s) to the UP function, as well as other policies received from the dynamic PCC/ADC rule that are used for traffic handling in the user plane..
5.11.3
Redirection

The uplink application's traffic redirection may be enforced either in the PGW-C/TDF-C (as specified in 5.4.2 Control of user plane forwarding) or directly in the UP function. The redirect destination may be provided in the dynamic PCC/ADC rule or be preconfigured, either in the CP function or in the UP function.

When receiving redirect information (redirection enabled/disabled and redirect destination) within a dynamic PCC/ADC rule or being activated/deactivated by the PCRF for the predefined redirection policies, PGW-C/TDF-C shall decide whether to provide and what information to be provided to the UP function based on where the redirection is enforced and where the redirect destination is acquired/preconfigured. When redirection is enforced in the UP function and the redirect destination is acquired from the dynamic PCC/ACD rule or is configured in the CP function, CP function shall provide the redirect destination to the UP function. When redirection is enforced in the CP function, CP function shall instruct the UP function to forward applicable user plane traffic to the CP function.
END OF CHANGES
