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Introduction

This document proposes to evaluate solution 1.3: Support of multiple connections to multiple Network Slices, with the following aspects.
1. Adoption of group B architecture
2. Slice selection mechanism
3. Implication of multiple common CP entity
Proposal
It is proposed to add the following changes to TR 23.799.

* * * * Start of 1st Change * * * *
6.1.3
Solution 1.3: Support of multiple connections to multiple Network Slices

This solution is to solve the key issue#1 on support of network slicing.

6.1.3.1
Architecture description

To enable a UE to simultaneously obtain services from multiple Network Slices of one network operator, the Core Network Instances can be set up as depicted in Figure 6.1.3.1-1. That is:

-
A single set of C-Plane Functions that are in common among Core Network Instances is shared across multiple Core Network Instances;

-
U-plane Functions and other C-Plane Functions that are not in common reside in their respective Core Network Instances, and are not shared with other Core Network Instances.
Common C-Plane Functions to multiple Core Network Instances can be:
-
Authentication function (AU): AU is responsible for authenticating and authorizing the UE to attach to the operator's network. It also provides security and integrity protection of NAS signaling.
-
Mobility Management function (MM): MM is responsible for UE registration in the operator's network (e.g., storing of UE context) and UE mobility support (e.g., providing mobility function when UE is moving across base stations within the operator's network).
Dedicated C-Plane Functions for each Core Network Instances can be:

-
Session Management function (SM): SM is responsible for PDU session establishment, PDU session modification and PDU session termination.

Editor's note:
Whether there are more C-Plane functions to consider as a common C-Plane function for multiple Core Network Instances or a dedicated C-Plane function for each Core Network Instance is FFS.
As a deployment option all the C-Plane Functions can be deployed as part of a common C-Plane Function as described in figure 6.1.3.1-2.
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Figure 6.1.3.1-1 Sharing a set of common C-plane functions among multiples Core Network Instances
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Figure 6.1.3.1-2 Sharing all the C-plane functions in a Common CP Function for all the Core Network Instances

The direct CP interface between RAN and CP-functions of CN instance is not needed, since the encrypted NAS signalling message has to be decrypted by a common C-Plane function, which has exchanged the encrypted key with the UE, for example, the AU function.

NOTE 1:
In case of UE accessing a single Core Network Instance, RAN can have a direct CP interface to the specific CP function located within the Core Network Instance. In such case, those CP functions depicted as a part of common CP function are considered to be CP functions resided within the Core Network Instance, and hence, there is no common CP function.

The principles of the solution depicted in Figure 6.1.3-1 are described as following:

-
A Core Network Instance consists of a single set of C-Plane Functions and a single set of U-Plane Functions.

-
A Core Network Instance is dedicated to the UEs that are belonging to the same UE type. Identifying the UE type is done by using a specific parameter, e.g. the UE Usage Type, and/or an information from the UE's subscription.

-
A set of C-Plane functions is responsible, for example, for supporting UE mobility if demanded or for admitting the UE into the network by performing authentication and subscription verification.

-
All C-Plane Functions that are common to multiple Core Network Instances, are not necessary to be created multiple times.

-
Other C-Plane Functions that are not in common with other Core Network Instances are only used by its own Core Network Instance.

-
A set of U-Plane Functions in a Core Network Instance is responsible for providing a specific service to the UE and for transporting the U-Plane data of the specific service. For example, one set of U-Plane functions in Core Network Instance#1 provides an enhanced mobile broadband service to the UE, whereas another set of U-Plane functions in Core Network Instance#2 provides a critical communication service to the UE.

-
Each UE can have multiple U-Plane connections to different sets of U-Plane Function that are available at different Core Network Instances simultaneously.

-
The Network Slice Selection Function (NSSF) is responsible for selecting which Core Network Instance to accommodate the service/session request by the UE by taking into account the UE's subscription and the specific parameter, e.g. the UE Type, the Service Type or Domain Network Name (DNN) that can be mapped to represent the Service Type that the CNI supports.
-
The RAN communicates with the common CP function or the common CP function specific for CNI via a single CP interface regardless of which CP function within the common CP that the RAN is communicating with. Hence, a common CP is considered as a black box.
-
The Common C-Plane Selection Function (CCPSF) is considered to be a part of common CP function, i.e. the CCPSF is assumed to be located in the common CP function. The CCPSF is responsible for determining which common C-Plane Function that the Base Station should communicate with. Determination of common C-Plane Function is done by checking with the UE's subscription profile. If the common C-Plane Function needs to be changed, CCPSF in the serving common C-Plane Function is responsible for reselecting target common C-Plane Function.

NOTE 2:
The CCPSF is not a function to route the NAS signaling message to the right Common C-Plane Function. In this solution, it is assumed that the RAN has a function to route the NAS signalling message to a proper Common C-Plane Function by taking the information that is sent by the CCPSF in case of the first initial connection request or by the UE in case of any subsequent NAS messages.

-
Both default common CP function and common CP function specific for CNI have the MM, AU, CCPSF and NSSF as depicted in the Figure 6.1.3.1-1. However, there can be different variants of MM and AU function. For instance, MM for MBB service might be different than the MM for MTC service. In case, the UE want to connect both the services, only one common CP function selected as explained in Figure 6.1.3-2.
-
When the UE establishes PDU session, the PDU session is identified as follows:


Option 1: Each Core Network Instance has instance identity which uniquely identifies Core Network Instance. This identity is transferred to UE and the UE includes Core Network Instance Identity in each session management message. The PDU session is identified by combining Core Network Instance Identity and PDU session identity assigned by SM function.

Editor's note:
It is FFS which C-Plane function allocates Network Slice Instance Identity.

Option 2: C-Plane Functions that are common to multiple Core Network Instances allocates PDU Session Identity when a UE requests new PDU session. The PDU session identity is transferred to the SM function.

Editor's note:
It is FFS which C-Plane function allocates PDU Session Identity.

Option 3: Operator configures different PDU session identity pool in each Core Network Instance.


Option 4: The UE assigns PDU session identity and it is sent to the network during the PDU session establishment procedure.

Editor's note:
Only one option will be selected after evaluating above options.
In this solution, the "UE Usage Type", "DCN-ID", "Service Type" and "DNN" are used for the purposes as described below:

-
"UE Usage Type" is used for identifying the type of UE, e.g., Car UE Usage Type, Smartphone UE Usage Type. This is a parameter only available in the CN and the UE is not aware of it. Similar to Décor and eDecor, different PLMNs expect to apply the same set of values for standardized UE Usage Type. 

-
"DCN-ID" is used for identifying a Dedicated CN (DCN) that is specific for each UE Usage Type. In addition, an operator may consider to use the DCN-ID to identify a DCN that is specific for the enterprise of the same UE Usage Type or even for the different variants of dedicated CN. An example for the latter case could be to have different variants of dedicated CN for CIoT UEs, i.e. supporting different CIoT optimization features as specified in TS 23.401 [2]. In other words, DCN-ID is used to determine which common CP function that is specific for this UE Usage Type and (optionally) for a specific enterprise of this UE Usage Type. For instance, one could think of having a different DCN for different car enterprises, although UE from these enterprises belong to the same type of UE. This is the parameter that may be preconfigured at the UE or provided/updated by the CN during the initial Attach procedure. Similar to Décor and eDecor, this DCN-ID can be standardized value or PLMN specific. When the UE roams to a visited PLMN, the UE may provide this DCN-ID to the CN. If the Temporary UE identity for this visited PLMN is not provided by the UE, the RAN may use this DCN-ID to route the Attach request to the common CP function according to its RAN pre-configuration. In case this DCN-ID is not up-to-date for the visited PLMN, redirection to another dedicate common CP function that corresponds to the latest UE’s subscription is hence needed.
-
"Service Type" is used for identifying what type of service that the Core Network Instance (CNI) is supposed to support, e.g., the car UE may want to access multiple CNIs simultaneously that supports eMBB service and V2X service. There can be both standardized Service Type applicable to all PLMNs or PLMN specific Service Type. This Service Type will be stored at the UE and can be updated according to the operator’s policy from the PLMN that the UE is roaming to.
-
"Domain Network Name (DNN)" is used for identifying the Packet Data Network (PDN) that a UE wants to communicate with for a certain service type, e.g., DNN#1 for Internet service that requires Mobile Broadband service.

-
Temporary UE identity is a temporary identifier provided by the CN to the UE. This is similar to GUTI in EPS case. This temporary UE identity consists of two parts: 1) identifier of Common CP function, 2) UE specific identifier. The RAN routes the UE’s NAS signalling message to the address of Common CP function as specified in the temporary UE identity.
Taking the above explanation into account, selecting a proper CNI for the service type that is requested by the UE can be done by using the DNN parameter. 
6.1.3.2
Function description
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Figure 6.1.3-2 Signalling flow for supporting connections with multiple Core Network Instances

1.
When a UE first connects to the operator's network or registers to the PLMN for the first time and there is no sufficient information for the RAN to route this network connection request to an appropriate Common C-Plane Function, the UE sends a network connection request to the RAN, which is then further forwarded to the default Common C-Plane Function. The flow continues in step 2. 

If the UE provides the DCN-ID along with this network connection request, but does not provide a Temporary UE identity, the RAN uses this DCN-ID to determine an appropriate Common CP that supports this DCN-ID, and the flow continues in step 4. In addition, the UE may provide other information, e.g., Service Type and/or DNN along with this network connection request.
If the UE provides the Temporary UE identity, the RAN uses the Temporary UE identity to determine a Common CP function specific for CNI-1 and CNI-2 and, the flow continues in step 4. In addition, the UE may provide other information, e.g., DCN-ID, Service Type and/or DNN along with this network connection request.
NOTE 1:
When the UE sends a request to connect to an operator's network, a UE may request to establish a session for a particular service by sending the DNN along with this network connection request. If this is the case, after the authentication and authorization in step 6 has been performed, the C-CPF specific for CNI-1 and CNI-2 will establish the session for the request service like similar to step 9, 10 and 11.

2.
The CCPSF located in the default C-CPF determines which Common C-Plane function to be connected to by taking into account information in the network connection request from a UE in step#1. In addition, other information from the subscription database may be also considered. For example, the UE's subscription may indicate that for this UE, the operator should set up a session with the particular CNI. In this signalling flow example depicted in Figure 6.1.3-2, this is the Core Network Instance#1.

In case the default C-CPF determines that it will serve this UE's network connection request, it either continues with the authentication and admitting the UE to attach/connect to operator's network or reject this UE's network connection request and hence this procedure ends in this step. It is to note that this specific case is not depicted in Figure 6.1.3-2 for simplicity of the signalling flow.
Editor's note:
It is FFS, if authentication of UE to access operator's network should occur before the NSSF/CPSF selects Core Network Instance.

3.
The default C-CPF sends a response to the RAN node with the Common C-Plane function specific for CNI-1 and CNI-2, for which the UE to attach. Same content of UE's network connection request in step#1 and may also include e.g. DCN-ID from step#2 is also sent back to the RAN.

Editor's note:
whether a default CCPF will communicate directly with the C-CPF specific for CNI-1 and CNI-2 is FFS, i.e. without redirecting the "network connection request" to the C-CPF specific for CNI-1 and CNI-2.
4.
If the UE provides a Temporary UE identity, this means that the UE has been once registered at the PLMN, and the CN has provided the UE the DCN-ID, which the UE should be connected. Hence, the RAN uses only the Temporary UE identity to route the NAS message to the appropriate Common CP function.
In case there is a pool of Common C-Plane Functions that are dedicated for this UE Usage Type and/or for this DCN-ID provided by the UE or by the default Common C-Plane Function in step#3, the RAN node performs NAS Node Selection Function (NNSF) similar to what we have for the NNSF in eNB .

5.
The RAN node routes the UE's network connection request to the Common C-Plane Function specific for CNI-1 and CNI-2 . Along with this request, it may contain other information like the DNN to enable the C-CPF specific for CNI-1 and CNI-2 to select a CNI that is specific for a certain Service Type. If the C-CPF specific for CNI-1 and CNI-2 rejects the UE’s network connection request, the C-CPF specific for CNI-1 and CNI-2 sends a NAS reject message to the UE.

6.
Authentication and admitting the UE to attach/connect to operator's network is performed.

NOTE 2:
In this step, the key for decrypting NAS message between the UE and the Common CP function specific for CNI-1 and CNI-2 is also provided.Exact details of UE authentication and UE's subscription verification for step 7 are out of scope of this solution.

7.
The Common CP function specific for CNI-1 and CNI-2 sends a network connection accept response to the UE. In this response, it contains the Temporary UE identity and the information, for which the UE is to be configured, e.g., which DCN-ID, its corresponding Service Type and/or corresponding DNN that the UE is allowed to connect. In case, the DCN-ID newly provided does not match to the ones that the UE already has, the DCN-ID(s) will be configured at the UE. 

8.
UE requests for establishment of a session for a communication service (e.g. service#1 that is provided by the Core Network Instance#1) by sending an SM request for a new PDU session. In this PDU session request, the UE provides the DCN-ID and DNN.

9.
The RAN forwards the PDU session request to an appropriate Common C-Plane function specific for CNI-1 and CNI-2by using the DCN-ID information sent by the UE.

10.
The NSSF in the C-CPF specific for CNI-1 and CNI-2selects C-Plane Function of the Core Network Instance#1 by using the DNN information that can be mapped to represent the Service Type that the CNI supports in the PDU session request, and forwards the UE's PDU session request for the service#1 to the CPF-1 in Core Network Instance#1 ( CNI-1 CPF-1), which is responsible for session management in CNI#1. Note that this forwarded PDU session request still contains the information that has been sent by the UE such as the UE Usage Type, DCN-ID and DNN.
11.
The CPF-1 in Core Network Instance #1 sends the session setup message to the UPF-1 in Core Network Instance #1 for session establishment. After a successful session establishment, the CPF-1 in Core Network Instance#1 sends the session response back to the C-CPF specific for CNI-1 and CNI-2.

12.
The C-CPF specific for CNI-1 and CNI-2sends a new service response back to the UE via the RAN. After this step, the UE is successfully connected to Core Network Instance #1 with an active PDU session.

13.
UE requests for the establishment of another session for a new communication service that is of a different service type than the previous service. In this PDU session request, the UE provides the Temporary UE identity, UE Usage Type, DCN-ID, and Service Type and/or DNN.
14.
The RAN determines the Common C-Plane Function specific for CNI-1 and CNI-2  by using the Temporary UE identity sent by the UE and forwards the PDU session request to the Common C-Plane Function specific for CNI-1 and CNI-2.

15.
The C-CPF specific for CNI-1 and CNI-2 selects C-Plane Function of the Core Network Instance#2 by using the DNN information in the PDU session request, and forwards the UE's service request for the new service to the CPF-1 in Core Network Instance#2 (i.e. CNI-2 CPF-1), which is responsible for session management in CNI#2. Note that this forwarded PDU session request still contains the information that has been sent by the UE such as the UE Usage Type, DCN-ID, and Service Type and/or DNN.

16.
The CPF-1 in Core Network Instance #2 sends the session setup message to the UPF-1 in Core Network Instance #2 for session establishment. After a successful session establishment, the CPF-1 in Core Network Instance#2 sends the session response back to the C-CPF specific for CNI-1 and CNI-2.

17.
The C-CPF specific for CNI-1 and CNI-2 sends a new service response back to the UE via the RAN. After this step, the UE is successfully connected to Core Network Instance #2 with an active PDU session.

6.1.3.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

This solution proposes a group B architecture based solution for Key Issue 1 on support of network slicing. Especially this solution focuses on resolving issues in WT#1 and WT#3, proposing a general architecture to support one or more network slice instances on top of a shared RAN and a shared infrastructure. As a group B architecture, the solution also considers a common CP function entity, C-CPF, and partial CP functions dedicated to Core Network Instance. For selection procedure, the solution borrows some concepts from Dedicated Core Network (DCN) such as Usage Type, DCN ID, but also reinforces with additional parameters such as DNN and Service Type. This solution also fulfils group C architecture as an implementation option.
The benefits and drawbacks of this solution are specified below:
Benefits

· Multiple C-CPF can fit to various network tenancy (e.g. 3rd parties, enterprise network) without dependency.

· Single MM context is efficient for management perspective.
· Borrowing of the concept from the Dedicated Core Network (Usage Type, DCN ID) has advantage in terms of easier implementation and smooth interworking with EPS.

· This solution also covers group C architecture as an implementation option.
· Hierarchical selection mechanism diminishes computational load for selection and effort to manage each slices.
Drawbacks:
· Support for roaming scenario is not specified.

* * * * End of Changes * * * *
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