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1
Discussion

The EPS procedures in some cases bind the processing of errors that are detected in SM layer with the outcome of the MM procedure. In EPS, this has led to forced always-on in all cases, which in the extreme case can mean that a PLMN has to reject the ATTACH REQUEST of its own successfully authenticated user because an SM layer problem. 

this would be sub-optimal, as typically in the home country the UE has got no other allowed PLMN except for HPLMN, so the rejected UE would have nowhere else to go. Repeated attach and TAU attempts due to SM related issue are wasting signalling and processing capacity, when also attach without PDN connection has been added for CIoT in Rel-13. 

Strong interfaces between autonomous signalling layers that are responsible for their own processing rules is also good foundation of robust protocol design. 

MMF SMF split allows :

1. A clean split of features where addition of a new session management feature (e.g. new kind of PDU session type) does not require changes to MMF but only to SMF (and UPF) 

2. MMF to belong to the CCNF (set of functions shared by the slices serving an UE) while SMF belongs to the part of the Control plane that is separate (isolated) due to slicing

A working assumption is thus proposed to endorse MMF-SMF split per the principles described in solution 6.4.16

2
Proposal

It is proposed to modify TR 23.799 as follows…  
6.4.16
Solution 4.16: the interaction between MM and SM

This solution is to address Work task 2 "the relation between SM and MM".

6.4.16.1
Architecture Description
6.4.16.1.1
Overview
The function architecture with MM and SM separation in Core network control plane functions is depicted in the following figure where MM and SM are in 2 different functional entities with a standard NG11 interface in-between:
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Figure 6.4.16.1-1: The reference architecture with MM and SM separation

The architecture includes the following functions and principles:

-
The MMF Network Function supports the UE management functions per UE level, including: UE registration/de-registration, UE location reachability;
-
There is an unique MMF serving an UE. In case of roaming, MMF is always located  in the serving PLMN
-
The SMF Network Function  supports the end-to-end control functions on PDU sessions and the SM control signalling towards/from UE is transferred via MM NF;
NOTE 2: Different SMF entities may manage different services of the UE without conflicting each others.
-
The connection context related with a PDU session in a NGUP (User Plane) is only controlled by one entity (the SMF): NG4 terminates in the SMF

-
In case of roaming there is a SMF entity handling the SM signalling of the UE in the serving PLMN. In case of Home Routed roaming, there is another SMF entity in the HPLMN that controls the UPGW/UPF that terminates the NG6 interface with the Data Network.
-
The MMF and SMF are separate NFs, with a standard NG11 interface.

-
In case the UE is served by multiple slices the MMF belongs to the Common Core Functions (shared sub-CN instance). 

-
In case of  "group B" slicing architecture the SMF and the UPGW belong to a dedicated sub-CN instance. 

-
In case of "group C" slicing architecture only the UPGW belongs to a dedicated sub-CN instance,
-
In case of an UE served by multiple slices there are multiple instances of SMF that serve the UE.
-
The UE and the Core Network exchange NAS signalling via the common NAS Font-End that is located in the MMF. There is a unique NAS Front-End per UE handling all NAS related signalling from the UE. The NAS Font-End in MMF terminates NAS security for all NAS signalling and for NAS signalling that corresponds to SM acts as a relay between the UE and the different SMF instances. Nevertheless from the UE perspective there is an unique NAS termination in the network
-
The MMF is not expected to maintain session context or be aware of the content of SM NAS message except for NAS SM message routing. SM NAS message are processed by SMF. Accordingly Session contexts should only be stored at SMF. 
-
NAS MM messages and NAS SM messages and the corresponding procedures should be decoupled, so that the NAS Front End inside MMF can easily know if one NAS message should be routed to a SMF, or locally processed in the MMF.
 NOTE 3: This simplifies the procedures related with NAS security (avoiding that each SM has to manage NAS security and the necessary re-Authentication that may be needed to refresh the NAS security keys)

-
NG2 signalling related with UE is terminated in the MMF i.e. there is an unique NG2 termination for a given UE regardless of the number of  PDU sessions (possibly zero) of this UE. 

NOTE 4: This ensures that the RAN needs only to consider one single termination in the Core for the NAS signalling that it relays and this independently of the internal structure of the Core:. 

-
To ensure a better decoupling of MMF and SMF, Mobility Management and Session Management related information shall be decoupled within NG2 signalling: the definition of the NG2 allows the NG2 termination in MMF to be able to transparently relay SM related information (like QoS control towards the AN, or the negotiation of NG3 transport information between the RAN and the UPGW) between the RAN and the SMF.

-
MMF can decide whether to accept the MM part of a NAS request without being aware of the possibly piggybacked or concatenated SM part of the same NAS signalling contents. Some NG2 signalling (such as Hand-Over related signalling) may require the action of both MMF and SMF. In such case, the MMF is responsible to ensure the coordination between MMF and SMF as specified in clause 6.4.16.1.2.

Editor's note:
The support in case on Non 3GPP AN is FFS. In that case a few features at the interface between MMF and SMF may not be needed such as the MMF-SMF interactions related with the transfer of SM related information to the AN via NG2. This point is assumed to be dealt with as part of KI 8.
6.4.16.1.2
Interactions between MMF and SMF
The interactions between MMF and SMF  include:

-
MMF  maintains the UE MM context including UE location, the status of UE Control Plane Connection (NG1), SMF  identities and SMF maintains the session context including the status of the UE session.
-
There may be multiple SMF  in CN CP to control the different types of PDU sessions on the UE. The MMF selects the SMF functions based on the assistance information in the NAS signalling.

-
For one UE, the SMF NF store the MM NF that serves the UE in UE SM context in order to be able to use the NG1 / NG2 termination capability of the MMF.

-
The SMF function subscribes to the UE mobility event from MMF NF to be notified for the mobility event, When the mobility event occurs, the MMF NF notifies the related SMF NF.
-
Some Mobility related events or state transitions have an impact on the PDU sessions and may require action on the NGUP (the User Plane entities in the Core) i.e. on NG4. Likewise some Session related actions are required towards the AN (on NG2)
1.
At the set-up / modification of a PDU session: the SMF needs to interact with MMF in order to send to the AN Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information (User Plane address of the AN) in order to control DL data forwarding in the NGUP(s). This corresponds to NG2 impacts of SM events.

2.
At the release of a PDU session: the SMF needs to interact with MMF in order to remove the corresponding Data handling policies in the AN. This corresponds to NG2 impacts of SMF events

3.
At the transition from IDLE to CONNECTED: the SMF needs to interact with MMF in order to send to the RAN Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information (User Plane address of the AN) in order to control DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG2

4.
During a Hand-Over : the SMF needs to interact with MMF in order to receive from the RAN the DL Data forwarding address information  (User Plane address of the RAN) from the RAN in order to control DL data forwarding  in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG4

NOTE:
The interaction information between MMF and SMF in Handover procedure depends on the detail handover solution discussed in mobility management key issue.
5.
When the UE becomes IDLE, MMF notifies the SMF in order for SMF to modify the settings for DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG4

6.
When it has been made aware by the NGUP that some DL data has arrived for an UE in IDLE mode (and the UE is not known to be in a power saving state), the SMF has to be able to interact with MMF in order to trigger UE paging from the RAN. This corresponds to MM impacts (including NG2 impacts) of SMF events

7.
The SMF may need to interact with MMF in order to be able to control the NGUP(s) based on the power saving state of the UE

8.    When UE sends (non periodic) TAU request to MMF, the MMF may need to notify the SMF so that the SMF can determine whether TUPF relocation is required or not (based on SSC mode and on the new user location).
Editor's note:
It is FFS whether or not MMF may need to notify the SMF of the transition of UE’s idle mode mobility level. This can be added after decision on the Support for Idle Mode Mobility capabilities.
Management of the relationship between MMF and SMF
Some functionalities are needed in the MMF to deal with the multiple SMF that serve the UE: These functionalities are aware of the SMF that serve the UE and Route NAS SM signaling to SMF
-
MMF store the identification of serving SMF(s) of UE
-
The relationship between MMF and a SMF entity is created at the first PDU session for the UE that is handled by a SMF instance and released when the last PDU session for the UE is deactivated in SMF.
-
SMF stores the identification of serving MMF of UE.
Further considerations
-
The SMF needs to receive an indication of the permanent user identity of the UE having sent a NAS SM message. This is needed for Policy, charging and LI interactions. 
-
When SMF needs to send NAS SM signalling to an UE, it provides the permanent user identity of this UE, in order for the NAS Front-End in MMF to retrieve the corresponding NAS signalling security context.
The NAS termination (part of MMF) is responsible of:
· Enforcing NAS signaling security. This includes determining which NAS messages require NAS signaling security (for example any NAS SM message) and rejecting any such NAS message, if received without a proper security.  

NOTE: This assumption needs to be confirmed with SA3

· Rejecting NAS messages with MMF specific cause values such as NAS Termination point overload, or when the UE is not duly authenticated or not authorized to register. 

The result ("cause value") of NAS signaling is to be split between generic cause values set by NAS termination point (part of MMF) and application related cause values set by the NAS application (e.g. MMF or SMF).

The result ("cause value") of a NAS MMF procedure shall not be influenced by the result / cause value of a NAS SMF procedure that would be concatenated within the same overall NAS message.

6.4.16.1.3
Subscription data

It is needed to Control whether NAS SM requests from the UE comply with the user subscription. SMF enforces such control.

To allow such control following alternatives are possible

-
Alternative A: the MMF provides SMF with all SM related subscription data for the UE. Furthermore MMF notifies all SMF instances each time it receives a notification from SDM that  such data has been modified .
-
Alternative B: the MMF puts in a ‘Service data Layer” Database located in the Serving PLMN the subscription information it has received from the Subscriber Data Base (in HPLMN). This information is made available by MMF to SMF. SMF subscribes towards the ‘Service data Layer” Database to changes of the SM related subscription data of an UE (actually to changes on the DNN/APN related subscription data) .

-
Alternative C: Each SMF contacts the SDM (in HPLMN) to fetch the SM related subscription data for the UE and subscribes onto the SDM (in HPLMN) for any modification of these data. This means that SDM has to manage subscriptions to subscriber data modification coming  not only from MMF but also from each SMF that serves the UE

-
Alternative D: Like alternative A but SMF explicitly subscribes to MNF to only receive a subset of the  change of SM related subscription data 

Editor's note:
Only one alternative will be selective for the normative phase. These alternatives may require further clarifications
Editor's note:
The interaction between the MM and SM besides the above mobility event procedure are FFS.

6.4.16.2
Function description 
6.4.16.2.1
Set-up of a PDU session
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Figure 6.4.16.2.1-1: The PDU session establishment with NGm connection establishment
Step 0: UE is registered in the MMF..

Step 1: UE sends a NAS SM message to request a PDU session establishment.

Step 2: MMF selects a SMF function for the requested PDU session. SMF selection may be based on the requested DN name, UE’s location information and slice related information. MMF stores the identity of selected SMF. 

Step 3: MMF sends the PDU session establishment request message to the SMF. This message includes UE’s IMSI, MMF identity and PDU session Identity and a NAS container. The NAS container includes the SM related NAS message transferred from UE to MMF.

Step 4: SMF initiates session establishment including set-up of NG3 with RAN via NG2 termination in MMF.

Step 5: SMF sends the NAS response to UE via MMF.
Allocation of the PDU session Identity: 

It is needed to allocate a PDU session identity that is unique per PDU session of the UE and used at NAS layer between the SM entities in the UE and the SMF. The PDU session Identity is relative to an UE i.e. 2 UE may have sessions with the same PDU session Identity. It is used by the MMF to detect a new session and to direct SM related NAS signalling to the relevant SMF.  

There are 2 alternatives for the allocation of the PDU session identity:

-
alternative a: The PDU session Identity is allocated by the SM in the UE: when it starts a new PDU session, the UE is responsible to allocate a new PDU session Identity to the PDU session

-
alternative b: The PDU session Identity is allocated by the MMF: when it starts a new PDU session, the UE uses a default dummy PDU session Identity and upon reception of the corresponding SM signalling, the MMF allocates the PDU session Identity for that PDU session

Editor's note:
Only one of these alternatives will be selected for the normative phase 

Then

-
when MMF detects NAS SM signalling with a new PDU session Identity, it allocates a SMF for this new PDU session and stores the association between the SMF Id and the PDU session Id

-
when MMF detects NAS SM signalling with a known PDU session Identity, it forwards this SM signalling to the corresponding SMF.

-
When the PDU session is torn down, SMF indicates to MMF the release of  the PDU session Identity. The MMF removes the association between the SMF Id and the PDU session Id  

As described in sub-clause 6.4.16.1.2, the SMF needs to be invoked based on some mobility events (e.g. IDLE – CONNECTED transitions, Hand-Over) thus there is a need for the MMF to know whether it needs to notify SMF about these mobility events.

There are 2 alternatives:

-
alternative 1: Implicit subscription: when MMF allocates a SMF for a session, it implicitly knows that it needs to notify that SMF with session events (implicitly subscribes SMF to mobility events) 

-
alternative 2: SMF has to explicitly subscribe. This is documented in sub-clause 6.4.16.2.2

Editor's note:
Only one of these alternatives will be selected for the normative phase
6.4.16.2.2
The subscription on UE mobility
NOTE: 
This corresponds to  alternative 2 of 6.4.16.2.1

Editor's note:
It is FFS whether this alternative will be selected for the normative phase
The subscription on UE mobility is depicted in the following figure:
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Figure 6.4.16.2.1-1: The subscription on UE mobility

0.
During PDU session establishment, the MMF selects a SMF to handle NAS SM signalling indicating a new PDU session. The MMF transfers the SM NAS signalling between UE and SMF. The permanent User Identity is added to the NAS SM Signalling exchanged between MMF and SMF.
1.
When the SMF considers the PDU session set-up request as valid,  the SMF registers onto MMF for this UE and PDU session. This registration request includes the UE Identity, the PDU session Identity and the SMF identity. It may contain a  Subscription Request on UE mobility in order for the SMF to be notified when an UE mobility event occurs(e.g. change between IDLE and CONNECTED, change of  AN Node). 

The PDU session Identity is used by the MMF to know towards which SMF it needs to send uplink NAS SM signalling received from the UE
Editor's note:
in case one SMF supports multiple PDU sessions for an UE it is FFS whether the SMF issues one subscription per PDU session or per UE
2.
The MMF stores the ID of the SMF instance which serves the UE for that PDU session and the event notification request.
3.
The MMF sends the Registration and Subscription Response to SMF to confirm the registration and subscription request is accepted.
4. 
The set-up of the session goes on: the SMF determines NG3 addressing information at the UPGW/UPF and QoS policies related with the PDU session and has via MMF NG2 signalling related with the PDU session exchanged with the AN. This NG2 signalling contains:

-
From SMF to AN: NG3 addressing information (at the UPGW/UPF) and QoS policies related with the PDU session

-
From AN to SMF: NG3 addressing information (at the AN) related with the PDU session

NOTE:
 It is up to stage 3 to determine whether or not step 4 takes place simultaneously  with steps 1, 2 and 3
6.4.16.2.3
The notification on UE mobility
The notification on UE mobility is depicted in the following figure:
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Figure 6.4.16.2.3-1: the notification on UE mobility
1.
A Mobility event occurs that induces the need to notify SMF(s)
2.
The MMF identifies which NFs shall be notified , and the MMF sends UE Mobility Notification message to the corresponding SMF. The notification includes UE ID event type and PDU session Id.
3.
The SMF perform the related session update, the detail session update procedure is determined by the session management solution;

This may induce the transfer via MMF of NG2 signalling exchanged with the AN and related with the PDU session. This signalling contains:
-
From SMF to AN: NG3 addressing information (at the UPGW/UPF) and QoS policies related with the PDU session

-
From AN to SMF: NG3 addressing information (at the AN) related with the PDU session
4.
The SMF sends UE Mobility Notification Response to the MM NF to confirm its operation on the NG3 addressing change related with an UE is completed;
NOTE:
 It is up to stage 3 to determine whether or not step 4 takes place simultaneously  with steps 2 and 3
6.4.16.3
Solution evaluation 
Editor's note:
This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * * Next Change * * * *
8.4
Interim Agreements on Key Issue #4: Session management

Interim agreements for Key issue #4 Session Management are as follows:

1.
The NextGen system should support multiple PDU sessions via multiple accesses to the same data network or different data networks in the following case 

-
One access network is NG RAN and another access network is non-3GPP access

2.
The NextGen system should support PDU sessions whose traffic is simultaneously carried over multiple access where one access is a 3GPP access and the other is a non-3GPP access 
NOTE: The bullet 2 will be handled in Phase 2.
3.
The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10.

Editor's note:
User Plane format within the CN is FFS. 

Editor's note:
The granularity of the tunnelling for non-3GPP accesses is FFS.
Editor's note:
Whether an additional tunnelling granularity variant will be supported for stationary UEs is FFS.
Interim agreements for MM and SM interaction are as follows:

1. A single NG1 NAS connection is used for both MM and SM-related messages and procedures for a UE. The single NG1 termination point is located in MM.
Editor notes: This is applied for UE only registered via 3GPP access. The case of UE registered via non-3GPP is FFS.

2. The MM selects the SM functions for the PDU sessions. MM may select different SM functions for different PDU sessions.
3. MM forwards SM related NAS information to the SM function.

4. MM stores the identification of serving SM function(s) of UE and SM stores the identification of serving MM function of UE.
5.
The split between MMF and SMF is done according to the principles described in solution 6.4.16
3GPP
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