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Abstract of the contribution: Updates solution 6.1.2 to enable CCNF redirection at attach.
1
Introduction

The following flow describes how the UE is assigned to a serving CCNF when the default CCNF is not suitable to serve the UE. The default CCNF forwards the UE’s Attach message to the serving CCNF. However, the NG2 signalling remains between the RAN and the default CCNF that is actually NOT serving the UE. 
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Figure 6.1.2.2.3.1-1: Initial Access

Even though the UE is registered with the serving CCNF, the RAN still maintains an NG2 connection with the default CCNF. This means that the RAN will forward subsequent NAS messages from the UE to the (wrong) default CCNF instead of the serving CCNF as shown in the figure below starting from step 10:
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2
Discussion

The source of the problem: the CCNF relocation during attach is done in a transparent manner to the RAN.

Solution: the default CCNF requests the RAN to switch the NG2 connection and establish it with the serving CCNF. The Attach Accept is then sent directly from the serving CCNF via the RAN that now connects with it.
The following steps describe how the RAN’s NG2 connection can be switched to connect with the serving CCNF:
· When the default CCNF determines to forward the Attach Request to the serving CCNF, the default CCNF generates a unique random sequence number (RSN).

· The RSN is used to identify the UE for which the connection (over the NG2) is being established as there may be more than one UE for which a CCNF is being relocated from the same RAN node
· The default CCNF forwards the Attach to the serving CCNF, and also provides the RAN address and the generated RSN

· The Serving (new) CCNF processes the attach request and sends the Attach Accept to the default CCNF. The serving (new CCNF) waits for the RAN to establish an NG2 connection with it

· The default CCNF sends an NG2 Connection Switch Request to the RAN node. It also provides the serving CCNF address and the generated RSN. This message also includes the NAS Attach Accept for the UE. The RAN node then sends an NG2 Connection Request to the serving CCNF. The RAN includes the RSN that was previously received from the default CCNF

· The serving CCNF checks if the RSN from the RAN matches that from the default CCNF in order to identify the UE for which the connection is being set up (over the NG2). If it matches the RSN previously received from the default CCNF, the serving CCNF responds with NG2 Connection Response
· The RAN sends an NG2 Connection Switch Ack to the default CCNF and this completes the NG2 switch 
The next figure shows the procedure to switch the NG2 connection as described above. Steps 8 to 10 are additions to the existing call flow, while steps 5 to 7 are the same with new IEs in the messages.
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At step 9, the NG2 connection is established between the RAN and the serving CCNF. Any subsequent messages from the UE will be forwarded to the serving CCNF.
3
Proposal
It is proposed to update section 6.1.2.2.3.1 with the flows described above for the purpose of having the RAN connect to the serving NG2 and consequently ensure NAS messages from the UE are indeed forwarded to the serving CCNF.
****************   START OF CHANGES ****************
6.1.2.2.3.1
Initial Access
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Figure 6.1.2.2.3.1-1: Initial Access

1.
The UE sends and attach Request including the IMSI if a Temporary ID for the UE is not available. 

If the UE requests one or a set of NSIs to be bound to it initially, it can do so by including a Requested MDD in the Attach Request. The Requested MDD may also be included in the RRC layer to further enhance the routing to an initial default/target CCNF of the Attach Request message in the event when the Temporary ID is not available to the UE or the Temporary ID was not assigned by the same PLMN of the current network that serves the UE. The MDD in the RRC layer may also be included to enable the access to a suitable RAN resources. It is assumed the RAN maintains a MDD-based table in order to route/forward the attach request message to a proper CCNF when the Temp ID is missing.

If the Temporary ID is available, the UE includes it in the RRC layer message used to establish the RRC connection, so that the RAN can route the message to the CCNF in the core which has generated it.

2.
The RAN forwards the Attach Request to the Core based on the routing criteria outlined in step 1. 

3.
The CCNF proceeds with the procedures for 3GPP system authentication and authorization for the UE.

4.
If the UE is successfully authenticated, its subscription data is checked and the allowed MDD vectors are decided (which will form the Accepted MDD which will be returned to the UE in the Attach Accept),  alongside the compatibility of the CCNF with these MDD vectors. It the CCNF detects  it is not an appropriate handler for the UE step 5 is executed immediately without binding of NSIs to MDD vectors occurring in this CCNF. 

The CCNF decides the initial set of NSI(s) for the UE based on an evaluation of the Requested MDD, Subscribed MDD (if available), UE capabilities, UE's subscription policy, UE's serving RAN type etc. The following may apply:

- if the UE did not provide the Requested MDD, the network assigns the UE to the default NSI (s)

- if the UE did provide the Requested MDD, the network assigns the UE to the NSI(s) that the UE is authorized for.

- if some Default NSI(s) was missing from the requested MDD, the UE is still assigned to these NSI(s) and the corresponding MDD vector(s) is added in the Accepted MDD 

The Accepted MDD and is passed to the UE in the Attach Accept message.

If some DNNs are specific to some MDD vectors (e.g. based on subscription data), the mapping of these DNNs to MDD vectors is recorded in the UE context in the CCNF.

The procedure continues to step 8.

5.
If the UE is not suitably handled by the (Default/Target) CCNF where the Attach Request was routed to, this CCNF may redirect the UE to a new Serving CCNF that is more optimal (or less loaded) for the selected slices. To do so, the (Default/Target) CCNF generates a random sequence number (RSN) that is used to identify the UE for which the NG2 connection with the RAN should be switched and established with the Serving CCNF. Then, the Default/Target CCNF forwards the attach request to the new Serving CCNF with an indication that it is a forwarded attach together with IMSI , the MM context including the NAS key and Accepted MDD (which was determined to evaluate CCNF compatibility in step 4) in order to indicate that the UE has been authenticated for NSI(s) Assignment as described in step 4. The (Default/Target) CCNF also includes the address of the RAN that is serving the UE and the generated RSN.

 Editor's note:
how the RSN is generated and its details e.g. format, uniqueness, etc, are left for stage 3.
6.
The Selected Serving CCNF performs the NSI selection as described in step 4 above. 
The Selected Serving CCNF saves the RAN address and the received RSN and waits for the RAN to establish an NG2 connection with it. 
7.
The Selected Serving CCNF binds the UE to the selected NSI(s) by creating the related context associating the Accepted MDD vectors to the NSI(s) for the UE and then sends back the Forwarded Attach Accept message with Temporary ID and the Accepted MDD for subsequent usage by the UE. If there are any DNNs that are specific to any MDD vectors, the mapping is passed to the UE also.

8.
If the steps 5 to 7 were executed, the Default/Target CCNF sends an NG2 Connection Switch Request to the RAN, and this contains the address of the Serving CCNF and an RSN. The NG2 message also contains the NAS Attach Accept message including the content as described in the message in step 7 above. The NG2 message indicates to the RAN the need to switch the NG2 connection towards the Serving CCNF identified by the included address. The NG2 connection for this UE is identified by the RSN that is also included in this message.
If steps 5 to 7 were not executed, the Default/Target CCNF, which is now the Serving CCNF, binds the UE to the selected NSI(s) by creating the related context associating the Accepted MDD vectors to the NSI(s)  and then sends Attach Accept message with Temporary ID the Accepted MDD for subsequent usage by the UE and any DNN to MDD vector mappings. The Serving CCNF includes the Accepted MDD in the NG2 transport.

9.
The RAN forwards the Attach Accept received in step 7 or 8 to the UE

It is possible to include in the Attach Request an SM container so that the PDU sessions are established for all or a subset of the Active NSIs for the UE. Alternately a subsequent SM message exchange could be used to establish the PDU sessions for the NSIs that need these.
10.
The RAN sends an NG2 Connection Switch Request to the Serving CCNF. The message includes a dummy NAS container and the RSN that is received from the Default/Target CCNF in step 8.

11.
The Serving CCNF verifies if the RSN matches that received from the Default/Target CCNF in step 5. If yes, the Serving CCNF sends an NG2 Connection Switch Response. The NG2 connection is now established between the RAN and the Serving CCNF for this UE.

12.
The RAN sends the NG2 Connection Switch Acknowledge to the Default/Target CCNF to confirm the end of the NG2 switch procedure.
Editor's note:
How the NSI matching a certain MDD is obtained in steps 4 and 6 is to be decided together with SA5.

****************   END OF CHANGES ****************
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