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Abstract of the contribution: This paper proposes a network slicing solution to address the NS_WT_#1, i.e. Network Slice Instance Selection and Association.
1. Discussion
As described in the key issue 1 support of network slicing:

Network slicing enables the operator to create networks customised to provide optimized solutions for different market scenarios which demands diverse requirements, e.g. in the areas of functionality, performance and isolation.
So it is possible that a network slice instance is created with special designed network functions, which form a specific network function topology for this particular network slice instance, to provide particular kind of service. For example, a network slice instance that provides enhanced mobile broadband services may consist of an EAP-AKA based authentication function, a general mobility management function, a general session management function, a dynamic IP address allocation function, UP NF1 and UP NF5. While a network slice instance that provides mission critical services may consist of fast authentication function, a QoS management function, a static IP address allocation function, UP NF2, UP NF3 and UP NF4. 
Further more, the network slice instances may be comprised of VNFs generated by using a network slice template, with pre-defined network functions and interfaces. That means there is no need to select network function within a network slice instance. 

The following figure 1 gives an example of the proposed network architecture of network slice instance selection and association solution.
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Figure 1 network architecture example

Network Slice Selection Function (NSSF) is responsible for selecting a proper Network Slice ID for a particular UE connection upon the RAN node's request, based on user subscription from the HSS and operator's policies.
CP entry point is the CP network function that connects to the RAN node and is the first hop in core network for the control signaling.

Network Slice Identifier (NS ID) is unique within a PLMN.
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Figure 1 network slice selection flow example

1. The UE and RAN node establish AS connection. RAN node may broadcast its supporting NSIDs. UE may select the RAN node according to its supporting NSIDs. 
2. The UE sends a NAS connection request message to the selected RAN node, with information e.g. UE ID, Service Type, Application ID, etc. Optionally, the UE may include a UE preferred NSID in the message.

3. The RAN node send NS selection request message to the Network Slice Selection Function (NSSF), containing the information got in step 2, e.g. UE ID, Service Type, Application ID, UE preferred NSID, and RAN node ID, etc.

4. The NSSF checks if it has valid subscription data or network slice selection related data for the UE. If not, the NSSF requests for the UE’s subscription data or network slice selection related data from the subscription repository (e.g. HSS).

5. The HSS send requested data to the NSSF. The NSSF stores the data from the HSS and starts a timer for its validation.

6. Based on operator’s network slice selection policies, the NSSF selects a NSID according to the information got in step 3 and step 5. If the UE preferred NSID is provided and matches the selection policy, it will have highest priority among all matching NSIDs. If the UE preferred NSID does not match the selection policy, the NSSF shall select the one with highest priority among all matching NSIDs. A Network Slice ID is associated with one CP entry point and a set of CP Network Functions and UP Network Functions

7. The NSSF sends the NS selection result message to the RAN node, containing the selected NSID (in this case NSID1) and associated CP entry point (in this case CP entry point1) IP address information.

8. The RAN node sends a connection request message to the CP entry point1 carrying the NAS connection request message, with the selected NSID1 and RAN node ID. The RAN node establishes UE context with the selected NSID1 and CP entry point1 IP address.
9. The CP entry point1 starts the connection establishment procedure as pre-defined for the selected NSID1. 

NOTE: The connection establishment procedure may be network slice specific, involving different network functions. The connection establishment procedure may include one or more of the following parts: authentication, temporary ID allocation, IP address allocation, session establishment, etc. 

10. The CP entry point1 sends a connection establishment response message to the RAN node, carrying the NAS connection establishment response and UP NF1 IP address. The RAN node updates UE context adding routing information e.g. UP NF1 IP address, corresponding AS connection ID.

11. The RAN node sends the NAS connection establishment response to the UE containing information e.g. temporary UE ID, IP address allocated for the UE.
12. The UE sends a New Service Request message to the RAN node, with information e.g. UE ID, Service Type, Application ID, etc. Optionally, the UE may include a UE preferred NSID in the message.

13. The RAN node sends NS selection request message to the Network Slice Selection Function (NSSF), containing the information got in step 12, e.g. UE ID, Service Type, Application ID, UE preferred NSID, and RAN node ID, etc.

14. The NSSF checks if it has valid subscription data or network slice selection related data for the UE. Based on operator’s network slice selection policies, the NSSF selects a NSID (in this case NSID2) according to the above data and information got in step 13.

15. The NSSF sends the NS selection result message to the RAN node, containing the selected NSID (in this case NSID2) and associated CP entry point (in this case CP entry point2) IP address information.

16. The RAN node sends a connection request message to the CP entry point2 carrying the New Service Request message, with the selected NSID2 and RAN node ID. The RAN node updates UE context, adding NSID2 and CP entry point2 IP address.

17. The CP entry point2 executes the connection establishment procedure as pre-defined for the selected NSID2.

18. The CP entry point2 sends a connection establishment response message to the RAN node, carrying the NAS Service Response and UP node IP address. The RAN node updates UE context adding new routing information e.g. UP NF2 IP address, corresponding AS connection.

19. The RAN node sends the NAS service response to the UE.
It is proposed to add the above solution into the TR 23.799.

****************************Start of the Change************************
6.1.x
Solution 1.x: Network Slice Instance Selection and Association
6.1.x.1
Architecture description
It is possible that a network slice instance is created with special designed network functions, which form a specific network function topology for this particular network slice instance, to provide particular kind of service. For example, a network slice instance that provides enhanced mobile broadband services may consist of an EAP-AKA based authentication function, a general mobility management function, a general session management function, a dynamic IP address allocation function, UP NF1 and UP NF5. While a network slice instance that provides mission critical services may consist of fast authentication function, a QoS management function, a static IP address allocation function, UP NF2, UP NF3 and UP NF4. 

Further more, the network slice instances may be comprised of VNFs generated by using a network slice template, with pre-defined network functions and interfaces. That means there is no need to select network function within a network slice instance. 

Figure 6.1.x.1-1 shows an example of the network architecture of network slice instance selection and association.
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Figure 6.1.x.1-1 network slice instance selection and association architecture
Network Slice Selection Function (NSSF) is responsible for selecting a proper Network Slice ID for a particular UE connection upon the RAN node's request, based on user subscription from the HSS and operator's policies.
CP entry point is the CP network function that connects to the RAN node and is the first hop in core network for the control signaling.

Network Slice Identifier (NS ID) is unique within a PLMN.
6.1.x.2
Function description

6.1.x.2.1
Network slice instance selection and association procedure
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Figure 6.1.x.2.1-1 network slice selection and association procedure
1. The UE and RAN node establish AS connection. RAN node may broadcast its supporting NSIDs. UE may select the RAN node according to its supporting NSIDs. 
Editor’s Note: The requirement for the RAN node to broadcast NSID needs further study in RAN WGs.
2. The UE sends a NAS connection request message to the selected RAN node, with information e.g. UE ID, Service Type, Application ID, etc. Optionally, the UE may include a UE preferred NSID in the message.
3. The RAN node send NS selection request message to the Network Slice Selection Function (NSSF), containing the information got in step 2, e.g. UE ID, Service Type, Application ID, UE preferred NSID, and RAN node ID, etc.

4. The NSSF checks if it has valid subscription data or network slice selection related data for the UE. If not, the NSSF requests for the UE’s subscription data or network slice selection related data from the subscription repository (e.g. HSS).

5. The HSS send requested data to the NSSF. The NSSF stores the data from the HSS and starts a timer for its validation.

6. Based on operator’s network slice selection policies, the NSSF selects a NSID according to the information got in step 3 and step 5. If the UE preferred NSID is provided and matches the selection policy, it will have highest priority among all matching NSIDs. If the UE preferred NSID does not match the selection policy, the NSSF shall select the one with highest priority among all matching NSIDs. A Network Slice ID is associated with one CP entry point and a set of CP Network Functions and UP Network Functions
Editor’s Note: The architecture as shown in Figure 6.1.x.1-1 requires two level UE authentication. It is FFS whether the NSSF is co-located with a Common Control Network Functions (CCNF) in order to optimize UE authentication.
7. The NSSF sends the NS selection result message to the RAN node, containing the selected NSID (in this case NSID1) and associated CP entry point (in this case CP entry point1) IP address information.

8. The RAN node sends a connection request message to the CP entry point1 carrying the NAS connection request message, with the selected NSID1 and RAN node ID. The RAN node establishes UE context with the selected NSID1 and CP entry point1 IP address.
9. The CP entry point1 starts the connection establishment procedure as pre-defined for the selected NSID1. 

NOTE: The connection establishment procedure may be network slice specific, involving different network functions. The connection establishment procedure may include one or more of the following parts: authentication, temporary ID allocation, IP address allocation, session establishment, etc. 

10. The CP entry point1 sends a connection establishment response message to the RAN node, carrying the NAS connection establishment response and UP NF1 IP address. The RAN node updates UE context adding routing information e.g. UP NF1 IP address, corresponding AS connection ID.

11. The RAN node sends the NAS connection establishment response to the UE containing information e.g. temporary UE ID, IP address allocated for the UE.
12. The UE sends a New Service Request message to the RAN node in a new NAS connection, with information e.g. UE ID, Service Type, Application ID, etc. Optionally, the UE may include a UE preferred NSID in the message.
Editor’ Note: It is FFS whether the Service Request uses an existing or a new security association in order to reduce the number of NAS contexts the UE needs to maintain.
13. The RAN node sends NS selection request message to the Network Slice Selection Function (NSSF), containing the information got in step 12, e.g. UE ID, Service Type, Application ID, UE preferred NSID, and RAN node ID, etc.
14. The NSSF checks if it has valid subscription data or network slice selection related data for the UE. Based on operator’s network slice selection policies, the NSSF selects a NSID (in this case NSID2) according to the above data and information got in step 13.

15. The NSSF sends the NS selection result message to the RAN node, containing the selected NSID (in this case NSID2) and associated CP entry point (in this case CP entry point2) IP address information.

16. The RAN node sends a connection request message to the CP entry point2 carrying the New Service Request message, with the selected NSID2 and RAN node ID. The RAN node updates UE context, adding NSID2 and CP entry point2 IP address.

17. The CP entry point2 executes the connection establishment procedure as pre-defined for the selected NSID2.

18. The CP entry point2 sends a connection establishment response message to the RAN node, carrying the NAS Service Response and UP node IP address. The RAN node updates UE context adding new routing information e.g. UP NF2 IP address, corresponding AS connection.

19. The RAN node sends the NAS service response to the UE.
6.1.x.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.
****************************End of the Change************************
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