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Discussion

This paper enhances the "Consolidated architecture option 1" in clause 7.1 by proposing roaming reference architecture and other minor and editorial changes.

For the roaming reference architecture, one of the open aspect was the placement of the Authentication Function. Considering that the main functionality of the Authentication Function is to terminate the authentication protocol and perform UE authentication, it is proposed to keep it in the HPLMN for the roaming architecture for home routed traffic. The Authentication Function in HPLMN can also cover multiple accesses the UE attaches to in the VPLMN, e.g. without the need to perform the full authentication again. 

Proposal: Authentication Function is placed in the HPLMN for the roaming reference architecture for home routed traffic.
Proposal

It is proposed to agree to the following changes to TR 23.799.

* * * 1st Change * * * *

7.1
Consolidated architecture option 1

7.1.1
General

Only architectural aspects, either based on the progress of the key issues of this study or other critical aspects such as support for roaming, etc., are considered for the consolidated overall architecture of NG CN. The functional aspects, e.g. the exact set of functionality supported by each NF, and the interaction between NFs, e.g. the messages and the parameters between two NFs, are left to the conclusion of the individual key issues.
7.1.2
High level architectural principles

Following high level architectural principles are considered for the NG CN reference architecture:

-
Separation of control and user plane functions: For allowing independent scaling of control and user plane functions their separation is critical. Principles of Rel-14 CUPS feature are followed, i.e. control plane dynamically configures user-plane functions (i.e. activates various operations of the user-plane functions as needed) to provide the traffic handling functionality needed for a session.

-
Standalone Subscriber DB: Since Subscriber DB is mainly responsible for subscription profile management, it belongs to the database domain, while the other NFs in the CN mostly belong to the networking domain. For the independent evolution of Subscriber DB, which is linked to the evolution of the database domain, it should be separated from the other NFs in CN. 

-
Separated MM and SM control functions: For the following reasons MM and SM control functions are required to be separated into standalone NFs:

-
Support for home-routed roaming architecture: In the home-routed roaming architecture, the MM control function will be part of visiting PLMN while the SM control function will be within the home PLMN.
NOTE 1:
For home-routed roaming scenario, some subset of the SM functionality, e.g. selection and programming of the user plane function in the visiting PLMN for inter-operator charging, etc., will have to be supported in the visiting PLMN as well. This can be combined with the MM functionality in the visiting PLMN.

-
Support for Gateway CN like network sharing configuration: Under the Gateway CN network sharing configuration of EPC, the functionality supported by MM control function is hosted by the MNO while the functionality supported by the SM control function is hosted by the MVNO (e.g. enterprise customer). To support this basic network sharing configuration in NG, it is important to define standalone MM control function and SM control function.

NOTE 2:
Roaming and network sharing are identified as priority architectural enablers for Rel-14 study in Annex C.

-
Support for UE simultaneously accessing multiple network slice: In this case, the MM functionality should be part of common control function while the SM functionality should be part of slice specific control function.

NOTE 3:
The interim agreement for network slicing key issue, clause 8.2, hints at MM as part of common control function when UE accesses multiple network slices simultaneously. 

-
Separating the access related and PDU session functionality: The PDU session management functions (the core functionality of SM control function) which include charging, UL/DL service level rate enforcement etc. are common for all types of accesses. These are very different compared to the access related functions (the core functionality of MM control function) which include registration management, reachability management, mobility restriction etc. Hence, their separation for, e.g. independent evolution, independent scaling purpose, and for distributed v/s centralized deployment, is vital.

-
Access common CN design: By defining unified authentication framework, NAS protocol which is common to all the accesses and (R)AN-CN interface which is common to all the accesses, we define access common CN. This CN supports functionality specific to an access (e.g. CN idle mode reachability management) as well as common to all the accesses (e.g. PDU session establishment). Thus, NG1, NG2 and NG3 interfaces which are common to the 3GPP as well as non-3GPP accesses are used.

-
Single termination point for NG1 in CN, for a given access: This also allows a single security association between the UE and the CN for a given access. 

NOTE 4:
The above also satisfies architecture principles, mentioned in clause 4.3, to minimize number of reference points between the UE and the NextGen CN for the control plane over a single (R)AN.

-
Standalone Authentication function: For supporting unified authentication framework and for supporting UEs which may support only subset of 5G functionality (e.g. not supporting MM functionality), the Authentication function should be separate from the MM function. This is also needed to allow centralized deployment of Authentication function while distributed deployment of MM function. Authentication function is also kept separate from the Subscriber DB since both of them belong to different technology domain, i.e. networking v/s database.

NOTE 5:
The above is based on the solution in clause 6.12.1 which defines "CP-AU Authentication Function" for the Authentication function. If it also includes "Session Context Management" function is FFS.

-
Standalone Application Function: The Application Function could belong to 3rd party and hence part of different administrative domain compared to NG CN. Hence it should be defined as standalone NF.

-
Scalable, efficient and simplified interconnection model for CN control plane NFs: Following aspects are considered for the interconnection of the CN control plane NFs:

-
Extendable, scalable while maintaining efficient communication path between NFs: The interconnection model needs to be able to allow easy insertion of new NFs in future while maintaining the efficient communication path between new and existing NFs, without increasing the overall complexity of the system. Hence, an interconnection model allowing communication between any CN control plane NFs is preferred over the traditional point-to-point interface based model.

-
Reduced complexity of NFs and overall system while ensuring multi-vendor deployment: The interfaces need to be open and standardized for allowing multi-vendor NG CN while there is no real need for defining multiple (e.g. one per each peer NF) interfaces and corresponding number of protocols. Thus, by defining one standardized interface over which the NF provides all its functionality, we reduce the overall complexity of the NFs, we reduce total number of interfaces in the system while ensuring the architecture that allows multi-vendor CN deployment.

-
Cost-effective and agile for development and for deployment: Reducing complexity of NF will allow cost-effective and faster development of new features. In turn, it would result in the overall system which is relatively agile for rolling out of new features and services.

-
Generic user-plane architecture: Various user-plane scenarios (e.g. access to local and centralized data networks (in both the visited and the home network in roaming situations), data forwarding for session continuity and other purposes, etc.) need to be supported by the NG system. While the scenarios differ, the actual functionality required to support them can be reduced to a rather small set of basic user-plane operations. 
Therefore, a generic user-plane architecture supporting various operations (forwarding operations to other user-plane functions/ data networks/the control-plane, bitrate enforcement operations, service detection operations, etc.) is defined. One or multiple user-plane functions per session can be activated and configured by the control-plane as needed for a given user-plane scenario.

7.1.3
Reference architecture
7.1.3.1
Non-roaming



 
Figure 7.1.3.1-1: Non-roaming reference architecture
7.1.3.2
Roaming
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Figure 7.1.3.2-1: Roaming reference architecture for home routed traffic
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Figure 7.1.3.2-2: Roaming reference architecture for local breakout
7.1.3.3
Reference points
NG1:
Reference point between the UE and the MMCF in NG CN.

NG2:
Reference point between the (R)AN and the MMCF in NG CN.

NG3:
Reference point between the (R)AN and the UPF in NG CN.

NG4:
Reference point between the SMCF and UPF(s).
NG4':
Reference point between the SM' and UPF(S) in VPLMN. It is a subset of NG4 interface required in support of UPF(s) in VPLMN.
NG5:
Reference point between the AF and the IRF.

NG6:
Reference point between the UPF(s) and Data Network.

NG7:
Reference point between the SDB and the IRF.

NG8:
Reference point between the PF and the IRF.
NG8':
Reference point between the PF and the IRF in the HPLMN for the roaming architecture for local breakout. The functionality supported over NG8' is a subset of NG8 interface.
NG9:
Reference point between the SMCF and the IRF.

NG10:
Reference point between the MMCF and the IRF.

NG11:
Reference point between the AUF and the IRF.
NG12:
Reference point between the UPF(s) in VPLMN and UPF(s) in HPLMN.

NG13:
Reference point between the IRF in VPLMN and the IRF in HPLMN.
NOTE 1:
Reference points between user plane functions (if the control plane configures multiple user-plane functions for a session) are not shown above for brevity's sake.

NOTE 2:
Although the reference architecture is common, not all NFs may be needed within a network slice in a given deployment, e.g. Policy Function may not be deployed for CIoT network slice.
Editor's note: In home routed roaming architecture, the placement of AUF in HPLMN may be revisited based on inputs from SA3.
Editor's note: The need for IRF and its functionality (clause 6.7.1), or the need for "NF Repository function" and its functionality (clause 6.7.2) are based on the conclusion of KI#7 (interconnection of NF).

Editor's note: More standalone NFs may be defined based on the other KIs, e.g. separation of the access specific and access common functionality of MMCF into independent NFs, network slice selector NF for supporting network slicing, traffic steering support NF for traffic steering feature, etc.

7.1.4
High level functional description

The exact set of functionality of each of the NF and the interaction between NFs will be defined as part of the conclusion of individual key issues. The reference architecture defined in 7.1.3 is capable of supporting any type of interactions between any two NFs, without the need to add new interfaces.
NOTE 1:
The interaction between two NFs will be based on the example call flow described in either clause 6.7.1.4.2 or clause 6.7.2.2.4.
Following is the nature of the functionality supported by the NFs in the reference architecture.

-
Subscriber DB (SDB): Management of subscription profile.

-
SM Control Function (SMCF): Allocation of UE IP address, User plane function selection, enforcement of policy and charging rules, etc. The exact set of functionality will be based on the conclusion of key issues 2, 3, 4, 6.

The SM' is a subset of SM functionality that needs to be supported in the VPLMN for roaming architecture for home routed traffic, e.g. for collecting inter-operator charging data.
-
MM Control Function (MMCF): Terminates control plane interface, NG2, from the Access Network carrying both access specific and access common information. Also terminates the NG1 interface. Performs access specific, e.g. UE reachability management, mobility restriction, etc., and access common, e.g. UE registration management, etc., functionality. Forwards the SM related NG1 and possibly NG2 messages to SMCF. The exact set of functionality will be based on the conclusion of key issues 1, 2, 3, 4, 18.

NOTE 2:
Generic name needs to be used to reflect the fact that MMCF is common to all accesses.

-
Policy Function (PF): Provides dynamic policies for QoS enforcement, charging control, traffic routing, etc. The exact set of functionality will be based on the conclusion of key issue 10.

-
Application Function (AF): Requests dynamic policies and/or charging control.
-
Authentication Function (AUF): Performs authentication process with the UE. The exact set of functionality will be based on the conclusion of key issue 12.

-
User-plane Function(s) (UPF): Supports user-plane operations (forwarding to other user-plane functions/a data networks/the control-plane, bitrate enforcement, service detection, etc.). Multiple user-plane functions per session can be activated and configured by the control-plane as needed for a given user-plane scenario. The exact set of functionality will be based on the conclusion of key issue 4.
* * * End of changes * * * *
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