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Abstract of the contribution: This contribution addresses the issues described in Network Slicing Work Task #1 and #4 (NS_WT_#1/WT_#4), i.e. Network Slice Instance Selection and Association and Network Slicing Roaming support. It proposes the Network Slice selection solution in home routed roaming scenario.
1. Discussion
[bookmark: OLE_LINK24]This contribution presents a Network Slice selection solution in roaming scenarios. 
[bookmark: OLE_LINK2]Considering the support of network slicing in roaming scenarios, there are two scenarios:
1. [bookmark: OLE_LINK28]Home routed roaming case: The UE’s traffics are transferred via the UP functions in both VPLMN and HPLMN. The NFs in the VPLMN cooperate with the NFs in the HPLMN to provide the end-to-end services for the roaming UE. 
2. Local breakout roaming case: The UE’s traffics are transferred via UP functions within VPLMN, and the HPLMN may provide policy control function for the roaming UE. 
This contribution focuses on the first case – Home routed roaming case, and proposes a Network Slice selection solution in home routed roaming scenario based on the discussion and proposal in S2-164511.
In the architecture, two Network Slice instances or sub Network Slice instances need to be selected to provide the end-to-end services for the roaming UE. One is provided by the VPLMN, while another is provided by the HPLMN. 


Figure 1: Roaming reference architecture with supporting slicing – home routed scenario
2. Proposal
It is proposed to add the following to the TR 23.799.
* * * Start of Changes * * * 
[bookmark: _Toc456901274][bookmark: _Toc456903022][bookmark: _Toc456903599][bookmark: _Toc458112355]6.1	Solutions for Key Issue 1: Support of network slicing
[bookmark: _Toc456901275][bookmark: _Toc456903023][bookmark: _Toc456903600][bookmark: _Toc458112356]6.1.1	Solution 1.1: Network Slicing without Slicing the radio
This solution applies to Key Issue 1 –Support of network slicing. The solution introduces the high-level solution for the network slicing without slicing the radio.
[bookmark: _Toc456901276][bookmark: _Toc456903024][bookmark: _Toc456903601][bookmark: _Toc458112357]6.1.1.1	Architecture description
In this solution it is assumed that any slicing of a PLMN is not visible to the UEs at the radio interface. So in this case, a slice routing and selection function is needed to link the radio access bearer(s) of a UE with the appropriate core network instance. The solution is comparable to what is introduced with the DÉCOR feature. The solutions do not make any assumption on any potential RAN internal slicing. The main characteristics is that the RAN appears as one RAT+PLMN to the UE and any association with network instance is performed network internally, without the network slices being visible to the UE.


Figure 6.1.1.1-1: Control plane interfaces for network slicing with common and slice specific functions
Editor’s note:  For network slices that have a common CP NF, it is FFS whether the RAN has an additional direct interface to the slice specific CP NFs.
Editor’s note:  It is FFS whether the slice specific CP NFs have a direct interface to the Subscriber Repository.
Each network slice instance has a network slice specific instance ID (NSI-ID).When there are common CP NFs, the NSI-ID is a combination of a common CN NF ID and a slice specific ID.
[bookmark: _Toc456901277][bookmark: _Toc456903025][bookmark: _Toc456903602][bookmark: _Toc458112358]6.1.1.2	Function description
The slice selection function (SSF) may be provided by the RAN, e.g. like today's NAS Node Selection Function. Alternatively, a CN provided function may perform that task. The slice selection function routes select an appropriate slice for the UE based on UE provided and possible CN provided information.
As all network instances of the PLMN share radio access there is a need for separating any access barring and (over)load control per slice. That may be accomplished comparable to today's separated access barring and (over)load control that is provided per PLMN operator for network sharing.
With that solution there may be CN resources that cannot be fully separated, e.g. transport network resources. Any RAN internal slicing or managing of shared RAN resources is for RAN WGs.
The SSF handles the UE’s initial Attach Request by selecting an appropriate slice for the UE based the UE’s subscription information, UE usage type and service type.  During the attach procedure the SSF associates the UE to one default slices and/or a UE specified slice type.  The UE may subsequently request other services that result in attachment to other slices. If the UE is re-attaching to the network after attaching to a specific network slice, the UE may provide the NSI-ID in the Attach Request. In this case, the AN can send the request directly to a CP NF corresponding to the specified slice.  
After selecting the Network Slice, the SSF may perform the NNSF to select the CP NFs corresponding to the selected slice.  Alternatively, the SSF may forward the NSI-ID to the AN and the AN can perform the NNSF.  
Editor’s note:  whether the Attach procedure described in this solution can be combined with the initial slice selection procedure described in clause 6.1.3 is FFS.
The UP connections for the UE can be established by the selected CP NF. This can be established during the attach procedure or it can be setup after the UE sends a New Service Request. If it is established during the attach procedure then a default or UE specified UP connection is setup.  
After the attach procedure, a UE can be associated with multiple slices if the UE sends multiple new service requests for services that are provided by different slices.  The attach procedure is the same for the case where the UE can attach to one slice or multiple slices.
The SSF is involved in the following procedures:
-	Attach procedure
-	The SSF selects a slice for the UE during the initial attach procedure based on the UE’s subscription information, UE usage type and service type (if provided).
Editor's note: Details of the Service Type whether to use existing parameters or new parameters is FFS.
-	The SSF performs a UE identity check before a slice is selected. This function may be common to all slices.  
-	The SSF may associate the UE with one default slices and/or a UE specified slice during the attach procedure.  
-	The SSF may perform the NNSF and send the selected CP NFIDs to the AN. Alternatively it may select the NSI (Network Slice ID) and the AN performs the NNSF.  
-	New service request
-	The SSF may select additional slices for a UE after the initial attach request.  
-	The new service request may be forwarded to the SSF by the common CP MM selected from the initial attach procedure.  
The UE attach procedure is illustrated in the following figure.
It is assumed that the MM NF handles the Attach Request. The MM NF is common if there is a shared CP and slice specific if it is not shared. 
  Editor’s note:  For the NFs other than MM which can be shared is FFS. 
Slice specific authentication and authorization may be required when slices require different levels of security.  
The attach procedure applies to the following three cases:
1. The MM, AU and SM are all slice specific NFs (e.g. Group A slice configuration).
2. The MM is a common NF. The AU and SM are slice specific NFs.
3. The MM and AU are common NFs. The SM is a slice specific NF.  
Editor’s note:  It is FFS whether common and slice specific authorization are both applied.
Editor’s note:  When slices are configured with different levels of security, slice resource isolation should ensure that the slices with a higher security level are not compromised by UE’s attaching to a lower security slice.  


Figure 6.1.1.1-2: Initial attach procedure and re-attach procedure.
1.	The UE sends an initial Attach Request to the AN. The AN forwards the Attach Request to the SSF.
2.	The SSF determines which slice(s) the UE is selected by accessing the Subscriber Repository and performs an identity check to check whether the UE is authenticated and permitted to access the network. 
3.	The SSF selects the appropriate slice based on the information received from the UE in the Attach Request and profile information in the Subscriber Repository. The SSF selects the NSI-ID or the CP NF IDs. 
4.	The SSF sends the selected NSI-ID to the AN. If the SSF selects the CP NFs, it sends the CP NF IDs to the AN.  
5.	If the SSF selects the NSI-ID in step 4, the AN performs the NNSF by selecting the CP NFs from a pool of CP NFs corresponding to the NSI-ID.
6.	Common or Slice Specific Authorization:
a.	The AN forwards the Attach Request to the MM NF and the MM selects the AU NF to handle the slice authorization. The AU NF can be either a common NF or slice specific NF.  
b.	The AU performs the authentication/ slice authorization procedure by checking the UE identity with the Subscriber Repository. The procedure determines whether the UE is authorized to access this slice. 
c.	(Optional) Setup of the UP connections for a default and/or UE specified slice. 
d.	The AU sends an Attach Response to the MM. The sends the response to the AN.  
7.	The AN sends an Attach Response to the UE.  The Attach response includes the NSI-ID that can be used when the UE is required to re-attach to the network.  
8.	If the UE re-attach to the network, it can send an Attach Request to the AN with the NSI-ID.
9.	The AN can forward this directly to the appropriate MM NF.  
10.	Steps 6 – 8 from the initial attach procedure can be performed.  
If no UP connection is setup or if only a default UP connection is setup for the UE and the UE requests for a service that is provided by another slice then another UP connection for the UE is setup during the New Service Request procedure.  
This procedure is illustrated in the example in Figure 6.1.1.1-3.  In the example, the UE has a connection to common MM NF. The SM NF is assumed to be slice specific. The AU NF can be either common or slice specific.


Figure 6.1.1.1-3: New service request procedure after an initial attach request.
1.	The UE sends a request for a new service.
2.	Slice Selection Procedure for the new service request:
a.	The New Service Request is forwarded by the AN to the common MM NF based on the NSI-ID , which  was selected during the attach procedure
b.	If the service cannot be provided by the current slice then the MM forwards the request to the SSF to determine which slice to select.
c.	The SSF selects the appropriate NSI-ID.  
d.	The SSF sends the New Service Request with the NSI ID to the AU NF.
3.	Authentication and Authorization:
a.	If the AU NF is slice specific, the AU performs the slice specific authentication and authorization procedure.
b.	If the AU NF is a common function for all slices then the authentication procedure is only performed for the first slice that is associated with the common MM and AU NFs.  
4.	The MM forwards the New Service Request to the corresponding SM.  
5.	The SM performs the session management procedure to setup the UP connection.  
6.	The SM sends a New Service Response to the UE.  
Editor’s note: It is up to the operator to determine how to compose the slices (i.e. using common or slice specific SM and AU NFs).
Figure 6.1.1.1-4 shows an example for new session establishment procedure after a successful attach procedure in home routed roaming scenario. In the example, the Common CP NFs in the VPLMN can be the MM functions, while the vSM NF and hSM are assumed to be NFs of non-Shared Slice CN part. It is assumed that for the roaming UE there are no Common CP NFs for the Network Slices in the HPLMN.

 Figure 6.1.1.1-4: New session establishment request procedure in home routed roaming scenario.
1. The UE sends a request for establishment of a new session.
2. The new session establishment request is forwarded by the AN to the common CP NF in the VPLMN (e.g. MM) based on the UE temporary ID, which was allocated during the attach procedure.
3.  If the service cannot be provided by the current slice in the VPLMN then the Common CP NF forwards the request to the vSSF (i.e. SSF in the VPLMN) to determine which slice to select.
4.  The vSSF selects the appropriate NeS-ID of VPLMN based on UE’s subscription information, UE usage type, service type, UE capability, and the HPLMN ID.
NOTE: The VPLMN may select a specific network slice instance for roaming UE from HPLMN, which depends on the network slice deployment of VPLMN and the roaming agreement between the two operators.  
5.  The vSSF sends a Network Slice selection request to the hSSF (i.e. SSF in the HPLMN), which includes the UE ID, service type, and the selected slice type or NeS-ID in the VPLMN.
NOTE: If the slice type or NeS-ID is standardized or can be understood by the HPLMN, the hSSF can select the slice of the HPLMN by using the slice type or NeS-ID of the VPLMN as a reference.
NOTE: The vSSF can derive the IP address of the hSSF via DNS mechanism or other mechanism.
6.  The hSSF selects a NeS-ID of HPLMN based on the information included in the Network Slice selection request.
7.  The hSSF sends a Network Slice selection response to the vSSF, including the selected slice type or NeS-ID in the HPLMN, or IP address of the SM NF in the selected Network Slice.
8.  The vSSF sends the session establishment request to the vMM with the selected NeS-ID of the VPLMN and the NeS-ID (or slice type) of the HPLMN or IP address of the hSM NF.
9.  The vMM forwards the session establishment request with the NeS-ID (or slice type) of the HPLMN or IP address of the hSM NF to the corresponding vSM.
NOTE: The vMM determines the corresponding vSM NF based on the NeS-ID of the VPLMN.
10.  If the IP address of the hSM NF is not included in the session establishment request, the vSM uses the NeS-ID (or slice type) of the HPLMN to select the hSM via DNS mechanism. Then the vSM and hSM perform session management procedure to setup the UP connection. The details should be discussed in Session management Key issue.
   11.  After the session establishment finished, the vSM sends a session establishment response to the UE via the MM.

[bookmark: _Toc456901278][bookmark: _Toc456903026][bookmark: _Toc456903603][bookmark: _Toc458112359]6.1.1.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * End of Changes * * * 
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