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Abstract of the contribution: This contribution proposes that not only the MM and SM NAS messages should be decoupled over NG2, but also the NG2 MM and NG2 SM messages should also be decoupled. It is also proposed the CCP allocates one session ID for each PDU session. 
1.	Discussion
It should be clarified that the CCP provides proxy function not only for the SM NAS messages between the UE and SM function, but also the SM NG2 messages between the RAN and SM function. So the CCP don’t need to understand and modify the SM NAS message and SM NG2 messages.
In case of PDU session establishment, the CCP should decide whether same SM instance or different SM instance should be selected based on the information provided by the UE. Because the CCP is the termination point of NAS, it is possible to allocate a PDU session ID which can uniquely identifies one PDU session in the whole UE context. The PDU session ID can be used as reference to the PDU session in the following SM related modification or release messages.

2	Proposal
It is proposed to agree the following text in the TR23.799.

/******************** Start of Changes ***************/
[bookmark: _Toc456901538][bookmark: _Toc456903287][bookmark: _Toc456903864][bookmark: _Toc458112620]6.4.17	Solution 4.17: Relationship between CCP(MM) and SM
[bookmark: _Toc456903288][bookmark: _Toc456903865][bookmark: _Toc458112621][bookmark: _Toc456901539]6.4.17.1	Architecture description
[bookmark: _Toc456903289][bookmark: _Toc456903866][bookmark: _Toc458112622]6.4.17.1.1	Overview
This solution deals with the features that belong to what 3GPP has so far (e.g. in 24.301) called Mobility Management (MM) and Session Management (SM) . It focuses on the impacts of network slicing (especially for UE that would be served by multiple slices) on the relationship between MM and SM
NOTE1: 	This solution considers only per UE features e.g. features like PWS are not considered.
Following architecture is assumed 
Editor’s note:	The figure below will need to be refined per the agreements reached on other Key Issues. 



Figure 6.4.17.1-1: CCP split from SM
This solution studies an architecture where SM would be split up from a Common Control Plane function (CCP) that supports the MM functionalities together with a NG1(NAS) + NG2 Front End.
-	In case the UE is served by multiple slices the CCP belongs to the Common Core Functions (“group B” architecture),  
NOTE 2: MM manages the UE as a whole so can hardly be sliced. For example the reachability or the location of an UE is an attribute of the UE, not of a service of the UE.
-	No further split between entities within CCP  is considered.
-	In case of an UE served by multiple slices there are multiple instances of SM that serve the UE.
NOTE 3: Different SM entities (located in different slices) may manage different services of the UE without conflicting each others.
-	The connection context related with a PDU session in a NGUP (User Plane) is only controlled by one entity (the SM)
-	The UE and the Core Network exchange SM NAS signalling via the common NAS Font-End that is located in the CCP. There is a unique NAS Front-End per UE handling both MM and SM related signalling. The NAS Font-End in CCP terminates NAS security and acts as a relay between the UE and the different SM instances
-	The CCP is not expected to maintain session context or be aware of the content of SM NAS message except for NAS SM message routing. SM NAS message are processed by SM. Accordingly Session contexts should only be stored at SM. 
-	NAS MM messages and NAS SM messages and the corresponding procedures should be decoupled, so that the NAS Front End inside CCP can easily know if one NAS message should be routed to SM, or locally processed in the CCP.
 
-	NG2 signalling related with UE is terminated in the CCP i.e. there is an unique NG2 termination for a given UE regardless of the number of  PDU sessions (possibly zero) of this UE. To ensure a better decoupling of CCP(MM) and SM, not only to decouple the NAS SM and NAS MM, the Mobility Management and Session Management related information towards the RAN shall also be decoupled within NG2 signalling. The CCP(MM) don't need to understand or modify the SM related information between RAN and SM and NAS SM messages between UE and SM.
NOTE 4: This
-	 ensures that the RAN needs only to consider one single termination in the Core for the NAS signalling that it relays and this independently of the internal structure of the Core (independently of the Core slicing)
-	simplifies the procedures related with NAS security (avoiding that each slice has to manage NAS security and the necessary re-Authentication that may be needed to refresh the NAS security keys) 
[bookmark: _Toc456901540][bookmark: _Toc456903290][bookmark: _Toc456903867][bookmark: _Toc458112623]6.4.17.1.2	Potential interactions between CCP (MM) and SM
Some Mobility related events or state transitions have an impact on the PDU sessions and may require action on the NGUP (the User Plane entities in the Core) i.e. on NG4. Likewise some Session related actions are required towards the AN (on NG2)
1.	At the set-up / modification of a PDU session: the SM needs to interact with CCP in order to send to the AN Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information (User Plane address of the AN) in order to control DL data forwarding in the NGUP(s). This corresponds to NG2 impacts of SM events.
2.	At the release of a PDU session: the SM needs to interact with CCP in order to remove the corresponding Data handling policies in the AN. This corresponds to NG2 impacts of SM events
3.	At the transition from IDLE to CONNECTED: the SM needs to interact with CCP in order to send to the RAN Data handling control information (e.g. indication of where to send UL traffic from the UE, rules related with the QoS associated with data flows) and needs to receive from the AN DL Data forwarding address information (User Plane address of the AN) in order to control DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG2
4.	During a Hand-Over : the SM needs to interact with CCP in order to receive from the RAN the DL Data forwarding address information  (User Plane address of the RAN) from the RAN in order to control DL data forwarding  in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG4
NOTE:	The interaction information between CCP(MM) and SM in Handover procedure depends on the detail handover solution discussed in mobility management key issue.
1.	When the UE becomes IDLE, CCP notifies the SM in order for SM to modify the settings for DL data forwarding in the NGUP(s). This corresponds to the handling of a MM event requiring the exchange of session related information on NG4
2.	When it has been made aware by the NGUP that some DL data has arrived for an UE in IDLE mode (and the UE is not known to be in a power saving state), the SM has to be able to interact with CCP in order to trigger UE paging from the RAN. This corresponds to MM impacts (including NG2 impacts) of SM events
3.	The SM may need to interact with CCP in order to be able to control the NGUP(s) based on the power saving state of the UE
Editor’s note: The impacts of the various SSC (session and service continuity) modes to the split between CCP and SM are FFS
Management of the relationship between CCP and SM
Some functionalities are needed in the CCP to deal with the multiple SM that serve the UE: These functionalities are aware of the SM that serve the UE and Route NAS SM signaling and session related NG2 messages to SM.
-	CCP store the identification of serving SM function(s) of UE
-	The relationship between CCP and a SM entity is created at the first PDU session for the UE that is handled by a SM instance and released when the last PDU session for the UE is deactivated in SM.
-	SM stores the identification of serving CCP (MM) function of UE.
Further considerations
-	The SM needs to receive an indication of the permanent user identity of the UE having sent a NAS SM message. This is needed for Policy, charging and LI interactions. 
-	When SM needs to send NAS SM signalling to an UE, it provides the permanent user identity of this UE, in order for the NAS Front-End to retrieve the corresponding NAS signalling security context.
-	When multiple PDU sessions are established toward same SM instance or different SM instances, the CCP allocates a PDU session ID to uniquely identify one PDU session in the UE context. The PDU session ID needs to be sent to UE and the SM instance and can be used as reference to the PDU session in the subsequence messages. 

[bookmark: _Toc456901541][bookmark: _Toc456903291][bookmark: _Toc456903868][bookmark: _Toc458112624]6.4.17.1.3	Subscription data
It is needed to Control whether NAS SM requests from the UE comply with the user subscription. SM enforces such control.
Editor’s note: Potential CCP-SM interactions related with subscription data are FFS.
[bookmark: _Toc456901542][bookmark: _Toc456903292][bookmark: _Toc456903869][bookmark: _Toc458112625]6.4.17.2	Function description
Editor's note:	This clause will contain function descriptions and the interactions among the network functions.
[bookmark: _Toc456901543][bookmark: _Toc456903293][bookmark: _Toc456903870][bookmark: _Toc458112626]6.4.17.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.


/******************** End of Changes ***************/
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