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FIRST CHANGE
E.7
Retrieval of Network Provided Location Information in GPRS/EPS

Information related to the location of the user provided by the access network may be required in IMS in order to comply with regulatory requirements (e.g. data retention, lawful interception) and/or in order to enable certain types of added value services based on the user's location.

Depending on usage scenario, the following mechanisms are defined and can be used to retrieve the user location and/or UE Time Zone information from the access network when using GPRS and/or EPS to access IMS:

-
The P‑CSCF can retrieve the user location and/or UE Time Zone information using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12]. Operator policy determines whether to provide the the user location and/or UE Time Zone information from the access network in the INVITE request or within a subsequent message of the dialog.

-
When the user location and/or UE Time Zone information is required from the access network but not already available (e.g. when required in an INVITE request, when it is needed prior to session delivery, or when call is broken out to a MGCF), an IMS AS can trigger the retrieval of the user location and/or UE Time Zone information from the SGSN/MME via the HSS as specified in TS 29.328 [79] and as described in clause 4.2.4a.

Operator policies at P-CSCF and IMS AS need to be coordinated in order to ensure that the appropriate method to retrieve the user location and/or UE Time Zone information is used for specific scenarios according to operator's preferences. The IMS entity that retrieves the user location and/or UE Time Zone information shall have the capability to further distribute the information to other IMS entities once it has been retrieved. User location and/or UE Time Zone information provided in the signaling by the network shall be possible to distinguish from user location information provided by the UE. The transfer of the user location and/or UE Time Zone information within IMS signalling shall not affect the transfer of any UE provided user location information. Information flows on how user location and/or UE Time Zone information can be further distributed within IMS depending on the alternative mechanism used can be found in Annex R.

The level of granularity of user location information may be changed at network/trust boundaries. Thus, the level of user location information granularity that can be retrieved by an IMS AS via the HSS-based procedures in roaming scenarios depends on inter-operator agreement, and needs to be aligned with policies in the P-CSCF.

E.7A
Subscription to changes in IP-CAN at IMS session setup and session teardown

At IMS session setup, the P‑CSCF may subscribe to the PCRF notifications to changes of IP-CAN type if configured to do so. Upon receipt by the P-CSCF of a notification related to an IP-CAN change for an ongoing IMS session, the P-CSCF shall include the relevant information in signalling to the S-CSCF. At IMS session teardown, the P-CSCF may unsubscribe to the PCRF notifications to changes to IP-CAN type if configured to do so.
NEXT CHANGE
Annex V (Normative):
IP-Connectivity Access Network specific concepts when using Untrusted WLAN to access IMS

V.1
General

This clause describes the main IP-Connectivity Access Network specific concepts that are used for the provisioning of IMS services over untrusted WLAN access to EPC.

Following specific considerations apply to the case of untrusted WLAN access:

-
The Mobility related procedures for untrusted WLAN access to EPC are described in TS 23.402 [82].

-
For untrusted WLAN access, ePDG is used to interface the access network and to control relevant PDN connectivity (over S2b) towards a P-GW.

-
For untrusted WLAN access, the way the notification of the loss of IP-CAN session for a UE is triggered within an untrusted WLAN is out of scope of 3GPP specifications.

-
For untrusted WLAN access, the Reporting of User location information (i.e. UE local IP address and Network Provided WLAN Location Information) in the EPS is defined in clauses 4.5.7.2.8, 7.4.3.1, 7.9.2, 7.10 and 7.11.14 of TS 23.402 [82] and the related PCC Access Network Information reporting procedure is defined in clause H.4 of TS 23.203 [54]. Information flows on how user location information can be further distributed within IMS can be found in Annex R.

V.2
UE Provided Access Information in Untrusted WLAN access

A UE accessing IMS via untrusted WLAN shall support the following:

-
If available, provide the identity of the WLAN AP the UE is currently associated with, and used for IMS signalling at IMS registration, IMS emergency registration, IMS session initiation, and in any procedure defined in TS 24.229 [10a], where access network information is provided.

-
If available, provide geographical location coordinates during IMS emergency session setup.

-
Provide the cell information (cell-ID) for the most recent seen cell at IMS registration, IMS emergency registration, IMS emergency session initiation, and in any procedure defined in TS 24.229 [10a] where access network information is provided. The cell-ID access information shall include additional information describing when the information about the cell-ID was collected and that can be used to calculate the "age" of the information. The information about the cell-ID shall be included in an appropriate field of the SIP request that is distinguished from the information about the access network currently used to transport SIP signalling (i.e. Untrusted WLAN).

NOTE:
Operator specific local control policies may be applied and which can result in a registration being accepted, rejected, and/or may also result in additional implementation specific actions. Any node that participates in the registration process (e.g. P-CSCF, HSS) may apply these local control policies.
V.3
Subscription to changes in IP-CAN at IMS session setup and session teardown

At IMS session setup, the P‑CSCF may subscribe to the PCRF notifications to changes of IP-CAN type if configured to do so. Upon receipt by the P-CSCF of a notification related to an IP-CAN change for an ongoing IMS session, the P-CSCF shall include the relevant information in signalling to the S-CSCF. At IMS session teardown, the P-CSCF may unsubscribe to the PCRF notifications to changes to IP-CAN type if configured to do so.
NEXT CHANGE
Annex T (Normative):
IP-Connectivity Access Network specific concepts when using Trusted WLAN (TWAN) to access IMS

T.0
General

This clause describes the main IP-Connectivity Access Network specific concepts that are used for the provisioning of IMS services over a Trusted WLAN (TWAN) access to EPC.

As IMS is accessed over EPC, most of the features defined in clause E for the case of EPC (and PDN connections/EPS bearers) apply in the case of a TWAN access, e.g. a P‑GW is used as an IP anchor point and IP-Connectivity Access Network bearers are provided by PDN connections and bearers.

Following specific considerations apply to the case of a TWAN access:

-
The Mobility related procedures for EPS and TWAN access are described in TS 23.402 [82]

-
TWAG/TWAP (refer to clause 16 of TS 23.402 [82]) are used to interface the access network and to control relevant PDN connectivity (over S2a) towards a P-GW.

-
For a TWAN access, the way the notification of the loss of IP-CAN session for an UE is triggered within a TWAN is out of scope of 3GPP specifications.

T.1
Retrieval of Network Provided Location Information in TWAN access

For a TWAN access, Access Network Information may be reported to the IMS as described in clause E.7 for the case of a GPRS/EPS access, with following exceptions:

-
The Access Network Information being reported to the P-CSCF is defined in clause 16 of TS 23.402 [82].
A Geographical Identifier may be generated by the P-CSCF or an IMS AS based on the retrieved Access Network Information, as specified in clause E.8.
T.2
Subscription to changes in IP-CAN at IMS session setup and session teardown

At IMS session setup, the P‑CSCF may subscribe to the PCRF notifications to changes of IP-CAN type if configured to do so. Upon receipt by the P-CSCF of a notification related to an IP-CAN change for an ongoing IMS session, the P-CSCF shall include the relevant information in signalling to the S-CSCF. At IMS session teardown, the P-CSCF may unsubscribe to the PCRF notifications to changes to IP-CAN type if configured to do so.
End of CHANGES
