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1
Introduction
There is the following Editor’s note associated with the VMO solution:
Editor's note: This solution assumes that V2V/V2P messages are delivered in the downlink using eMBMS. It is FFS whether unicast transport of V2V/V2X messages over Uu is needed and how it can be supported with this solution.
First of all, we are not convinced about the usefulness of unicast delivery for V2X messages for the following reason.

The RAN groups have clearly identified that there are certain V2V use cases that cannot be supported with unicast delivery, as captured in the following excerpt from TR 36.885:

8.1.2 
Uu-based V2V

The following observations are made based on the results of the latency analysis in section 8.2.1 and the results of the capacity analysis in [17] for the agreed evaluation scenarios:
…
· It is challenging to meet the DL capacity requirement for the Urban cases.  We will study DL enhancements to improve the DL capacity.
· Unicast cannot meet the capacity requirements for Urban cases and Freeway cases option 1.  
· We will focus on improvements to DL broadcast mechanisms.
As seen from the excerpt, the RAN groups will be focused on DL broadcast mechanisms.

If there is still desire to use unicast delivery in the downlink, it should be noted that the App Server would probably need to keep track of the traffic load conditions in an area (e.g. keep track of the number of vehicles) in order to decide whether unicast delivery may safely be used.
This being said, the VMO solution can support unicast delivery by merely sending the DL message on the UE’s unicast address associated with the macro PDN connection. UE’s unicast address is known by the local V2X server because it was included in the uplink packet as a Source IP address.

The unicast DL packet will be routed via the macro PDN connection, the ingress point in the EPS being the macro PGW.
Proposal 1: The unicast DL packet in the VMO solution is routed via the macro PDN connection, the ingress point in the EPS being the macro PGW.

Next, there is the following Editor’s note associated with the VMO solution:

Editor's note: It is FFS which option is the most appropriate. Some of them need to be discussed with the RAN WGs.

The solution proposed three ways for identifying V2X messages at the VMO: 1) well-known transport address, 2) Dedicated EPS bearer, and 3) indication in the radio packet. In order to minimise the overall system impact and avoid any impact on the RAN groups, it is proposed to focus on the first option in this release.
Proposal 2: It is proposed to use the well-known transport address option for identifying V2X messages at the VMO.

Finally, there is the following Editor’s note associated with the VMO solution:

Editor's note: For the first two options it is FFS whether VMO needs to be present in every eNB or whether a common VMO residing on S1 can be used for multiple eNBs.

Assuming that the identification of uplink V2X messages is done based on a well-known transport address, the location of VMO can be anywhere on the S1 interface, because the VMO only needs to inspect the Destination IP address and/or port number of the uplink packets. The location of the VMO is then a trade-off between limiting the impact on deployed eNBs on one hand, and minimising the delay for message delivery.
Proposal 3: The VMO can be located anywhere on the S1 interface. The choice of the VMO location is a trade-off between limiting the impact on deployed eNBs on one hand, and minimising the delay for message delivery.

2
Proposal
The following text is proposed to be added to the TR23.785.

>>>>>>>>>>>>>>>>>> Start of Change <<<<<<<<<<<<<<<<<<

6.5
Solution #5: RSU based on V2V/V2P Message Offload function in eNB or on S1

6.5.1
Functional Description

6.5.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service" and Key Issue #6b "Latency improvements for eMBMS".
The proposed solution applies to the case where the UE sends the V2X message via LTE-Uu and the V2X message is re-broadcasted to surrounding UEs using MBMS as shown in Figure 6.5.1.1-1. 
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Figure 6.5.1.1-1: V2X message transmission/reception for V2V/V2P Services via LTE-Uu
The solution description focuses only on the uplink side of Uu. The downlink side of Uu relies on eMBMS and can reuse the architecture proposed in other solutions (e.g. Solution #3 described in clause 6.3).

In order to reduce the latency for transferring V2X messages for V2V/V2P Service using LTE-Uu, localised routing of V2X messages for V2V/V2P Services is proposed. However, contrary to Solution #3, this solution does not rely on SIPTO@LN defined in TS 23.401 [7] for localised routing of V2X messages originated by UEs. Instead, this solution relies on a V2V/V2P Message Offload (VMO) function residing in the eNB or on S1 that identifies the traffic corresponding to V2V/V2P messages and steers it towards a local V2V/V2P application server, as illustrated in Figure 6.5.1.1-2.
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Figure 6.5.1.1-2: Uu-based RSU including a V2V/V2P Message Offload (VMO) function

NOTE 1:
The figure focuses only on the uplink side of Uu. The downlink side of Uu relies on eMBMS and can reuse the architecture proposed in other solutions (e.g. Solution #3 described in clause 6.3). 

NOTE 2:
The solution focuses on V2P/V2V messages only. The second V1 reference point in Figure 6.5.1.1-2 towards a V2N/V2I application server in the network is for illustrative purposes only. 

In this architecture the Uu-based RSU includes a V2V/V2P Message Offload (VMO) function for extracting traffic from a "macro" PDN connection established with a PGW entity residing in the network. The VMO function operates on uplink traffic only.

NOTE 3:
The VMO operates on uplink traffic only and does not need require NAT functionality for routing of downlink packets, in contrast to SIPTO/LIPA solutions that have been studied in TR 23.829 [10]. 


NOTE 4:
The VMO solution assumes that downlink delivery for V2V/V2P messages is performed in broadcast mode using eMBMS. If unicast delivery is needed for V2V/V2P messages (for whatever reason), the unicast downlink packet sent by the local application server is routed via the PGW of the UE’s macro PDN connection. The application server knows UE’s IP address as it has been received in the Source IP address field of the uplink packet carrying the V2V/V2P message.
It is assumed that the vehicle-mounted UE has a permanently established "macro" PDN connection to enable V2X messaging for V2N/V2I services with an application server residing in the packet data network, or to enable transport of other IP-based (non-V2X) traffic.

At the same time, the UE uses the same PDN connection for sending V2V/V2P messages to the RSU so that they can be re-broadcasted in the area around the UE.

In this architecture there is no need to re-establish a new PDN connection as the UE moves from one eNB to another, because the "macro" PDN connection is anchored deep inside the mobile operator's network. However, the VMO function needs to be able to identify V2V/V2P messages from the overall uplink traffic flow, so that they can be offloaded and forwarded to a local V2P/V2V application server.

There are several possibilities for identification of V2V/V2P messages:

-
Well-known destination transport address: Assuming that the V2P/V2V messages use a well-known Destination transport address (i.e. Destination IP address and/or Destination Port number), the VMO function can identify them by only looking at the Destination transport address fields in the uplink IP packet ("shallow packet inspection").

-
Dedicated EPS bearer: A dedicated EPS bearer on the "macro" PDN connection is used for exchanging traffic between the UE and the RSU. Any data packet sent on the dedicated EPS bearer is extracted at the VMO function without deeper inspection. The dedicated EPS bearer is identified at the UE and the eNB by using a special QCI value, or by using other explicit NAS and S1-AP signalling. 

-
An indication in the PDCP (or MAC) header: When sending a V2V/V2P message (in contrast to a V2N/V2I message) the UE sets an indication in the corresponding PDCP (or MAC) header. With this option the UE can sent the message either as an IP packet or as a non-IP packet. The UE can "hijack" any of the established EPS bearers e.g. depending on the QoS with which the message needs to be handled. This option works only if the VMO is collocated with the eNB.


Editor's note: Charging aspects for V2V/V2P messages offloaded by the VMO are FFS.


NOTE 5:
In any of the options listed above the identification of V2V/V2P messages is performed on identifiers that are not part of the encrypted V2V/V2P message payload.

NOTE 6:
For the option with well-known transport address the VMO can be located anywhere on the S1 interface. The choice of the VMO location is a trade-off between limiting the impact on deployed eNBs on one hand, and minimising the delay for message delivery.
6.5.2
Procedures

6.5.2.1
V2X message transmission/reception in Uu-based RSU including a VMO function
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Figure 6.5.2.1-1: V2X message transmission/reception in Uu-based RSU including a VMO function
1.
UE obtains necessary information for MBMS reception of V2X messages for V2V/V2P Services.

2.
UE-1 sends a V2X message over LTE-Uu. UE-1 has already an established PDN connection that it uses for exchange of V2N/V2I messages with a V2N/V2I server in the network or for other IP-based traffic.

The eNB receives the V2X message. The VMO function in the eNB or on S1 identifies the message as being a V2V/V2P message. The VMO function extracts the V2X message and forwards it to a local V2V/V2P Application Server over an unspecified interface.

3.
The V2V/V2P Application Server decides to broadcast the V2X message and determines the target area of the message. The V2V/V2P Application Server sends the V2X message to the target area of the message using MBMS delivery.

4.
UE-1 sends a new V2X message over LTE-Uu.

The eNB receives the V2X message. This time the VMO function in the eNB identifies the message as being a V2N/V2I message. The VMO function lets the message through towards the SGW/PGW. The message is forwarded to a V2N/V2I Application Server residing in the packet data network.

6.5.3
Impact on existing entities and interfaces

A V2V/V2P Message Offload (VMO) function in the radio access network. To enable VMO-based implementations 3GPP needs to specify a well-known transport address to which uplink V2V/V2P messages are sent.
The well-known transport address can be obtained by the UE using application-layer signalling over the macro PDN connection.

The well-known transport address needs to be configured in all VMOs in the operator’s network.
6.5.4
Topics for further study

It is proposed in this release to focus on the option based on well-known transport address for identification of V2V/V2P messages.

6.5.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
>>>>>>>>>>>>>>>>>> End of Change <<<<<<<<<<<<<<<<<<<  
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