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4.5.7.2.1

Introduction

This clause provides an overview about the EPC functionality for emergency PDN connections used to support IMS Emergency Session over WLAN un trusted access to EPC defined in TS 23.167 [83]. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.

UEs request a PDN Connection for emergency services (also called an emergency PDN connection) when they are aware they need to establish an IMS emergency session.

The UE should give precedence to 3GPP access, when available, for issuing an Emergency service 








In this release of the specification, the same four behaviours of IMS emergency session support as identified in TS 23.401 [4] clause 4.3.12 are applicable.
To get EPC access for emergency services the UE shall select an ePDG that supports emergency services. This is defined in clause 4.5.4a. Then the UE executes the procedure of Initial attach for S2b emergency services described in clause 7.2.5

An ePDG that supports emergency services is configured with Emergency Configuration Data that are applied to all PDN Connections for emergency services. The Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, may contain the statically configured PDN GW for the Emergency APN, and may also contain information on the default QoS to apply to a PDN Connection for emergency services (as defined in clause 4.5.7.2.4).

The following procedures apply for emergency PDN connections for untrusted WLAN case:

-
procedures defined in clause 7.4.3 ("UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection");

-     procedures defined in clause 7.6 (“UE-initiated Connectivity to Additional PDN”);

-
procedures defined in clause 7.9.2 ("PDN GW initiated Resource Allocation Deactivation");

-
procedures defined in clause 7.10 ("Dedicated S2b bearer activation");

-
procedures defined in clause 7.11.1 ("PDN GW initiated bearer modification").
-     procedures defined in clause 8 (“Handovers without Optimizations Between 3GPP Accesses and Non-3GPP IP Accesses”)
As part of these procedures, the UE local IP address and optionally UDP source port number (if NAT is detected) are reported from ePDG to the PDN GW. When Access Network Information reporting has been set by the PCRF, the UE local IP address is reported to the PCRF.

NOTE:
The UE local IP address is used by the UE for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel to the ePDG.


The emergency PDN connection is not a subscribed service. Thus procedures related with HSS Initiated Subscribed QoS Modification in clause 7.11.2 or procedures related with "HSS/AAA-initiated Detach Procedure" in clause 7.4.4 do not apply to emergency PDN connections.


Procedures related with S2c do not apply to emergency PDN connections. Procedures related with S2a do not apply to emergency PDN connections.

