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Abstract of the contribution: This contribution proposes an alternative solution for registration and authentication key issue for non-roaming UEs with separating the corresponding CS and IMS procedures. 
Discussion:
The solution in S2-162078 proposes to execute the CS authentication in the S-CSCF, which is mixing CS and IMS security procedures. This solution proposes to keep the CS authentication separated in the ICS-IWF, and not in an IMS entity. 
It is proposed to add the following solution to the TR 23.719:
Start of Change

6.X
Solution #: Registration and authentication for non-roaming UEs
6.X.1
Description

The solution is based on the call flow for the inbound roaming support solution, where there is a clear separation of the CS authentication and the IMS registration, since the IMS registration from the MSC-Server does not require any challenge/response. And only makes sense to be executed if the UE itself is able to authenticate on the CS leg towards the MSC-Server. 
The IWC-IWF is providing the VLR role and sends the CS authentication vector to the MSC-Server and authenticates the corresponding response from the UE. 
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Figure 6.x.1-1: Registration & Authentication procedure for non-roaming UE
1.
The UE sends a Location Update Request message to the MSC-Server. 

2.
The MSC contacts the ICS IWF, sending a Diameter Authentication Request, including the IMSI. 

3.
The ICS IWF sends an Authentication Parameter Request with the IMSI of the UE.

4.
The HSS provides back the Authentication Info with the IMSI, Kc, RAND and SRES parameters.

5.
The ICS IWF provides the Diameter Authentication Info Request with the RAND parameter to the MSC-Server. 

6.
The MSC-Server sends an Authentication Request with the RAND value to the UE.

7.
The UE computes the SRES and provides it back to the MSC-Server in the Authentication Response. 

8.
The MSC-Server provides the SRES value to the ISC IWF by sending a Diameter Authentication Request, including the IMSI. 

9.
The ICS IWF compares the SRES and generates a TMSI and allocates a IMRN instead of a MSRN for the UE. The ICS IWF performs Update Location towards the HSS. 

10.
The ICS IWF sends the Kc, TMSI and ICS-flag = true to the MSC Server in the Diameter response. The MSC –Server provides the TMSI to the UE and starts the ciphering with Kc, which is not shown in this flow. 

11. The ISC IWF sends the Location Update Accept message which is send to the MSC-Server in a Diameter message and further to the UE.

12. The MSC Server constructs an IMS identity for the UE based on the available information e.g. a tel-URI from the MSISDN etc. 

13.
 The MSC Server performs IMS Registration and sends a SIP REGISTER to the I/S-CSCF. 

14.
 The I/S-CSCF perform the Cx operations. The S-CSCF downloads the subscriber profile from the HSS including the iFC(s). 

15.
 The S-CSCF sends the 200 OK back to the MSC-Server

16.
 The S-CSCF performs 3rd party registrations according to the iFC(s) to notify the AS that the MSC Sever is registered.

17.
 The AS subscribes to notifications and subscription downloads data needed for providing the service from the HSS, with a User Data Request (UDR) / User Data Answer (UDA).
End of Change
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