SA WG2 Temporary Document

Page 3

SA WG2 Meeting #115
S2-162565
23 - 27 May 2016, Nanjing, P.R. China
(revision of S2-161691)
Source:
Nokia
Title:
local V2X server discover
Document for:
Decision
Agenda Item:
6.13
Work Item / Release:
FS_ V2XARC / Rel-14
Abstract of the contribution:

This contribution proposes a solution for local V2X server Discovery.
1. Proposal
*** changes to TR 23.785 ***
*** first change ***
6.x
Solution #x: V2X Server Discovery
6.x.1
General

This proposal addresses the key issue #6c

The local V2X Server Discovery can be used to provide the needed V2X configuration for the UE within the V2X serving location for V2X service. The overall illustration is show in figure xx below. 
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Figure xx. UE usage for local V2X server.
For interPLMN operation, UE which obtains the USD can be in MBMS received only mode. As long as MBMS data is not encrypted, UE should be able to acquire the MBMS data via the MBMS configuration information within the USD.
For authorization, local V2X AS can be used to determine if a UE is allowed to access this service based on Application level signalling between the server and UE.

6.x.1
Functional Description

eNb can broadcast the local V2X server information (e.g., FQDN of the server) via system information or, if MBMS is used for V2X service, via SIB 13, via multicast control channel (e.g. MCCH or SC-MCCH), or via multicast traffic channel (similar to MBMS service announcement). 

Once UE receives the local V2X server information from the network, it can register to V2X server via VC1/V1 and receives the necessary information (e.g, V2X configuration such as USD and PPPP mapping information) to receive the V2X message via eMBMS.

6.x.2
Procedures
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Figure 6.x.2-1: Local V2X server discovery

1. 
UE attaches to the network if it has not done so.

2.
UE receives information from eNb (e.g. in SIB) on how to reach V2X server. This information can be e.g., FQDN of the server address.

Note: If UE is in limited service state under LTE (or roaming restriction), it may still be able to reach the V2X server via GPRS/3G or WiFi to get the USD info in order to receive the MBMS broadcast.

3.
Based on the information received from step 2, UE requests V2X service over application signalling (VC1) interface. Local service info may include UE location, application identity, or any other info (TBD) that server needs to obtain in order to allow the UE to access the V2X service in that region. 

4.
V2X server responds with information (e.g, USD and other info (TBD)) to allow UE to receive V2X message over eMBMS.

6.x.3
Impact on existing entities and interfaces
It is for RAN WG to determine how the Local V2X server information is broadcasted.

How UE is connected to V2X server via V1 or VC1 is out of scope of SA2

6.x.4
Conclusions
agree this as working assumption for normative work.
*** end of change ***
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