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Abstract of the contribution: 
This contribution proposes solution that enables operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, contents providers, etc.) that require similar network characteristics.
Introduction

The operators can make new profit by renting its network slice to 3rd parties (e.g. enterprises, service providers, contents providers, etc.) which provide their customers with various services such as zero rating service, enhanced QoE service, VPN service and so on.
These requirements on network slicing are also included in the TR 22.864 v.1.0.0 as follow:
· The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 

· The 3GPP system shall enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises) that require similar network characteristics.
· The 3GPP system shall support the inclusion of 3GPP defined functions as well as proprietary 3rd party or operator provided functions in a network slice.
This paper proposes update of solution for support of multiple connections to multiple network slices to efficiently support multiple 3rd parties.
Proposal
* * * * Start of changes * * * *

6.1.3
Solution 1.3: Support of multiple connections to multiple Network Slices

This solution is to solve the key issue#1 on support of network slicing.

6.1.3.1
Architecture description

To enable a UE to simultaneously obtain services from multiple general Network Slices or 3rd party rented Network Slices of one network operator, the Core Network Instances can be set up as depicted in Figure 6.1.3.1-1. That is:

-
A single set of C-Plane Functions that are in common among Core Network Instances is shared across multiple Core Network Instances;

-
Other C-Plane Functions that are not in common reside in their respective Core Network Instances, and are not shared with other Core Network Instances.
- 3rd party rented Core Network Instances provide APIs for creating and managing Core Network Instances with the 3rd party and have proprietary 3rd party defined C-Plane Functions. 
Editor's note:
Which C-Plane Functions that are common to multiple Core Network Instances and are dedicated for each Core Network Instance are FFS.
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Figure 6.1.3.1-1 Sharing a set of common C-plane functions among multiples Core Network Instances

Editor's note:
Whether to keep this figure in this solution or refer to another high-level network slice architecture captured in another clause is FFS.

Editor's note:
It is FFS whether there is a direct interface between RAN and CP-functions of CN instance.

The principles of the solution depicted in Figure 6.1.3-1 are described as following:

-
A Core Network Instance consists of a single set of C-Plane Functions and a single set of U-Plane Functions.

-
A Core Network Instance is dedicated for the UEs that are belonging to the same UE type. Identifying the UE type is done by using a specific parameter, e.g. the UE Usage Type, and/or an information from the UE's subscription.
-  The Core Network Instance which 3rd party rents is dedicated for the UEs that use the service provided by 3rd party. Identifying the 3rd party service is done by using a specific parameter, e.g. the Application ID provided by the UE.
-  The Core Network Instance which 3rd party rents provides APIs for creating and managing the Core Network Instance configuration (e.g. scale slices) within the limits set by the network operator with the 3rd party.
-
A set of C-Plane functions is responsible, for example, for supporting UE mobility if demanded or for admitting the UE into the network by performing authentication and subscription verification.
-  A set of C-Plane functions defined by 3rd party is responsible, for example, for admitting the UE into the Core network Instance by performing authentication or supporting QoS and policy control of the service. 
-
All C-Plane Functions that are common to multiple Core Network Instances, are not necessary to be created multiple times.

-
Other C-Plane Functions that are not in common with other Core Network Instances are only used by its own Core Network Instance.

-
A set of U-Plane Functions in a Core Network Instance is responsible for providing a specific service to the UE and for transports the U-Plane data of the specific service. For example, one set of U-Plane functions in Core Network Instance#1 provides an enhanced mobile broadband service or a critical communication service to UE by identifying the UE type, whereas another set of U-Plane functions in Core Network Instance#2 provides the service served by 3rd party to the UE.  
-
Each UE can have multiple U-Plane connections to different sets of U-Plane Function that are available at different Core Network Instances simultaneously.

-
The Network Slice Selection Function (NSSF) is responsible for selecting which Core Network Instance to accommodate the UE by taking into account the UE's subscription and the specific parameter, e.g. the UE Usage Type and the Application ID.
-
The C-Plane Selection Function (CPSF) is responsible for selecting which C-Plane Functions within the selected Core Network Instance that the Base Station should communicate with. This selection of C-Plane Functions is done by using the specific parameter, e.g. UE Usage Type and the Application ID.

Editor's note:
Details of the Service Type whether to use existing parameters or new parameters is FFS.

Editor's note:
How CPSF and NSSF interact with the RAN node and the C-Plane Function is FFS.

Editor's note:
Location of the CPSF and NSSF is FFS.

6.1.3.2
Function description
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Figure 6.1.3-2 Signalling flow for supporting connections with multiple Core Network Instances

1.
When a UE first connects to the operator's Network, it sends a network connection request to the RAN node. If the UE provides enough information to the RAN node to route the message to the appropriate Core Network Instance and its corresponding C-Plane function, the RAN node routes this request to this C-Plane function. Hence, the flow continues in step 4. Otherwise, the RAN node forwards it to the NSSF/CPSF, and the flow continues in step 2.

Editor's note:
Whether this connection request includes session establishment request is FFS.

Editor's note:
It is FFS on how RAN node to determine which NSSF/CPSF to be selected for its serving UE.

2.
The NSSF/CPSF determines which Core Network Instance and its corresponding C-Plane function(s) to be connected to by taking into account information in the request from a UE in step#1. In addition, other information from the subscription database may be also considered. In this signalling flow example depicted in Figure 6.1.3-2, this is the Core Network Instance#1.

Editor's note:
Details of such logic and necessary information/parameters to be used for determining the Core Network Instance and its corresponding C-Plane Function(s) is FFS.

Editor's note:
It is FFS, if authentication of UE to access operator's network should occur before the NSSF/CPSF selects Core Network Instance.

3.
The NSSF/CPSF sends a response to the RAN node with the C-Plane function(s) of the selected Core Network Instance#1.

Editor's note:
It is FFS if RAN selection of the "same" C-Plane function(s) selected by NNSF/CPSF is needed.

Editor's note:
Whether additional information to be sent along with this request is FFS.

4.
Based on the response sent in step#3, the RAN node selects a C-Plane Function of the selected Core Network Instance#1.

NOTE 1:
Selection of C-Plane Function at the RAN is similar to what we have for NAS Node Selection Function (NNSF) in eNB, e.g. the eNB selects. The RAN node does not select a C-Plane function that is different than what has been sent in step#3.

5.
The RAN node forwards the UE's network connection request to this C-CPF-1, which was the selected C-Plane Function from step#3 and step#4.

Editor's note:
Whether additional information to be sent along with this request is FFS.

6.
Authentication and admitting the UE into the Core Network Instance#1 is performed.

NOTE 2:
Exact details of UE authentication and UE's subscription verification for step 7 are out of scope of this solution.

7.
UE requests for a communication service (e.g. service#1 that is provided by the Core Network Instance#1).

Editor's note:
Details of necessary information/parameters for determining this new service type is FFS.

8.
The RAN node forwards the request for service to the C-CPF-1.

9.
The C-CPF-1 selects C-Plane Function of the Core Network Instance#1 and forwards the UE's request for the service#1 to this CPF-1 in Core Network Instance#1 (i.e. CNI-1 CPF-1 as depicted in Figure 6.1.3-2).

Editor's note:
It is FFS to clarify the relationship of C-CPF-1 w.r.t. to other CP functions for Core Network Instance.

Editor's note:
Whether additional information to be sent along with this request to CPF-1 in Core Network Instance#1 is FFS.

Editor's note:
It is FFS, whether additional authorization to admit the UE to access Core Network Instance#2 is needed.

10.
After a successful session establishment, the CPF-1 in Core Network Instance#1 sends the session response back to C-CPF-1.

11.
The C-CPF-1 sends a new service response back to the UE via the RAN node.


12. UE request for the service served by the 3rd party, which rents the Core Network Instance #2, with the Application ID and the authentication information of the service.

Editor’s note: Details of authentication information of the service is FFS.
13.
The RAN node forwards the request for new service to the C-CPF-1.

14.
The C-CPF-1 selects C-Plane Function of the Core Network Instance#2 and forwards the UE's request for the new service to this CPF-1 in Core Network Instance#2 (i.e. CNI-2 CPF-1 as depicted in Figure 6.1.3-2).
15. Authentication and admitting the UE into the Core Network Instance#2 is performed.


16. .
After a successful session establishment, the CPF-1 in Core Network Instance#2 sends the session response back to C-CPF-1.

17. .
The C-CPF-1 sends a new service response back to the UE via the RAN node.

6.1.3.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * End of changes * * * *
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