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Abstract of the contribution: This contribution proposes to add a New solution for user plane session to enable (re-)selection of efficient user plane path.
1. Introduction
SA2 agreed in [1] that NexGen architecture should enable (Re-)selection of efficient user plane path:
Scenarios to be considered:
· UE(s) attached to the mobile network and communicating with each others

· UE and a service hosting entity residing close to the edge (including the radio access network) 
Minimising impact to the user experience (e.g. minimisation of interruption time and loss of packets) when changing the anchoring point for some or all packet data connections of a UE.
This paper proposes PDU Session topology. This proposal assumes that local switching support can be enabled for a certain PDU session (thus it requires update to the existing definition of PDU session in TR 23.799).
2. Limitations of the user plane path framework in 3G/4G
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Figure 1: Packet forwarding between UE and Packet Data Network in 3G/4G networks

Figure 1 shows the principle on how packets are forwarded between user equipment (UE1 and UE2) and a packet data network (PDN) based on the current 3G/4G core network architecture. All packets of a UE are sent along an end-to-end PDN connection between the user equipment and the IP anchor being the PDN gateway (P-GW). 
IP service packets travel along a path between UE, over the access node and the mobility anchor (SGW) to the PDN gateway. This path is independent from the actual target IP address of a service packet. Even if the target is a UE in the same cell or in a neighbour cell all packets are first forced to the IP anchor, which may be hundreds of kilometres away. The user plane of the PDN gateway with the IP anchor is the first entity with a processing function being able to forward the packet according to its target IP address (IP routing). In Figure 1 this function is indicated as “user plane processing” function (UPP).
While this architecture fits nicely for use cases with central service edges like Internet access or mobile broadband access to other packet data networks, it is obviously sub-optimal for more localized use case like vehicular ad-hoc networking or multi-edge content distribution scenarios with local service edges.
In the latter context, it is important to note, that in 3G/4G networks it is not possible to access two service edges, e.g. a local service edge and central service edge by using only a single PDN connection. It would only be possible by setting up two simultaneous PDN connections, each to one edge, which has the disadvantage of becoming visible to the UE, and possibly its operating system and application software. This is because the PDN connection model based Packet Switched Networking principles are inherited from 2G GPRS that makes each PDN connection to look like a different physical network interface from the IP stack point of view.

In a 5G architecture it is envisioned that user plane architecture should be specified in such a way that it enables support for efficient user plane path framework. Thus it is essential to consider support for local switching as part of PDU session framework.
References:
[1] TR 23.799 V0.2.0 (2016-02); 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Study on Architecture for Next Generation System (Release 14)
Proposal
It is proposed to add the following solution description to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * * (all new text)
6.4.x
Solution for User plane Session to enable (Re-) selection of efficient user plane path

This solution applies to key issue 4 (Session Management) and key issue 5 (enable (re-)selection of efficient user plane path).

6.4.x.1
Architecture description 
In a 5G architecture it is envisioned that user plane architecture should be specified in such a way that it enables support for efficient user plane path transfer. Thus, it is essential to consider support for local switching as part of PDU session framework.

This solution addresses cases where a PDU session is served by 2 UPGW (User Plane Gateways):

· An UPGW acting as PDU session anchor that serves the UE during the whole life time of the PDU session
· An UPGW acting as local Mobility Anchor that may be reallocated during the life time of the PDU session
NOTE1: In many case a PDU session is served by a single UPGW.
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Figure 6.4.x.1-1: Inter UE traffic forwarded by user plane processing functions located at mobility anchors.

Figure 6.4.x.1-1 shows a scenario with UPGW acting as mobility anchors distinct from the UPGW acting as PDU session anchor for the same PDU session. In case different UE (like UE 2 and UE 3 in the Figure 6.4.x.1-1) have an established PDU session towards the same APN and are served by the same mobility anchor, local switching shortcuts the traffic forwarding between these UE. The shortcut involving UE(s) not served by the same Mobility anchor (e.g. UE1) would require a lot of distribution of service forwarding state across the UPGW functions when a mobility anchor of a UE changes. Thus this kind of shortcut is not supported. 

To meet charging and security requirements this deployment assumes that the possibility to locally switch traffic between UE at the mobility anchor:
1. is allowed only for traffic within the same APN
2. is controlled by operator policies that at least take into account the APN and the roaming conditions. The Mobility anchor enforces traffic shortcut only when allowed by the CN CP function controlling this Mobility anchor
3. requires the Mobility anchor to support APN-AMBR enforcement
4. requires the Mobility anchor to support Charging Data Collection 
5. is not allowed for UE with On-line charging

6. requires the Mobility anchor to support LI enforcement for that traffic

7. Assumes proper Firewalling (anti rogue SW insertion) at the mobility anchor is made possible 
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Figure 6.4.x.1-2: ‘break-out’ to local service edge, while PDU session anchor stays central.

Figure 6.4.x.1-2  shows a scenario with UPGW acting as mobility anchors distinct from the UPGW acting as PDU session anchor for the same PDU session. The UPGW acting as mobility anchors connects a local AS (e.g. for accessing cached content of a content distribution network (CDN)). The UPGW function at the mobility anchor examines the PDU sent by the UE and decides based on rules received from the CN CP functions whether to transmit the PDU to the central PDU session anchor or to the local service edge (AS).

NOTE 2:
In this scenario the network is the decision point about which traffic is offloaded locally and which traffic is sent to the PDU session anchor.

To meet charging and security requirements this deployment assumes that the possibility to locally switch traffic towards local services (local CDN, etc…) at the mobility anchor:
1. is controlled by operator policies that at least take into account the APN and roaming conditions. These forwarding rules derived from these policies are sent to the UPGW acting as mobility anchor for the UPGW to know which traffic it may offload locally

2. requires the Mobility anchor to support APN-AMBR enforcement

3. requires the Mobility anchor to support Charging Data Collection 
4. is not allowed for UE with On-line charging

5. requires the Mobility anchor to support LI enforcement for that traffic

6. Assumes proper Firewalling (anti rogue SW insertion) at the mobility anchor is made possible 

NOTE 3:
User Mobility (change of Mobility anchor) for this kind of deployment is addressed in a companion Tdoc.
The UP functions enforced by an UPGW on the traffic within a PDU session are not bound by the nature of this UPGW (Mobility anchor / PDU session anchor) but are fully controlled by the CN CP.  REF _Ref411528066 \h  \* MERGEFORMAT 

* * * End of Changes * * * 
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