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Abstract of the contribution: the document clarifies requirements for session management, specifically targeting support for large numbers of devices with infrequent transmission of data.
1. Introduction
TR 23.799 has captured key issue 4 on session management. 
This key issue addresses the scenario for users sending infrequent small user data with minimal signalling.
Requirements under the Key issue 4 addresses “scenarios with short data bursts” as well as “transfer infrequent small user data”. This separation of requirements is confusing since the same scenarios are considered in both cases. The requirements are moved together under “infrequent small user data”.
Furthermore, the description of the key issue is to some extent solution oriented. This contribution adds changes to the description to make it more generic. For example, as part of the discussion on Work Tasks (WTs) for the Session management key issue, it was concluded to avoid talking about “connectionless” as it is solution specific and instead talk about “infrequent small data”.
2. Proposal
It is proposed to add the following text to TR 23.799:

**** First Change ****
5.4	Key issue 4: Session management
[bookmark: _Toc449517670]5.4.1	Description
[bookmark: _GoBack]The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. Scenarios and mechanism on connectionless traffic  to provide efficient support for infrequent small user data transmission, which may not require the session to be established, will also be investigated.
Solutions to this key issue will study the following aspects related to session management:
-	Session management model, including:
-	describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NextGen system architecture.
-	how sessions are established on-demand instead of by default when attaching to the network.
-	session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.).
-	How session management work for UEs connected via multiple accesses and via multiple connectivity, including providing multiple simultaneous traffic connectivity for the UE.
-	Identify the correlation between session management and mobility management functionality, including:
-	studying whether separation of session management and mobility management is possible, and 
-	identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 [7] clause 5.1.2.2, is used) while minimizing any negative impact on the user experience.
-	Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above. 
-	Investigate solutions to minimize signalling for scenarios with short data bursts.
-	Investigate solutions to coordinate the relocation of user-plane flows with the relocation of applications (hosted close to the point of attachment of the UE) due to the mobility of users.
NOTE:	The actual relocation of applications is considered beyond scope of 3GPP in this Release.
Solutions to this key issue will also study the following aspects related to transfer infrequent small user data with minimal signalling:, including:
-	How to efficiently transmit and receive infrequent small amounts of data through the Next Generation System, including studying whether sessions need to be established to enable such services that is to minimize the signalling and end user data transfer ratio.
-	The solutions should allow for unidirectional transmission (i.e. uplink or downlink only transmission), efficient security mechanisms depending on user and/or operator needs, different options for addressing, charging, policing, inter-operator interworking.

**** End of Change ****

