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Abstract of the contribution: This paper presents the list of work tasks for Key Issue #2: QoS framework. The paper is intended to prepare a micro scoping to support the progress the work on QoS framework for FS_NextGen.
1
Proposal

It is proposed to endorse to WT proposal below.

It is proposed to focus initially on WT#1 through WT#4.

If deemed necessary, it is proposed to agree the WT text for inclusion in TR 23.799, either in an Annex, or as part of the corresponding Key Issue description (clause 5.2).
####################### START TEXT FOR TR 23.799 ##########################

	Key Issue: Quality of Service (QoS)

	Work Task ID
	Work Task(s)
	Work Task Description

	QoS_WT_#1
	QoS parameters, i.e. how to describe the authorised treatment of the data traffic
	1.1 Which QoS parameters may be used to describe the delivery of PDUs in the NextGen system and what is the traffic granularity on which these parameters apply (e.g. service data flow, PDU Session, UE, etc.)?

NOTE 1: Clarify if GBR is part of the QoS parameters.

NOTE 2: The QoS parameters describe the expected traffic handling provided by the NextGen system to a specific user data traffic flow in terms of priority, pre-emption, latency, error rate, etc.

	QoS_WT_#2
	How  the application layer may request a specific treatment of the traffic
	2.1 What are the parameters and procedures used to describe the application QoS requirements?

NOTE 3: The term “application” here refers to the AF or to the application client in the UE.

	QoS_WT_#3
	How to distribute the QoS parameters describing the authorised treatment of the data traffic
	3.1 Is QoS information signaled on each of the reference points in the architecture assumed for a given solution and how:

· e.g. per Layer-3 aggregate (flow), per Layer-2 aggregate, per application, other?

· which QoS parameters, and for which direction (UL, DL, both)?

· for which type of traffic (e.g. traffic authorised via NG5, traffic authorised by subscription, etc.)?

NOTE 4: If there is a need for multiple UP function(s) (thus multiple reference points from CP functions to multiple UP functions instances), clarify how many instances are needed in a non-roaming scenario and clarify the functional differences between them (if any).
NOTE 5: There is no assumption that C-plane signaling is needed to support QoS of all types of traffic.

	QoS_WT_#4
	How to associate the authorised QoS treatment  to User Plane data traffic
	4.1 Is per-PDU marking used over RAN-CN interface and how?

· What information is contained in the marking?

· How is it determined by the sending side (CN or RAN)?

· How is it used by the receiving side (RAN or CN)? (feel free to make assumptions about the QoS services provided by RAN)

4.2 How is a service data flow associated to a per-PDU marking?
NOTE 6: there is no assumption that U-plane marking is needed to support QoS of all types of traffic.

	QoS_WT_#5
	Non-3GPP access
	5.1 Describe how the QoS framework applies to non-3GPP access

	QoS_WT_#6
	Support for Non-IP PDU
	6.1 Describe how QoS for non-IP PDUs is supported:

· What is the granularity used for QoS differentiation?

· How are non-IP PDUs identified for differentiated QoS (if any) within a PDU Session?

	QoS_WT_#7
	Roaming, interworking and migration
	7.1 How is QoS supported in roaming, interworking and migration scenarios. Further details are FFS.

	QoS_WT_#8
	Alignment with Policy Framework and Charging
	8.1 Check overall QoS solution compatibility with solutions studied in key issue #10 (Policy Framework) and key issue #11 (Charging)

	QoS_WT_#9
	GBR traffic
	9.1 How is “GBR traffic” handled?

NOTE 7: “GBR traffic” refers to traffic that is traditionally first subject to admission control, after which it is handled in a way that guarantees that no congestion-related packet drops will occur under any system load, as long as the offered traffic remains within its GBR envelop.
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