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Abstract of the contribution: This contribution proposes to update 5.1.1 (KI: Network Slicing support) to document dependencies from other 3GPP WGs for SA2 work to proceed.
1. Introduction
After SA2#114, a Work Task (S2-162439) breakdown for Network Slicing was created. The following assumptions have been made as part of the same. The assumptions affecting the scope of work are highlighted in yellow. These need to be documented in the TR to allow focusing the various solutions on the table. 
	Key Issue: Network Slicing (NS) 

	Work Task ID
	Work Task(s)
	Work Task Description
	Additional Notes 

	NS_WT_#1
	Network Slice Instance Selection and Association
	1) Initial network slice instance selection to support UE’s service establishment and re-selection to support UE mobility and other scenarios that are TBD,  
2) Network slice instance identification, 
3) Service authorization for UE association with network slice instance 
4) Network assistance information support for UE network slice instance association with corresponding PLMN
	For 1) more scenarios beyond the mobility need to be identified that may trigger network slice instance re-selection.  


	NS_WT_#2
	Network Slicing Isolation
	1) Security isolation 
2) Resource isolation
3) OAM support isolation (e.g. Usage and Fault isolation etc.)
	Whether all items listed here are within the scope of SA2 is FFS.

	NS_WT_#3
	Network Function Determination
	1) Identifying what are the network functions comprise of a network slice for particular network services
	SA1 and SA2 would need to identify the set of network services that require network slicing support

	NS_WT_#4
	Network Function Sharing support
	1) Identifying network function(s) that  need to be shared between network slice instances 
2) Defining what needs to be done for enabling the NFs identified above under 1) for supporting the sharing
	

	NS_WT_#5
	Enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, content providers, etc.) that require similar network characteristics.

	1) Handling of UE’s subscription between MNO and its 3rd parties to enable MNO to leverage  the network slicing solution to efficiently utilize system resources to support multiple 3rd parties’ network services  with adequate QoS, mobility, service continuity etc. support 

	The intent of this WT is to ensure the Network Slicing solution provided by the MNO which is capable of providing a virtual networking environment for multiple 3rd parties to provide network services over the NextGen system. 

	NS_WT_#6
	UE Simultaneous Association with Multiple Network Slice Instances
	1) Coordination on security, MM and SM support, if any, and any other required operations.
	

	NS_WT_#7
	Network Slicing Roaming support
	1) Determination what visiting and home Network Function(s) are required to support roaming. 
	

	NS_WT_#8
	Network Slicing terminology & definitions
	1) If Network Slice Instance is agreed to apply E2E system, then, we should consider new terminology for Access slice instance and Core slice instances.
	




	WA#
	Working Assumptions 
	Additional Notes 

	NS_WA_#1
	The creation/instantiation of network slice instances and network function instances are assumed to be within the scope of SA5.
	




2. Proposed Changes to TR 23.799

-- change –

[bookmark: _Toc449517663]5.1	Key issue 1: Support of network slicing 
[bookmark: _Toc449517664]5.1.1	Description
Network slicing enables the operator to create networks customised to provide optimized solutions for different market scenarios which demands diverse requirements, e.g. in the areas of functionality, performance and isolation.
Solutions for this key issue will study:
-	Functionality and capabilities within 3GPP scope that enables the next generation system to support the Network Slicing and Network Slicing Roaming requirements defined in TR 22.864 [7] and in normative stage 1 specifications (when available), including but not limited to:
-	How to achieve isolation/separation between network slice instances and which levels and types of isolation/separation will be required;
-	How and what type of resource and network function sharing can be used between network slice instances;
NOTE 1:	Details of which resources are meant and how they relate to the 3GPP architecture is to be clarified as part of the solutions to the key issue.
-	How to enable a UE to simultaneously obtain services from one or more specific network slice instances of one operator;
-	What is within 3GPP scope with regards to Network Slicing (e.g. network slice creation/composition, modification, deletion);
-	Which network functions may be included in a specific network slice instance, and which network functions are independent of network slices;
-	The procedure(s) for selection of a particular Network Slice for a UE;
-	How to support Network Slicing Roaming scenarios; and
-	How to enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, content providers, etc.) that require similar network characteristics.
The required definitions and terminology will be agreed upon during the work, e.g. adopting any terminology and definitions from SA1, NGMN etc. 
The following assumptions are made with respect to other 3GPP WG scope for SA2 to progress work in this area:
-	Under SA5 scope:
1.	Lifecycle management of Network Slice(s)
NOTE 2:	Lifecycle management applies to both Physical network functions (PNFs), and Virtualized network functions (VNFs). The tasks involved in lifecycle management refer to e.g. Instantiation of Network Slice(s), Modification of Network Slice(s) etc.
2.	Management of Network Slice(s)
NOTE 3:	Management refers to OA&M FCAP tasks i.e Fault Management, Configuration Management, Accounting, and Performance management.

-	Under SA3 scope:
1.	Security aspects associated with Network Slice(s), including different authentication or security levels for Network Slice(s).

-	Under RAN scope:
1. Whether and how the concept of network slicing applies to NextGen RAN.

Editor’s Note:	Whether or not the NextGen Core Network should be aware of NextGen RAN if and when applying Network Slicing principles is FFS.
[bookmark: _GoBack]Additional input from e.g. NGMN or other industry organisations on Network Slicing will be considered.
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