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This paper addresses some of the Editor’s notes in solution 6.1 and also addresses some of the outstanding work tasks as per the work task list for Key issue 6.

1
Discussion

This paper analyses some of the Editor’s notes currently listed in solution 6.1 and proposes text changes to address those. Additionally, the following outstanding work tasks for key issue 6 are being addressed:

-
WT#2

-
Clarify how session continuity types can be controlled by subscription (including based on UE request or solely based on subscription)

-
Clarify how the network can reject or “downgrade”/”upgrade” requests for specific continuity modes

-
WT#3

-
Document assumptions/impact on how to convey continuity types as part of SM signaling.

-
Document assumptions on user-plane function selection.

1.1
Rejecting versus modifying requested SSC modes

As described in solution 6.1 in TR 23.799, operators may decide to not enable all SSC modes for a given data network. For this reason, solution 6.1 currently allows the network to reject specific SSC modes requested by the UE. 

An Editor’s note has been agreed (“Alternatives to rejecting specific SSC modes by the serving network are FFS.”) as a basis for analyzing alternative approaches (including the possibility of the network modifying an SSC mode requested by the UE instead of rejecting it). 

The remainder of this section analyses the option to enable the network to modify the SSC mode requested by the UE (instead of rejecting it).

From the perspective of the semantics of the SSC modes only certain modifications of an SSC mode requested by the UE appear useful while others would violate the original intent of the UE. 

For example, if a UE requests SSC mode 3, then it can be assumed that applications for which the UE requests this mode cannot handle sudden changes of the IP address (e.g. as in SSC mode 2) but is able to leverage multiple PDU sessions to the same data network to handle the impending change of the TUPF for a PDU session. 

In consequence, if a network does not support SSC mode 3, then the network should modify the mode from SSC mode 3 to SSC mode 1 since this still addresses the application requirements (“no sudden change of IP address”). A change to SSC mode 2 in turn would violate the application’s requirements.

However, if the UE requests SSC mode 3 for a data network for which the network only supports SSC mode 2 then two options arise: 

1)
The network rejects SSC mode 3. Either the UE now requests SSC mode 2 or the subscriber will not be able to use the application for which the PDU session was supposed to be established (which is hardly a reasonable consequence).

2)
The network changes SSC mode 3 to SSC mode 2.

In consequence, the only reasonable outcome is to establish a PDU session with SSC mode 2, which argues in favor of allowing the network to simply modify the SSC mode requested by the UE.

It is worth emphasizing that this generally means that applications need to be able to operate in different SSC modes, in other words: applications need to be designed to also gracefully handle sudden changes of the IP address (with potentially reduced quality of experience).

Similar analyses can be performed for the other SSC modes:

-
SSC mode 2: The UE essentially indicates to the network that sudden changes of the IP address are acceptable for a PDU session. However, from session continuity perspective, applications that can support SSC mode 2 can also support SSC mode 1 and 3. In consequence, the network can modify SSC mode 2 to either SSC mode 1 and SSC mode 3 without violating the application’s requirements.

-
SSC mode 1: From SSC mode semantics’ perspective the network should not modify an SSC mode 1 requested by the UE. However, we argue similarly as for SSC mode 3 above: Not providing connectivity for a given application is hardly an acceptable option in case the network does not support SSC mode 1. Thus, allowing the network to change the SSC mode to SSC mode 2 or mode 3 is reasonable. (Note that from application perspective there is no difference between SSC modes 2 and 3 – if the application could benefit from SSC mode 3, then the UE should have requested SSC mode 3 in the first place).

In summary, we propose to change the description of solution 6.1 to enable the network to modify the SSC mode requested by the UE.

1.2
Taking other information into account for TUPF selection

Solution 6.1 currently contains an Editor’s note to capture that other information (beyond location of the UE and the selected SSC mode) may need to be taken into account for TUPF selection.

While it is not precluded that other information may need to be taken into account (e.g. based on the conclusion of the key issues on session management and efficient user-plane), it is not obvious that other information needs to be taken into account purely from session continuity perspective. 

Therefore, it is proposed to replace the Editor’s note with a NOTE capturing the above. 
1.3
Controlling SSC modes based on subscription

As concluded in section 1.1, while the UE may request certain SSC modes the final decision which SSC mode to grant is up to the network. This raises the question based on which information the network selects the SSC mode for a given UE and data network.

The current description of solution 6.1 in the TR already describes that both subscription information and local configuration are taken into account when selecting the SSC mode. This is based on the assumption that the SSC modes to support will vary based on the data network to connect to and will also vary from one subscriber to another. 

Another aspect to consider is that solution 6.1 requires the network to choose the SSC mode for a new PDU session if the UE has not indicated a requested SSC mode to the network.

Therefore, it is proposed to explicitly clarify in solution 6.1 that the supported SSC modes can be configured per data network per subscriber in the subscription database. To enable the operator to control which SSC mode is chosen in case the UE does not indicate a requested SSC mode it is proposed to enable the operator to mark one SSC mode per data network as the default SSC mode. 
1.4
Conveying SSC modes in SM signaling

Solution 6.1 already describes that an SSC mode can be requested by the UE when establishing a new PDU session. It is proposed to be documented explicitly that both the SSC modes requested by the UE and the SSC mode selected by the network are indicated in SM signaling.

It is worth noting that other aspects of the solution which are for further study, e.g. whether and how to indicate the timer value chosen by the network to the UE may also have an impact on SM signaling and need to be revisited when the related aspects are being addressed. 

2
Proposal

The following changes are proposed to be applied to TR 23.799.

***** Start of changes *****

6.6
Solutions for Key Issue 6: Support for session and service continuity

6.6.1
Solution 6.1: Session and service continuity framework
This solution addresses WTs #1, #2, #3 and #5 of Key issue 6.
6.6.1.1
Architecture description

6.6.1.1.1
Overview

This solution provides a framework to support three distinct session and service continuity modes (SSC) in the NextGen system. The modes are defined in clause 6.6.1.1.1.3, the related solution principles are described in clause 6.6.1.1.1.4.

6.6.1.1.2
Assumptions

The solution assumes a PDU session to exist between a UE and a user-plane function (called terminating user-plane function (TUPF)). The TUPF terminates the 3GPP user plane and interfaces with the data network.

It is not precluded that the TUPF can also be co-located with the access network, e.g. to enable stationary UE scenarios.

Editor's note:
These assumptions and definition above need to be revisited once they key issue on session management has progressed and common terminology for the user-plane functions has been agreed.

6.6.1.1.3
Assumptions

The NextGen system shall support the following session and service continuity (SSC) modes:

-
SSC mode 1: The same TUPF is maintained regardless of the access technology (e.g. RATs and cells) a UE is using to access the network.

-
SSC mode 2: The same TUPF is only maintained across a subset (i.e. one or more, but not all) of the access network attachment points (e.g. cells and RATs), referred to as the serving area of the TUPF. When the UE leaves the serving area of a TUPF, the UE will be served by a different TUPF suitable for the UE's new point of attachment to the network.

NOTE:
The serving area of a TUPF may also be limited to a single cell only, e.g. in case of stationary UEs.

-
SSC mode 3: In this mode the network allows the UE to establish an additional PDU session to the same data network (DN) before the previous PDU session is eventually terminated. When the UE requests the additional PDU session, the network selects a target TUPF suitable for the UE's new point of attachment to the network. While both PDU sessions are active, the UE either actively rebinds applications from the previous to the new PDU session, or alternatively, the UE waits for flows bound to the previous PDU connection to end.
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Figure 6.6.1.1.3-1: TUPF relocation in session and service continuity mode 3

6.6.1.1.4
Solution principles

6.6.1.1.4.1
Mode selection and network support

The following principles apply:

-
When requesting a PDU session, the UE may indicate the requested session and service continuity (SSC) mode as part of the PDU session setup signaling to the network. How the UE can determine the requested SSC mode is specified in clause 6.6.1.1.4.

Editor's note:
It is FFS whether the requested SSC mode is indicated as part of the DN name or as a separate indication.

-
The serving network receives the list of supported SSC modes and the default SSC mode per data network per subscriber as part of the subscription information from the subscriber database.
-

The serving network either accepts the requested SSC mode or modifies the requested SSC mode based on subscription and/or local configuration. 
NOTE 1:
A serving network may be configured to modify the SSC mode requested by the UE for different reasons, e.g. the serving network may prefer to avoid SSC mode 1 for a specific data network to avoid concentrating traffic on centralized peering points with the related data network. 

-
If a UE does not provide an SSC mode when requesting a new PDU session, then the network selects the default SSC mode listed in the subscription (for the data network to connect to) or applies local configuration. 
-
The network indicates the selected SSC mode to the UE in SM signaling.

-
SSC modes apply per PDU session. A UE may request different SSC modes for different PDU sessions, i.e. different PDU sessions which are active in parallel for the same UE may have different SSC modes.

-
TUPF selection: When selecting the TUPF for a PDU session, the network takes the UE's current point of attachment and the requested SSC mode into account.

NOTE 2:
It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).
6.6.1.1.4.2
SSC mode 1

The following principles apply:

-
The assigned TUPF is maintained during the lifetime of the PDU session, i.e. the TUPF is not changed by the network.

6.6.1.1.4.3
SSC mode 2

The following principles apply:

-
If a UE does not provide an SSC mode when requesting a new PDU session, then the network selects an SSC mode e.g. based on subscription and local configuration. The network indicates the selected SSC mode to the UE in SM signaling.

-
The network decides whether the TUPF assigned to a UE's PDU session needs to be redirected based on UE mobility, local policies (e.g. information about the serving area of the assigned TUPF).

-
SSC modes apply per PDU session. A UE may request different SSC modes for different PDU sessions, i.e. different PDU sessions which are active in parallel for the same UE may have different SSC modes.

-
The network redirects the UE's PDU session to a different TUPF by disconnecting the UE's PDU session and requesting the UE to reactivate the PDU session immediately.

-
When the UE requests to deactivate the PDU session and requests the re-establishment of the PDU sessions, the UE remains attached.

-
When receiving the request to re-establish the PDU session from the UE, the network selects a TUPF based on the UE's current point of attachment to the network.
NOTE:
It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).

6.6.1.1.4.4
SSC mode 3

The following principles apply:

-
Triggers for redirection to a different TUPF:

-
The network decides whether the TUPF assigned to a UE's PDU session needs to be redirected based on local configuration (e.g. information about the serving area of the assigned TUPF).

-
Redirection procedure:

-
The network indicates to the UE that one of the UE's active PDU sessions needs to be redirected. The network also starts a timer.

Editor's note:
It is FFS if and how the network indicates the timer value to the UE.

-
Based on this indication from the network, the UE requests a new PDU session to the same DN.

-
If the UE has sent a request for an additional PDU session to the same DN without a prior indication from the network that the active PDU session needs to be redirected, then the network rejects the UE's request.

Otherwise, the network selects a TUPF for the new PDU session based on the UE's current point of attachment to the network.
NOTE 1:
It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).

Editor's note:
Potential optimizations for the redirection procedure for IPv6 PDU sessions, e.g. by supporting different IPv6 prefixes in a multi-homed IPv6 session are FFS.

-
Once the new PDU session has been established, the UE may perform one of the following options:

-
Option 1: The UE actively redirects application flows bound to the previous PDU session to the new PDU session e.g. by using upper layer session continuity mechanisms. Once the UE has finished redirecting applications flows to the new PDU session, the UE releases the previous PDU session.

-
Option 2: The UE steers new application flows to the new PDU session. Existing flows on the previous PDU session continue on the previous PDU session until the flows terminate. Once all flows using the previous PDU session have ended, the UE requests to release the previous PDU session.

Editor's note:
It is FFS if Option 2 requires the NextGen system to support more than two PDU sessions to the same data network, e.g. if flows bound to the previous PDU session continue for a long period of time.

NOTE 2:
The details of the previous options are beyond the scope of 3GPP.

-
If the UE has not released the previous PDU session when the timer expires, or alternatively if the network detects inactivity on the previous PDU session, the network releases the previous PDU session.

Editor's note:
Whether there is an issue related to per session bitrate enforcement when the UE temporarily has two active PDU sessions to the same data network depends on the QoS key issue and is FFS.

6.6.1.1.5
How the UE determines the required SSC mode

A UE can determine the SSC mode required for an application using one of the following methods:

1.
The app that starts a new flow (i.e. opens a new socket) indicates the type of session continuity required by this flow as shown in the Figure 6.6.1.1.5-1 below. This may be indicated by using the sockets API extensions specified in RFC 3493, RFC 3542 and in draft-ietf-dmm-ondemand-mobility. In other words, the app may use already specified software APIs to indicate what type of session continuity is required. For example, if the app requests a socket with a nomadic IP address, essentially, the app requests SSC mode 2. If the app requests a socket with a fixed IP address or a sustained IP address, essentially, the app requests SSC mode 1 or SSC mode 3 respectively. The definition of nomadic, sustained and fixed IP address can be found in draft-ietf-dmm-ondemand-mobility.
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Figure 6.6.1.1.5-1

2.
If the app that starts a flow does not indicate the type of required session continuity, the UE may determine the required session continuity by using provisioned policy, as shown in Figure. 6.6.1.1.5-2.
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Figure 6.6.1.1.5-2

The policy contains a list of prioritized rules and each rule indicates the required SSC mode for entire applications or specific flow types. For example, the policy in the UE may contain the following rules:


Rule 1, priority 1: App = com.example.skype, Required continuity type = SSC mode 3.


Rule 2, priority 2: App = com.example.web.server, Required continuity type = SSC mode 1.


Rule 3, priority 3: Protocol = TCP; DstPort = 80, Required continuity type = SSC mode 2.


Default rule: Default continuity type = SSC mode 2.

When the UE attempts to establish a PDU session before receiving a request from an application (e.g. during the initial attach), or the application does not request an SSC mode, or the UE does not have a policy for the specific application, then the UE cannot determine an SSC mode as defined above (in bullets 1, 2). In this case:

-
If the UE is provisioned with a default SSC mode (e.g. as part of the policy shown in Figure 6.6.1.1.5-2), then the UE requests the PDU session with the default SSC mode. The default SSC mode can be one of the three SSC modes discussed in the previous clause. For example, a fixed IoT sensor or even a smartphone may be provisioned with default SSC mode 2.

-
If the UE is not provisioned with a default SSC mode, then the UE requests the PDU session without providing an SSC mode. In this case, the network determines the SSC mode of the PDU session (e.g. based on subscription data and/or network policy) and provides the selected mode back to the UE.

6.6.1.2
Function description

Editor's note:
This clause will contain function descriptions and the interactions among the network functions.

6.6.1.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

Void.
***** End of changes *****
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