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FIRST CHANGE
6.1
UE

-
Should be able to detect an emergency session establishment request.

-
Initiate an IMS emergency registration request.

-
The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported).

-
Otherwise, the UE shall perform an IMS emergency registration.

-
Include an emergency service indication in the emergency session request.

-
Include an equipment identifier in the request to establish an emergency session for "anonymous user".

NOTE 1:
"Anonymous user" in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today.

-
Include an equipment identifier in the request to establish an emergency session when the UE supports SRVCC as specified in TS 23.237 [32].

-
Include identity information for the IP-CAN if available (e.g. MCC-MNC or an equivalent)

NOTE 2:
UE provided IP-CAN identity information will not be completely reliable.

-
Attempt the emergency call in CS domain, if capable.

-
Handle a 380 (Alternative Service) response with the type set to "emergency" e.g. as a result of non UE detectable emergency attempt.

-
Handle a response with an indication, IMS emergency registration required as a result of emergency session establishment attempt.

-
Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].
-
For NG-eCall, the UE shall establish an eData channel with the PSAP if it wants to sends additional eCall data.

-
For NG-eCall, the UE shall accept an incoming request for an eData channel from a PSAP if it has an existing session with the PSAP. 

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message.

-
Emergency session indication.

-
A registered Public User Identifier. If the UE performed an emergency registration using a temporary Public User Identifier then the UE should not use the temporary Public User Identifier to initiate the emergency session. The selected Public User Identifier shall be part of an implicit registration set that includes a TEL‑URI.

NOTE 3:
The UE can be preconfigured with information to select the appropriate Public User Identifier if more than one Public User Identifier is provisioned in the UE.

-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information, if available.

-
The TEL‑URI associated to the Public User Identifier, if available.

-
GRUU, if available.

In the case of a non UE detectable emergency call, upon reception of indication from the network, the UE shall handle the call as described in clause 7.1.2.

NOTE 4:
If the indication was received in a rejection message the UE performs appropriate emergency error handling procedures.
NEXT CHANGE
7.5.4
PSAP supporting NG-eCall

The PSAP supporting the NG-eCall, having an established NG-eCall session, needs to accept the request to establish an eCall data channel between PSAP and IVS-UE to exchange additional eCall data.

A PSAP supporting the NG-eCall, need ional eCall data to be exchanged with the UE within an established NG-eCall session, needs to establish an eCall data channel with the IVS-UE.
NEXT CHANGE
7.7.3
Transfer of additional eCall Data subsequent to NG-eCall Session establishment

Following the establishment of the NG-eCall session, either side, PSAP or IVS-UE, may require the transfer of additional eCall data. An eCall data channel shall be established and used for that purpose between the PSAP and the IVS-UE. This enables transparent data exchange end-to-end between the two entities. 

To that effect, either side may initiate a re-INVITE/UPDATE during an established NG-eCall session to establish the eCall data channel. The receiving end shall accept the incoming offer in the re-INVITE. 

NOTE 1:
It is possible to request the establishment of the eCall data channel by the initial SIP INVITE or later during the NG-eCall session.

NOTE 2:
If the eCall data channel could not be setup then no data exchange can take place.

The call flow depicts such a scenario
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                                       Figure 7.7.3-1: NG-eCall Scenario with PSAP supporting NG-eCall

1.
The IVS-UE has established an NG eCall session with an NG enabled PSAP. The initial eCall-Data has been transmitted and an emergency audio channel is established between IVS-UE and PSAP.

2.
The IVS-UE shall establish an eCall data channel to transfer additional eCall data between IVS-UE and PSAP. The UE within IVS shall send a re-INVITE to the IMS core including an updated offer for the eCall data channel

3.
The IMS core forwards the re-INVITE to the PSAP.

4.
The PSAP accepts the incoming offer sending a SIP 200 OK to the IMS core with the relevant parameters.

5.
The IMS core forwards the SIP 200 OK to the UE.

6.
eCall data flow transparently between the IVS-UE and the PSAP. The protocol used on this eCall data channel between the PSAP and the IVS-UE is out of scope of 3GPP specifications.
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