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Abstract of the contribution: Proposes evaluation and conclusion on Key Issue #1.
1
Proposal
It is proposed to agree the proposed evaluation on Key Issue #1 for inclusion in TR 23.749.
It is assumed that Solution #5 has been updated to include the essence of Solution #4, as proposed in companion paper for this meeting (S2-16xxxx). For that reason the evaluation focuses only on Solution #5.
####################### START TEXT FOR TR 23.749 ##########################
7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions for each key issue.
7.x
Key Issue #1 - How to make UE detected IMS emergency session successful
7.x.1
Evaluation
Key Issue #1 consists of two sub-key issues:

-
Key-issue 1a: How to handle UE's IMS emergency registration.
-
Key-issue 1b: How to support PSAP callback.
Solution #5 (clause 6.5) addresses both key issues 1a and 1b, with the following notes:
-
Impact on the network: PCRF and P-CSCF are the main impacted nodes. The impacts on these two nodes are summarised in clause 6.5.2. In particular, the P-CSCF needs to support the GIBA procedure over Gm as specified in TS 24.229 (note that network-internal procedures at the P-CSCF differ from GIBA, as described in clause 6.5.1). Pending SA3 analysis, PGW may need to support “source IP spoofing” prevention.
-
Impact on UE: there is no specification impact on the UE.
-
A UE supporting the “GIBA procedure” described in TS 24.229 clause 5.1.1.2.6 as part of the emergency IMS registration will benefit from avoidance of IMS registration failure.
-
A UE that does not support the “GIBA procedure” may attempt an anonymous SIP INVITE or an emergency call in the CS domain or try to reach another PLMN.
-
If the UE of the inbound roamer is configured to not attempt anonymous SIP INVITE after emergency IMS registration failure and if the roamed-to PLMN has no CS domain, the UE will be unable to perform an emergency call in this PLMN.
-
If the UE does not support the “GIBA procedure” and if it is configured to not attempt an anonymous SIP INVITE, there will be no successful IMS emergency session on PS domain. , i.e. Key Issue #1 is not solved, emergency call will fail if the roamed-to PLMN has no CS domain. The UE can still attempt to perform an emergency call on another PLMN.
******************** NEXT CHANGE ***********************
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study.
For key issue 1a (How to handle UE's IMS emergency registration) and key issue 1b (How to support PSAP callback):

-
Solution #5 captured in clause 6.5 is the selected solution, pending an analysis of its security aspects by SA3.
Editor’s note:
This conclusion is a working assumption and may be challenged in SA2#114 if it can be shown that that there is a solution to key issue #1a and #1b that is more efficient and has less impact on the system compared to solution #5.
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