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Abstract of the contribution: This contribution proposes new key issue for SDCI.
Proposal

It is proposed to approve the following changes in TR 23.721.

* * * 1st Change * * * *

6.Y
Solution #Y: Provisioning of Packet Flow description via SCEF
6.Y.1
Solution Description

Editor's Note:
Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow etc. 

As Figure 6.Y.1-1 illustrates, the solution introduces the Provisioning of Packet Flow description via SCEF. 
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 Figure 6.Y.1-1 Provisioning of Packet Flow description via SCEF.
6.Y.1.1
Provisioning of Packet Flow description via SCEF.
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 Figure 6.Y.1.1-1: Provisioning of Packet Flow description via SCEF
1. Based on the request from the 3rd party application, the SCEF makes the authorization for packet flow descriptions. The results of the authorization include the packet flow descriptions provided by the 3rd party application, application id assigned for the packet flow descriptions, the QoS policy and charging policy.
Editor's Note:
It’s FFS for the detail information of QoS policy and charging policy.
2. The SCEF sends a Detection Rule Provisioning message to the PCEF. The message includes the application id and the packet flow descriptions.
Editor's Note:
It’s FFS whether QoS policy and charging policy are provided together to the PCEF.

3. The PCEF stores the received information and update the detection rule database locally.
4. The PCEF sends an acknowledge message..

6.Y.1.2
Provisioning of PCC rule to detect the 3rd part application
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 Figure 6.Y.1.1-1: Provisioning of Packet Flow description via SCEF
1. IP-CAN session between the PCEF and PCRF is establishment.
2. PCRF provisions the PCC rules to the PCEF. The PCC rules includes one PCC rule which includes the application id assigned for the packet flow descriptions, QoS policy and charging policy
Editor's Note:
It’s FFS how to update the PCRF policy or configuration so that PCRF can make such kind of the PCC decision.

3. The PCEF installs the PCC rules.
4. The PCEF sends an acknowledge message.
5. The PCEF apply the PCC rules to detect the traffic for IP-CAN session. The packet flow descriptions is used to match the traffic.
6.Y.2
Impacts on existing nodes and functionality

Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).
SCEF

· It shall be able to make the authorization for the packet flow descriptions.

· It shall be able to provision the application policy to the PCRF.
PCEF
· It shall be able to stores the application policy provided by the SCEF.
6.Y.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *
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