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1
Discussion

This document proposes extensions to the “WLAN selection for Emergency Services” in order to enable UEs to perform unauthenticated access to WLAN for emergency services. Such unauthenticated access is required according to Key Issue 9.2.

Specifically, the following UE behaviour is proposed:

· If the UE wants to connect to a WLAN for initiating IMS emergency services but the UE cannot connect to an available WLAN because it lacks the necessary authentication credentials then:
·  
The UE first determines which WLANs support unauthenticated access for emergency services. According to IEEE Std 802.11-2012, a WLAN AP may include in the Beacon and Probe Response frames the Interworking IE, which indicates if the AP supports access to emergency services (see ESR parameter) and if the AP supports unauthenticated access for emergency services (see the UESA parameter). Note that the Interworking IE is mandated in all HS2.0-compliant implementations.
· 
Subsequently, the UE selects one of the WLANs that support unauthenticated access for emergency services and associates with this WLAN by performing an emergency services association. As specified in IEEE Std 802.11-2012, an emergency services association is initiated by sending an Association Request frame with an Interworking IE which has the UESA field set to 1.
The UE lacks the necessary authentication credentials for connecting to WLAN when:
· The UE has no preconfigured credentials for accessing an available WLAN and the UE has no USIM; or
· The UE has no preconfigured credentials for accessing an available WLAN and the UE has a USIM which however cannot be used for EAP-based authentication because no available WLAN supports interworking with HPLMN, or with an equivalent home service provider, or with a preferred roaming partner of HPLMN.
2
Proposal

The following changes are proposed to TR 23.771.
* * * * Start of 1st Change * * * *
6.12
Solution 12: Select a WLAN for Emergency Services

When the UE is not connected to any WLAN and wants to select a WLAN for initiating IMS emergency services, then:

-
The UE selects a WLAN based on user preferences (if any); otherwise:
-
If the UE supports the Access Network Discovery & Selection Function (ANDSF) and it is provisioned with WLANSP rules from HPLMN and/or VPLMN, the UE shall select a WLAN access network based on the WLAN selection procedures specified in TS 23.402 [7], clause 4.8. In addition, the following selection criteria may be applied:

-
If multiple WLANs fulfil the selection criteria in the active WLANSP rule, the UE may select one of those WLANs that support QoS and Expedited Bandwidth Request (EBR) (IEEE Std 802.11-2012 [5]). The UE determines which WLAN APs support QoS and EBR by using the applicable procedures in IEEE Std 802.11-2012 [5].

-
If the UE does not support the Access Network Discovery & Selection Function (ANDSF) or the UE supports ANDSF but is not provisioned with WLANSP rules from either HPLMN or VPLMN, the UE shall select a WLAN access network based on its own implementation-specific criteria. These implementation-specific criteria may give precedence to WLANs that support QoS and Expedited Bandwidth Request (EBR) (see IEEE Std 802.11-2012 [5]).
If the UE determines that it cannot connect to an available WLAN because it lacks the necessary authentication credentials (e.g. the UE has no USIM or the UE has a USIM but no WLAN supports interworking with HPLMN, or with an equivalent home service provider, or with a preferred roaming partner of HPLMN) then the UE shall attempt unauthenticated access to WLAN. In this case, the UE shall determine which WLANs support unauthenticated access for emergency services (by using the applicable procedures in IEEE Std 802.11-2012 [5]) and shall associate with one of these WLANs with an emergency services association (specified in [5]).
Editor's note: What kind of restrictions the AP applies to UE’s traffic when the UE associates with an emergency services association is FFS for both S2a and S2b cases.
* * * * End of Changes * * * *
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