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Abstract of the contribution: solution in order to Support Mobility with 3GPP access(EPC)

1
Discussion

Void.

2
Proposal

It is proposed to include the following NEW text into the TR 23.771 …

6.Z
Solution Z: Support of  Mobility with 3GPP access(EPC).
6.Z.1
Overview

EPC mechanisms currently exist to support mobility between 3GPP and Non 3GPP access for regular PDN connections. They rely on updating the HSS , at the creation of the PDN connection, with the identity of the PGW serving a given UE for an APN. Then when the UE connects onto a target access where it may be willing to Hand-Over  the PDN connection, the HSS provides the identity of this PGW to the (target) serving node (e.g. TWAG / ePDG / MME) of the target access. This identity is used e.g. when a PDN connection with the Hand-Over indication is set-up via the (target) serving node.
Reuse of these mechanisms requires some care as emergency sessions may be set up for UE without an USIM. In this case the HSS of the UE is unknown. In case of duly authenticated UE, the HSS of the UE can be determined but the HSS (in the HPLMN) may have no knowledge of the APN being used for emergency services in a VPLMN (as the HPLMN and the VPLMN are using different APN values for emergency services).
Following alternatives may be considered:

1) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) that applies to any Emergency PDN connection. No HSS data storage of the PGW used for emergency services is needed.

2) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) that applies only for Emergency PDN connections related with a non authenticated UE. Emergency PDN connections related with authenticated UE may correspond to multiple PGW, the actual PGW to use being selected based on DNS look up for the local APN related with emergency services. In this alternative, for the case of duly authenticated UE, HSS data storage of the PGW used for emergency services is needed as well as retrieval of this PGW by the (target) serving node (e.g. TWAG / ePDG / MME). 
Editor’s Note: Alternative solutions are FFS. 
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