SA WG2 Meeting #111	S2-153265
Chengdu (China), 19-23 October 2015	(revision of S2-15xxxx)
Source:	BlackBerry UK Ltd
Title:	Key Issues - Emergency session’s authentication and ePDG selection split across PLMNs
Document for:	Approval
Agenda Item:	6.5
Work Item / Release:	FS_SEW / rel14
Abstract of the contribution: Addition of new key issue related to when the PLMN used to authenticate and authorize the device to use WLAN access is different to that used for ePDG.
1	Discussion
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*** First Change ***

6.X	Key Issue X (phase 2): Emergency session’s authentication and ePDG selection split across PLMNs
A WLAN UE device first obtains authorization from VPLMN2 to access a WLAN network before being given the ability to access entities outside of the WLAN e.g. the internet.  Sometimes this authorization may be manual in nature e.g. a splash screen while other times it may have been automated e.g. using EAP-AKA/AKA',  e.g. via Passpoint or WLAN_NS capabilities (documented in section 4.8.2b of 3GPP TS 23.402 [xx]).
Once authorization to use WLAN access has been made by VPLMN2 the WLAN UE can then connect to an ePDG in VPLMN to make calls.  However the ePDG used by the WLAN UE may be owned by a different VPLMN than the VPLMN2 that authorized the UE to use the WLAN.  If the UE makes an emergency call, only VPLMN associated with the ePDG is aware of the emergency call.  If the VPLMN2 that authorized the UE for WLAN access has no visibility of the emergency call then VPLMN2 that authorized the UE for WLAN access may terminate the UE’s authorization of the WLAN e.g. due to congestion situation in VPLMN2 AAA server, HPLMN informs VPLMN2 to terminate access in WLAN as the user has not paid their bill. In both situations an emergency session will be unnecessarily terminated.
Figure 6.X-1 Emergency session authentication and ePDG selection split across PLMNs.
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