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********* Next Change ********

4.4.3
ProSe UE-to-Network Relay for Public Safety
The ProSe UE-to-Network Relay entity provides the functionality to support connectivity to the network for Remote UEs that are not "served by E-UTRAN" (see figure 4.4.3-1).

A UE is considered to be a Remote UE for a certain ProSe UE-to-Network relay if it has successfully established a PC5 link to this ProSe UE-to-Network Relay. A Remote UE can be located within E-UTRAN coverage or outside of E-UTRAN coverage.

NOTE 1:
If a Remote UE maintains both PC5 and Uu, the EPS core network entities on the Uu side of the Remote UE are not aware of the ProSe UE-to-Network Relay path via PC5.
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Figure 4.4.3-1: ProSe UE-to-Network Relay

The ProSe UE-to-Network Relay shall relay unicast traffic (UL and DL) between the Remote UE and the network. The ProSe UE-to-Network Relay shall provide generic function that can relay any IP traffic.

NOTE 2:
IP Address preservation is not supported.

One-to-one Direct Communication is used between Remote UEs and ProSe UE-to-Network Relays for unicast traffic as specified in clause 5.4.5.
The ProSe UE-to-Network Relay may also relay eMBMS traffic using one-to-many ProSe Direct Communication as specified in clause 5.4.4.4.
If Lawful Interception support is required by the serving PLMN, the ProSe UE-to-Network Relay shall support the PC3ch reference point [XX][24]. 
********* Next Change ********

4.5.4
ProSe UE-to-Network Relaying

A UE supporting ProSe UE-to-Network Relaying shall include the following functions:

-
ProSe Direct discovery for ProSe UE-to-Network Relay;
-
One-to-one ProSe Direct Communication;

-
Acting as a default router to the Remote UEs forwarding IP packets between the UE-ProSe UE-to-Network Relay point-to-point link and the corresponding PDN connection;
-
IPv6 prefix allocation and delegation if IPv6 is used;

-
IPv4 address allocation and IPv4 NAT function if IPv4 is used.
-
Reporting of one-to-one ProSe Direct Communication usage information to ProSe Function via PC3ch [24]. 
In order to use a ProSe UE-to-Network Relay a ProSe-enabled Public Safety UE shall include the following functions:

-
ProSe Direct discovery for ProSe UE-to-Network Relay;

-
One-to-one ProSe Direct Communication with dynamic IP address/prefix allocation.

NOTE:
The aspects of the radio layers for the PC5 reference point are defined in RAN specifications.
********* End of Changes ********
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