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**** First Change ****

4.5.7.2.8
Network provided WLAN Location Information

When as part of procedures for Authentication and Authorization on an Access Point based on USIM credentials, the WLAN Access Network provides WLAN Access Network location information to the 3GPP AAA server that it considers as network provided location, the 3GPP AAA server stores this information and provides it to the ePDG at SWm session set-up.

NOTE:
It is up to local 3GPP AAA server policies to decide whether location information received from the WLAN access network may be considered as network provided location. The definition of policy used by 3GPP AAA server is outside the scope of 3GPP.

This location information is called WLAN Location Information and contains the same information as is contained in the TWAN Identifier defined in clause 16.1.7, and also includes the Age of the information.

The WLAN Location Information information is propagated by the ePDG to the PDN GW and then via PCC as defined in clause 7.2.5.

The 3GPP AAA server removes its storage of WLAN Location Information associated with an UE when it becomesaware that the WLAN session of the UE is terminated.

**** Next Change ****

7.2.5
Initial Attach for emergency session ( GTP on S2b)

When the UE needs to establish an IMS emergency session over Untrusted WLAN access, the procedure described in this clause applies. The Initial Attach for emergency session follows the same steps that the Initial Attach for a non emergency session, so only the differences with regard to the procedures described in clauses 7.2.1 and 7.2.4 are documented.
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Figure 7.2.5-1: Initial attachment for emergency services over GTP based S2b

1)
As in step 1 of Figure 7.2.1 with following modifications:


As part of procedures for Authentication and Authorization on an Access Point based on USIM credentials, the 3GPP AAA server may store WLAN Location Information defined in clause 4.5.7.2.8.

2)
The UE releases any connectivity it may have over Un-trusted access to EPC per the procedure defined in clause 7.4.3. The UE does not need to wait the procedure defined in clause 7.4.3 to be completed to proceed with following steps: the UE shall select an ePDG that supports emergency services as defined in clause 4.5.4a and initiate an IKEv2 tunnel establishment procedure as in step 2 of clause 7.2.1 but with following specificities:

-
The UE provides an indication that the EPC access is for emergency services.The indication is used by the AAA server to give precedence to this session in case of signalling congestion (over SWx). The indication is used by the ePDG to apply specific policies related with emergency PDN connection (e.g. stored in Emergency Configuration Data).

-
Any APN received by the ePDG from the UE is ignored as the ePDG uses its Emergency Configuration Data to determine the APN to be associated with the emergency PDN connection and possibly to determine the PDN GW to use.

NOTE 1:
No procedure for additional authentication and authorisation with an external AAA Server as specified in RFC 4739 [50] and in TS 33402 [45] is expected.

-
Upon a successful authorization by the 3GPP AAA server, the ePDG stores subscription information received from the 3GPP AAA but does not use this information for the emergency PDN connection. It instead uses Emergency Configuration Data to get information on the APN and possibly PDN GW and / or QoS (APN-AMBR, default QoS) to use for the emergency PDN connection.

-
When the AAA server has WLAN Location Information (including the Age information) about the UE, it provides it over SWm to the ePDG .

3)
The ePDG sends a Create Session Request message to the PGW as described in step B.1 of clause 7.2.4 but with following specificities:

-
No parameter sent in the Create Session Request message is related with the user subscription. Parameters in the Emergency Configuration Data are used instead.

-
No Additional Parameters are provided for additional authentication and authorisation with an external AAA Server.

-
The ePDG adds in the Create Session Request location information it may have about the UE:

-
WLAN Location Information it may have received from the AAA server about the UE,

-
The UE local IP address and optionally UDP source port number (if NAT is detected).

NOTE 2:
This address is used by the UE for sending all IKEv2 [9] messages and is the source address on the outer header of the IPsec tunnel to the ePDG.

-
The PDN GW deduces the emergency related policies to apply from the APN received in the Create Session Request message.

4)
As Step 4 of clause 7.2.1, with the following specificities:

-
The PDN GW forwards to the PCRF in the IP-CAN Session Establishment procedure any location information it may have received from the ePDG, i.e.

-
WLAN location information,

-
The UE local IP address.

NOTE 3:
When the PDN GW provides WLAN Location Information there is no need to provide the UE local IP address to the PCRF.

-
The PCRF deduces the emergency related policies to apply from the APN received in the IP‑CAN Session Establishment message.

5)
As in step C.1 of clause 7.2.4.

6)
As in step D.1 of clause 7.2.4.

7)
As in step E.1 of clause 7.2.4, with the following specificities:

-
No APN is provided by the ePDG in the IDr payload of the final IKEv2 message.
**** End of Changes ****
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