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Abstract of the contribution: Addition of new key issues related to the support of emergency calls over WLAN for UE without valid credential of valid (U)SIM
1
Discussion

During phase 1 of this study it was assumed that UE as a valid credential when accessing to WLAN, however the Emergency Services shall be support also when the UE has no valid credential or valid (U)SIM for access to the WLAN. This use contribution proposes to add this Key issue. 
2
Proposal

It is proposed to include the following into the text into the TR 23.771…
*** First Change ***
X.X
Key Issues for Phase 2

X.X.X
Key Issue X: Emergency Services for user without valid credential on WLAN or without valid (U)SIM
The customer is under the coverage of a WLAN, but the UE has not valid credential for accessing to the WLAN,  for example the operator’s providing the WLAN has no agreement with customer’s Home operators or the WLAN allows the access to any user accessing for Emergency Service purpose even without (U)SIM. The customer starts an Emergency Services, so there is a need for the UE to connect to WLAN network for the purpose of starting an Emergency Service without valid credential and to start an IMS ES without valid credential. The network, i.e. the WLAN, 3GPP EPC and IMS, shall allow the customer to connect to the WLAN network, to start a PDN connection and to perform the IMS ES. 

As in TS 23.401 the following behaviour shall be possible when connecting to WLAN:

a) IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. In this scenario it should be studied which UE identity is used to identify the UE, for example the IMEI, the MAC address, both or other.In this scenario UE without UICC are rejected. 

B).
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI or other identity is allowed. This key issue will study whether UE with other identities , such as username/password, certificates are allow to access to WLAn and to mobile network (EPC and IMS ) for performing an Emergency Service. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The key issue will study which identity is used by  the network to identify the UE, for example IMEI, username/password, or other 
The WLAN may not support the Emergency Services without valid credential, e.g. it is a legacy WLAN network, so the UE request may fail. The WLAN per regulation may 
*** End of Changes ***
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