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FIRST CHANGE
6.1.x
Traffic steering control

6.1.x.1
General

Traffic Steering refers to the capability to provide traffic steering control policies from the PCRF for the purpose of traffic steering in (S)Gi-LAN. These policies are used to control the steering of the subscriber’s traffic to appropriate service enablers (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN.

TSC policies can be carried in PCC/ADC/TSC rules. The PCRF controls traffic steering by provisioning and modifying PCC rules over the Gx interface to the PCEF, ADC rules over the Sd interface to TDF and TSC rules over the St interface to the TSSF. 

The PCEF, TDF and TSSF enforce TSC policies in a deployment specific way. The details for how this is done, including the mechanism used for routing of the traffic between the service functions with the (S)Gi-LAN, is (S)Gi-LAN implementation specific and is out of 3GPP scope. 
The PCRF may provide traffic steering policies to the PCEF or TDF via existing IP-CAN session establishment and IP-CAN session modification and, remove traffic steering policies in case of  IP-CAN session termination procedures defined in Sections 7.2, 7.3, 7.4 and 7.5.
When the St is deployed together with the Sd and Gx or Gx only for the same IP CAN session, if traffic steering rules sent to PCEF/TDF are at application identifier level, the St shall only carryservice data flow filter level rules.
The PCRF may use one or more pieces of information available in the PCRF (as described in the clause 6.2.1.1), such as the application reporting over Sd/Gx (if available), service information over Rx and the IP-CAN session information and subscription information and network operator's policies as input for generation of traffic steering policies.
In the home routed scenario, the H-PCRF shall be able to generate the traffic steering policy for home routed traffic.
NOTE 1:
The traffic steering in local-breakout scenario is not support in this release.

6.1.x.2
Traffic steering control via Sd
The TDF receives traffic steering policies from PCRF via Sd interface. Based on these policies, it performs application detection and/or service data flow filter matching, and then provides traffic steering related information (as part of UE's packet) to the (S)Gi-LAN systems, which then performs traffic steering. The uplink and downlink traffic is passed through the TDF before it enters the service functions. The TDF may be deployed standalone or embedded within the (S)Gi-LAN systems.
A single Sd interface is established between the PCRF and the TDF for the single IP-CAN session, however TDF may have multiple instances/processes as per deployment requirements, e.g. one process for uplink traffic and a different one for downlink traffic.
6.1.x.3
Traffic steering control via Gx

The PCEF receives traffic steering policies from the PCRF via Gx interface. Based on these policies, it performs application detection and/or service data flow filter matching, and then reporting to the PCRF and provides traffic steering related information (as part of UE's packet) to the (S)Gi-LAN systems, which then performs traffic steering.
A single Gx interface is established between the PCRF and the PCEF for the single IP-CAN session, however internally PCEF implementation may have multiple processes handling different sub-functions, e.g. one process for uplink traffic and a different one for downlink traffic.
6.1.x.4
Traffic steering control via St

The St interface is used to provide traffic steering rule to the TSSF, together with a traffic descriptor being either application identifier or SDF filter describing the traffic data flow for which the traffic steering policy applies.When application reporting over Gx/Sd is used, the PCRF may take the reported application information (e.g. service data flow descriptions) into account when creating the traffic steering rule. 
For application traffic with non-deducible service data flow descriptions, if application reporting is performed over Gx/Sd and traffic steering policy over St is needed for the same application, application detection takes place once in PGW/TDF for application reporting purpose and once in the (S)Gi-LAN for service chain classification purposes. The PCEF or TDF may perform packet marking based on the active PCC/ADC rules. The classifiers and forwarding entities in the (S)Gi-LAN system can then perform classification and traffic steering based on the marked traffic. This allows the packet classification result in PGW/TDF (e.g. based on ADC) to be utilized in the SGi-LAN domain without repeating the same packet inspection as was done in the PGW/TDF.
When the St is deployed together with Sd and Gx or Gx only for the same IP CAN session, if traffic steering rules sent to PCEF/TDF are at application identifier level, the St will not carry application identifier level traffic steering rules.
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