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Abstract of the contribution: This contribution is proposed to add the description that the UE may provide the indication for the default access when adding an access using S2a in UE-initiated mode in SCM.
Discussion
According to the following conclusion in section 9.2.1 in 3GPP TR 23.861:
5.
For a multi Access PDN connection there is always a default access.

-
In UE-initiated mode, the UE decides the default access and indicates to the network.
-
In NW-initiated mode, the network decides the default access and indicates to the UE.

But according to the description in section 6.2.3.1 (agreed P-CR S2-151870 in SA2 meeting #109), the way to indicate the default access to the network in UE-initiated mode in SCM is missing. It is proposed to add the related description.
Proposal
* * * Start of Change * * * *
6.2.3.1
Single-connection mode

This procedure is used to add trusted WLAN access in single-connection mode to an existing PDN Connection. The decision to use the single-connection mode is made during authentication as described in clause 16.2.
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Figure 6.2.3.1-1: Addition of trusted WLAN access with SCM and GTP S2a for roaming, LBO and non-roaming scenarios

It is assumed that the UE has established a PDN connection over a 3GPP access and has received from the network an indication that NBIFOM is supported to this PDN connection. In order to use the TWAN access with SCM for the same PDN connection simultaneously, the UE now performs the procedure TS 23.402 [2] clause 16.2 (Initial Attach) with the following additions:

-
Step 2: During the EAP authentication, the UE negotiates single-connection mode and requests EPC access. The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access. The UE also includes an NBIFOM indication in the PCO that the procedure is for the addition of an access to the PDN connection. The UE cannot include routing rule(s) during the EAP authentication procedure in single-connection mode. If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include an indication for default access for the PDN Connection.
-
Step 3: Since the handover indication is included, the TWAN selects the same PDN GW as it is already allocated for the PDN connection.  The TWAN includes an NBIFOM capability indication in the Create Session Request.

-
Step 4: Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW indicates to the PCRF the addition of an access for the PDN connection and informs the PCRF about the additional RAT type. If network-initiated NBIFOM mode was selected at initial PDN Connection establishment, the PCRF may indicate the default access for the PDN Connection to the PDN GW.
- 
Step 6: The PDN GW indicates the default access for the PDN connection establishment to the TWAG via S2a. 

- 
Step 8: The TWAG indicates the default access for the PDN connection to the UE as part of the EAP authentication procedure.

In network-initiated NBIFOM mode, the network does not provide any routing rules to the UE during this procedure. 

NOTE: 
The reason is that there would be no way for the UE to acknowledge the network-provided Routing Rules during the addition of an access. Instead, Routing Rules need to be provided from the network using a separate IP flow mobility procedure.

NBIFOM is not supported for Transparent Single Connection Mode. Therefore only scenario (A) in Figure 6.2.3.1-1 is applicable to NBIFOM.

* * * End of Change * * * *
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