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1 Introduction

The application in the TE can control IP QoS through a number of mechanisms including RSVP. The RSVP signalling protocol may be used for control of the local IP access network, or it may be used end-to-end across the IP connection. 

Applications use an API to control the QoS, which may be translated to an RSVP session. The application may use the same API for QoS irrespective of whether the interface is a fast ethernet to a local LAN, or a radio interface to a remote network. If the application is not mobile aware, this could result in QoS session parameters which are unacceptable to the user since the application has not adapted to the different cost network interfaces. Hence, the customer requires facilities to override/modify the application QoS parameters.

RSVP signalling may be used to control only the resources of the local IP access network. In the UMTS access network, the PDP context procedures must be used to control the UMTS access network. If it is only the UMTS access network that is being controlled, then there are benefits in reduced messaging over the radio interface in terminating the RSVP signalling in the MT and only using the PDP context to control the UMTS access network.

In addition, RSVP signalling may be used in an end-to-end mode. In this case, the RSVP signalling cannot be terminated at the MT, and must be passed through the network. The soft state nature of RSVP uses periodic signalling to maintain the RSVP session. The greater bit error rates expected for radio interfaces could lead to a lower reliability of the RSVP session. Also, the periodic transmission of RSVP messages increases the load over the air interface. An improved service could be offered by using a performance enhancing proxy at the MT and the Gateway node to terminate the RSVP signalling, use the PDP context to maintain the RSVP session, and then to regenerate the RSVP messages.

All of these features above require the MT to receive and act on the RSVP signalling. The advantages with this function performed at the MT can be summarised as:

· Optimisation of utilisation of the air interface.

· The MT can be upgraded quicker to cater for new features in the QoS control API.

· Allows access independent API at the application level.

· Allows interface specific controls to override non-interface specific settings for non-mobile aware applications.

· Allows tight customer control of expensive radio resources

· Allows appropriate control of the radio access whether it is an IP service or a PPP service being provided.

· The MT under control of the customer can determine whether to modify an existing PDP context or create a new PDP context to provide the QoS needs of each RSVP session.

The scope of this contribution is limited to IP bearer services where RSVP is used for control of the IP bearer.

2 Description

The MT, as the interface to the radio network, plays an important role. It is involved in the signalling for control of the UMTS radio access bearers. It also must separate the traffic from the TE into the separate radio access bearers for transmission towards the Gateway node.

Figure 1 below proposed in contribution S2-000130 shows the functions performed in the different nodes within the network.
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Figure 1: QoS management functions for UMTS bearer service in the control plane

The MT has a role for performing Adm/Cap Control at both the IP and UMTS layers. At the IP layer, the MT also provides an IP BS Manager that is responsible for the IP BS that is provided to the application.

When the application is using RSVP to control QoS at the IP level, the MT must examine the RSVP messages to gather information about the application QoS requirements. The MT may then override/modify the QoS parameters according to user configuration. The resultant parameters are then used to control the PDP context which is established/modified to support that QoS request.

The IP BS Manager within the MT will receive and act on the RSVP signalling. It is a local configuration decision whether the MT will 

1. Terminate the RSVP signalling in a RSVP proxy.

2. Intercept the RSVP signalling, but continue the RSVP session towards the remote end.

3. Intercept the RSVP signalling, and initiate an RSVP proxy to improve the reliability and efficiency of RSVP across the radio interface.

These three scenarios are depicted in the figures below, for the cases where the PATH message is received from the TE, and from the external network.

Note: The three scenarios assumes termination of RSVP signaling in MT. The functional split between MT and TE is a local configuration, other functional split of the MS shall therefore also be possible.

2.1 Scenario 1

In this scenario, the RSVP session is only being used to control the local access network, which is the UMTS.
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Figure 2: MT terminates the RSVP signalling, Incoming PATH from TE

When the PATH is received, the MT receives all of the RSVP parameters, and determines whether to create a new secondary PDP context, or to modify an existing one to carry this traffic. The secondary PDP context is then created/modified using the existing procedures. 

Upon successful establishment of the secondary PDP context, the MT can instantiate the RSVP proxy in a mode where it terminates the signalling. In this mode, the RSVP proxy will receive the PATH message, and generate the RESV response. The MT also replies to the initial PATH message with a RESV message.
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Figure 3: MT terminates the RSVP signalling, Incoming data from external network

For the MT to initiate the RSVP PATH, there must be some action that occurs to trigger this. The trigger could result from receiving data in an existing secondary PDP context which matches some filter specification which identifies this traffic should be provided a different QoS. Another possibility is if the user configures the MT (either directly or through an API from the TE) to prepare for an expected data stream.

If the MT determines that the application requires RSVP signalling, it would initiate a PATH message. On receiving the RESV message from the TE, the requirements for the PDP context can be determined, and the secondary PDP context can be created/modified.

The MT must also run timers appropriate for the RSVP procedures. The MT must be configured to determine what action to take if the RESV message is not received from the TE.

2.2 Scenario 2

In this scenario, the RSVP session is being used end-to-end.
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Figure 4: MT forwards the RSVP signalling, Incoming PATH from TE

In this scenario, when the MT receives the PATH message, it can modify it according to local configuration, then forward the PATH to the network. When the RESV response is received at the MT, it uses this information, again along with relevant local configuration to finally determine the parameters required for the PDP context, which is then created/modified. Finally the adapted RESV message is sent on to the TE.
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Figure 5: MT forwards the RSVP signalling, Incoming PATH from external network

When the PATH message is received over the radio interface, it is passed along to the TE. When the TE responds with the RESV message, the MT modifies the parameters according to local configuration, then creates/modifies the PDP context. Once the PDP context is established, the RESV message is passed on.

2.3 Scenario 3

In this scenario, the RSVP session is again being used end-to-end. However, an RSVP proxy in a performance enhancement mode is inserted at the MT and Gateway. The aim of the proxy in this mode is to change the nature of the RSVP session from a soft state to a hard state between the two proxies by utilising the secondary PDP context. This improves the reliability of the RSVP session, as well as reducing the amount of signalling over the radio interface.
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Figure 6: MT utilises proxy to forward RSVP signalling, Incoming PATH from TE

The sequence for the establishment is basically similar to scenario 2. At reception of the secondary PDP context request an RSVP proxy service is instantiated. This instance of the RSVP proxy service is associated with the RSVP session towards external network, as per normal RSVP signaling. Once the secondary PDP context and the proxy service is established, the RESV is then passed on to the TE as before.

After this point, the PATH messages received at the MT are responded to locally, and PATH messages are periodically generated at the Gateway. Only if there are changes in the RSVP session is the updated PATH or RESV message transferred to the other proxy.
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Figure 7: MT utilises proxy to forward RSVP signalling, Incoming PATH from external network

For the RSVP session from the external network, again the sequence is similar to the end-to-end case in scenario 2, again with the exception of the local proxy being installed with the PDP context.

3 Proposal

It is proposed to add the text below to the Chapter "QoS" of release 2000 TR 23.821. The RSVP aspects relate to chapter 9.4 UMTS-Internet of 3G TS 23.107.

The scenarios described in chapters 2.1 to 2.3 is also proposed to be placed into a new sub-chapter called “RSVP scenarios”.

QoS

The MT provides an IP BS Manager function allowing the MT to override/modify the QoS requests of applications. As part of this function, the MT may manage any QoS service request from the TE according to local configuration rules in the MT.

The RSVP signalling protocol is one mechanism for an application to request QoS from the network at the IP layer. The MT may intercept the RSVP message stream, and use information from the RSVP session and the local configuration in the MT in the control of the UMTS bearer service.

The MT may behave in one of 3 distinct modes for each RSVP session. The mode used is also part of the local configuration defined in the MT.

The first mode is that of terminating the RSVP signalling by acting as an RSVP proxy. In this mode, the PATH messages received from the TE are responded to locally from the MT with a RESV message. The PATH is not transferred towards the UMTS network, but the PDP context can be adapted based on the information received from the TE. Likewise, PATH messages may be generated from the MT towards the TE for data streams being received.

In the second mode, the MT will adapt/modify PATH and RESV messages before transmitting them on. When a RESV is received for a new RSVP session, the MT uses the information from the RESV message plus additional configuration to determine the parameters for the QoS signalling. It then initiates a create/modify of a PDP context to provide the QoS requirements of the RSVP session 

In the third mode of operation, the MT behaves exactly as it does for the second mode except that it now requests the installation of an RSVP proxy at the Gateway. The MT acts as a local proxy when the PDP context is established. After the proxy is created in both the MT and the Gateway, all further PATH and RESV messages for that session are discarded locally at the MT/ Gateway unless there is a change in the parameters of the service. The MT/Gateway will locally generate PATH and RESV messages to maintain the RSVP session.
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