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change:

During the review of 23.060 together with 22.078 and 23.078 few inconsistencies were identified. This CR shall resolve these inconsistencies and harmonise both specifications.

Chapter 5.4.1

Removal of the word “cost” in the first sentence, the control is mainly about cost controlling but that is not the only issue. The intention is to make it more general.

The sentence “This also applies if the SGSN node does not support CAMEL interaction” is meaningless and shall be deleted. If a SGSN does not support CAMEL it does not care about any CAMEL requirement!

Chapter 6.12

GPRS and CAMEL Point of interworking
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5.4.1
Packet Domain Core Network Nodes

A GPRS Support Node (GSN) contains functionality required to support GPRS and/or to support UMTS packet domain functionality. In one PLMN, there may be more than one GSN.

The Gateway GPRS Support Node (GGSN) is the node that is accessed by the packet data network due to evaluation of the PDP address. It contains routeing information for attached GPRS users. The routeing information is used to tunnel N‑PDUs to the MS's current point of attachment, i.e., the Serving GPRS Support Node. The GGSN may request location information from the HLR via the optional Gc interface. The GGSN is the first point of PDN interconnection with a GSM PLMN supporting GPRS (i.e., the Gi reference point is supported by the GGSN). GGSN functionality is common for GPRS and for the UMTS packet domain.

The Serving GPRS Support Node (SGSN) is the node that is serving the MS. The SGSN supports GPRS (i.e., the Gb interface is supported by the SGSN) and/or UMTS (i.e., the Iu interface is supported by the SGSN). At GPRS attach, the SGSN establishes a mobility management context containing information pertaining to e.g., mobility and security for the MS. At PDP Context Activation, the SGSN establishes a PDP context, to be used for routeing purposes, with the GGSN that the subscriber will be using.

The SGSN and GGSN functionalities may be combined in the same physical node, or they may reside in different physical nodes. SGSN and GGSN contain IP or other (operator's selection, e.g., ATM-SVC) routeing functionality, and they may be interconnected with IP routers. When SGSN and GGSN are in different PLMNs, they are interconnected via the Gp interface. The Gp interface provides the functionality of the Gn interface, plus security functionality required for inter-PLMN communication. The security functionality is based on mutual agreements between operators.

The SGSN may send location information to the MSC/VLR via the optional Gs interface. The SGSN may receive paging requests from the MSC/VLR via the Gs interface.

The SGSN interfaces with the GSM‑SCF for optional CAMEL control. Depending on the result from the CAMEL interaction, the session and packet data transfer may proceed normally. Otherwise, interaction with the GSM‑SCF continues as described in 3G TS 23.078 [8b]. Only the GSM‑SCF interworking points are indicated in the signalling procedures in this specification.

6.12
Service Request Procedure for UMTS

The Service Request procedure is used by a 3G‑MS in PMM‑IDLE state to request the establishment of a secure connection to a 3G‑SGSN. The MS in PMM‑IDLE state initiates this procedure in order to send uplink signalling messages (e.g., Activate PDP Context Request) or user data. This procedure is also used by an MS in PMM‑CONNECTED state to request resource reservation for active PDP contexts.

"Text to explain the change below, but not part of the spezification:

The CAMEL interworking is indicated at the point where the Radio Bearer Assignment is received at the SGSN. This is the when the radio resources are allocated. An allowed instruction from the CSE is to reject the attachment request (for what ever reason). In that case the allocated radio resources has to be released again. That is not the most efficient way to handle the CAMEL interworking. Therefore we propose to move the point for interworking between subscriber profile is received and Radio Access Bearer Assignment Request is sent. The figure below is changed accordingly (for what ever reason the changed figure is not marked with a revision note! We moved "C1" from the end of the information flow to the point between 3 and 4).
The change is shown here as a principle but shall apply everywhere where similar information flows are shown, if any at all!"
6.12.1
Service Request Initiated by MS Procedure

The MS in PMM‑IDLE state sends the Service Request message to the 3G‑SGSN in order to establish the PS signalling connection for the upper layer signalling or for the resource reservation for active PDP contexts. After receiving the Service Request message the 3G‑SGSN may perform authentication and it shall perform the security mode procedure. After the establishment of the secure PS signalling connection to a 3G‑SGSN the MS may send signalling messages, e.g., Activate PDP Context Request, to the 3G‑SGSN, or the 3G‑SGSN may start the resource reservation for the active PDP contexts depending on the requested service in the Service Request message. This procedure is also used by an MS in PMM‑CONNECTED state to request the resource reservation for the active PDP contexts.
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Figure 1: Service Request Initiated by MS Procedure

1)
The MS establishes an RRC connection, if none exists for CS traffic.

2)
The MS sends a Service Request (P‑TMSI, P‑TMSI Signature, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. At this point, the SGSN may perform the authentication procedure.


If Service Type indicates Data then a signalling connection is requested established between the MS and the SGSN, and resources for active PDP context(s) are requested allocated, i.e., RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling then the signalling connection is requested established between the MS and the SGSN for sending upper-layer signalling messages, e.g., Activate PDP Context Request. The resources for active PDP context(s) are not requested allocated.

3) The SGSN shall perform the security functions if the service request was initiated by an MS in PMM‑IDLE state.
3A
For a MS with gprs-CSI defined, CAMEL interaction may be performed.  See referenced procedure in UMTS 23.078:

C1) CAMEL_GPRS_Attach_Request

4)
In case Service Type indicates Data, the SGSN sends a Radio Access Bearer Assignment Request (NSAPI(s), Tunnel Identity(ies), QoS Profile(s), SGSN IP Address(es)) message to re-establish radio access bearer for every activated PDP context.

5)
The RNC indicates to the MS the new Radio Bearer Identity established and the corresponding NSAPI with the RRC radio bearer set up procedure.

6)
SRNC responds with the Radio Access Bearer Assignment Response (NSAPI(s), Tunnel Identity(ies), QoS Profile(s), RNC IP Address(es)) message. The GTP tunnel(s) are established on the Iu interface.

7)
The MS sends the uplink packet.

The MS knows that the Service Request message was successfully received in the SGSN when the MS receives the RRC Security Mode Control Command message. It is, however, possible that the security mode procedure is not performed, e.g., if the Service Request message indicating Service Type = Data is sent after an RA update procedure via the same PS signalling connection. For such cases, the Service Accept message may be needed and it should be treated by the MS as a service acceptance indication.

If the service request cannot be accepted, the network returns a Service Reject message to the mobile station.
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