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Abstract of the contribution: This contribution proposes updates to the solution based on St interface in order to resolve open issue on how to report changes of metadata to SCTCF over St interface.
Introduction
This contribution updates the solution description in the following areas:

Editor’s Note: Details on how to handle report of changes of metadata to SCTCF over St are for further study. 
The proposal is to define in PCRF what metadata is associated to a Traffic Steering Policy, and then request the PCEF/BBERF to notify PCRF when the metadata changes using existing event triggers over Gx/Gxx and Sd interfaces. In order to start and stop reporting changes in metadata for a TSP the PCRF may receive an indication over St interface.
There have been discussions to report metadata to the SCTCF using a similar mechanism as defined for Sd interface for the purpose to provide credit reauthorization triggers to the OCS. That solution with OCS works as the OCS has an interface to the TDF to request credit reauthorization triggers, so the TDF can proxy the request to the PCRF, however the service functions do not typically implement an interface to the TDF or to the PCRF to request specific metadata so this information needs to be configured on a per service chain basis, since the PCRF stores the association of a service chain to a user or a user an application, there are advantages from network configuration point of view to provision the metadata as part of the information that is associated to a traffic steering rule that is defined in the PCRF, instead of having configuration in both the PCRF to define the TS Rule and in the TDF to associate some metadata to the TS Rule.

Proposal

It is proposed to update TR 23.718 as follows:

**** First Change ****

6.1.4.1.1 
Overview

This solution addresses key issue 1: “Interface for provisioning of traffic steering policy”.

A new interface (St) is defined over which the traffic steering policy is provided. The St interface is defined between the PCRF and a Service Chain Traffic Controller Function (SCTCF). 

The functionality of the SCTCF includes the following:

-
The SCTCF is the receiver of the traffic steering policy and supports control plane functionality to terminate the St interface. 
-
The SCTCF ensures that the traffic steering policy is implemented in the SGi-LAN. The SCTCF may e.g. perform a mapping of the traffic steering policy to service chain specific identifiers and procedures and mapping of the traffic descriptor to convey traffic steering information, which e.g. comprises service chain identifiers and other information which is required by the SGi-LAN implementation, to the SGi-LAN. The details for how the SCTCF ensures that the traffic steering policy received from PCRF is enforced in the SGi-LAN is out of 3GPP scope. 
-
Receiving metadata from the PCRF and activating/deactivating their reporting 
NOTE:
The SCTCF may be implemented as a standalone entity or combined with another entity.


The St interface is used to provide traffic steering policy to the SCTCF, together with a traffic descriptor describing the traffic data flow for which the traffic steering policy applies. 

It is assumed that application reporting from SCCTF to PCRF is not required over the St interface. If the PCRF requires application reporting as input for traffic steering policy decisions in a deployment, support for the ADC  feature with application reporting over Gx/Sd is required in that deployment. 

The figure below shows the architecture with St interface and Service Chain Traffic Controller Function. The Forwarding Entities, Classifiers and Service Functions, as well as any interface(s) between the SCTCF and these functions, are out of scope of this work item. 
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Figure 6.1.4.1.1-1. Reference architecture for service steering policy interface St. 

**** Second Change ****

6.2.1.1.3
 Traffic Steering Rule over St interface 

6.2.1.1.3.1
 Description
A TS Rule includes a traffic description and traffic steering policy information. A TS Rule is sent over St interface. This aligns the control information sent over the St interface with existing interfaces in 23.203

A TS Rule comprises the information that is required to determine the service chains associated to a traffic flow and provide related metadata. Metadata provides contextual information about the IP-CAN session to the SCTCF to be transferred to the service functions in the SGi-LAN. Specific examples of metadata are: RAT type, MSISDN or IP-CAN type. 

For pre-defined TS Rules, metadata is sent associated to a list of TS Rules for which that metadata applies, e.g. subscriber-id is metadata associated to TS_Rule_1 and TS_Rule_2.
The packets detected by applying a traffic description in the TS Rule form a traffic flow. The SCTCF uses the traffic steering policy identifier to select the list of service functions, their order, etc. and configure the classifiers and forwarding entities in the SGi-LAN. There may be a different traffic steering policy identifier for UL and DL part of a service data flow.

	Traffic Steering Rule Information
	Description
	Category
	PCRF permitted to modify for a dynamic TS Rule

	Rule identifier
	Uniquely identifies the Traffic Steering Rule at the SCTCF. It refers to the TSR-Name in clause 6.2.1.1.1.
	Mandatory
	No

	Traffic classification
	
	
	

	Traffic Description
	A list of traffic flow filters or an application identifier or a packet marking profile identifier for the classification of a service chain in the SGi-LAN. It may be applicable for uplink or downlink or both directions. The traffic flow filters and the application identifier refers to the Service Description in clause 6.2.1.1.1. The packet marking profile identifier refers to a preconfigured traffic detection behavior in the SCTCF. 
	Conditional


	Yes

	Precedence
	When traffic flow filters overlap, the precedence determines the order in which the traffic flow filters are applied for traffic classification in the SGi-LAN. It refers to the Precedence in clause 6.2.1.1.1.
	Conditional (NOTE 1)
	Yes

	Traffic Steering Policy Information
	
	
	

	Traffic Steering Policy Identifier
	A reference to the service chain associated to a traffic description. It may be applicable for uplink or downlink or both directions. 
	Mandatory
	Yes 

	Metadata
	Contextual information associated to the traffic steering policy identifier. It may be applicable for uplink or downlink or both directions.
	Conditional (NOTE 2)
	Yes

	NOTE 1: The Precedence is mandatory for TS Rules with a traffic identifier containing traffic flow filters. For dynamic TS rules containing an application identifier, the precedence is either preconfigured in SCTCF or provided in the TS rule from PCRF.

NOTE 2: The metadata is optional. Operator policies in PCRF determine if the traffic steering policy identifier has any metadata associated and which metadata should be included in the TS Rule. Only metadata available at the PCEF via existing interfaces (e.g. S5, S2a/S2b) may be sent via St interface to SGi-LAN. When a TS Rule includes metadata, the PCRF subscribes to the existing event triggers from BBERF/PCEF or TDF to be notified about any changes in metadata information. 




Table 6.2.1.3.1.1-1. The TS Rule Information

6.2.1.1.3.x
 Metadata
The PCRF may be configured to provide contextual information related to a traffic steering policy identifier to the SCTCF. Some examples of what type of contextual information can be provided, so called metadata, are: subscriber-Id, APN, IP-CAN type, RAT-type, PLMN-id, and UE location to the SCTCF. Each TS Rule may have associated different contextual information. 

The SCTCF may request to start and stop sending changes of metadata for one or multiple TS Rule(s) over the St Interface. When levering the ONF work, the SFC classifier may report when application traffic starts/stops sending to a service chain. This will trigger the SCTCF to request metadata over St. If the contextual information is not available to the PCRF when the PCRF provides the corresponding traffic steering policy to the SCTCF, the PCRF starts to subscribe to notification of the contextual information updates from BBERF/PCEF/TDF when the SCTCF requests to start reporting metadata. Start sending metadata may trigger the provisioning of the associated event triggers defined in [3] TS 23.203 [3] by PCRF over Gx/Gxx or Sd interfaces. Stop sending metadata may trigger the removal of the associated event triggers by PCRF defined in [3] TS 23.203 over Gx/Gxx or Sd interfaces. 
When an event trigger(s) is met and reported over Gx/Gxx or Sd interface, the PCRF determines the TS Rule(s) that has that metadata associated with and for which reporting is activated and then reports the metadata and the list of affected TS Rule(s) for a particular IP-CAN session to the SCTCF.
**** End of Changes ****
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