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Introduction
This document discusses some issues described in the solution 8 and provides some additional details on how PCC is used in this solution.
There is no geographical distribution of PCRFs in the operator´s network according to existing PCC procedures; therefore in principle any PCRF in an operator´s network can make a decision about a transfer policy for background data transfer for non-roaming UEs.

The PCRF assigns an appropriated time window to send background traffic, this is a mechanism to spread the requests from multiple AS to avoid too much signalling at a given time window that may reduce the need to implement additional mechanisms to prevent high load.
The PCRF assigns a maximum aggregated bitrate for a set of UEs and the charging rate that will be applicable in the respective time window for the traffic that stays below the maximum aggregated bit rate. There should be a way to check whether the traffic stays below the maximum aggregated bit rate. There have been offline discussions that suggest to perform CDR post-processing for all UEs in the group over time to calculate what the aggregate bit rate was used by the ASP. Here, we propose to define that offline CDRs post-processing may be used to provide an estimation of which the aggregated bit rate used by the ASP was for a set of UEs and then select the appropriated charging.
There is no mechanism defined to enforce the aggregated bit rate by the PCEF, however a maximum bit rate for the individual sessions from/to the UE to/from the application server can still be enforced as described in the solution evaluation in sub-clause 6.8.3. Here, we propose that:

· The PCRF can provide an individual MBR for each of the application sessions from/to the UE to/from the application server based on the application information received over Rx or estimate an average MBR for each of the Rx request e.g. using a mean value. In the later case, we propose to store the counter in the SPR to accumulate the service sessions for which a MBR has already been provided to the PCEF. 
· When the aggregated MBR provided to the application server is reached, the PCRF may update the charging rate for the installed PCC Rules in the PCEF for the background data transfer of the set of UEs of the application server. 
***** First change ******
6.8
Solution 8: 3GPP resource management for background data transfer
6.8.1.2
General approach
In this approach, any of the available PCRF in the network serving this geographic area can make the decision about a transfer policy for background data transfer for non-roaming UEs.

NOTE 1:  In this approach the UEs targeted for background data transfer could be served by a single PCRF or could be spread across multiple PCRFs in the operator´s network.
The transfer policy is finally stored in the SPR together with a transaction reference granting approval of the request. This ensures that the transfer policy is available to every PCRF responsible for a UE which is subject to this background data transfer in the future. In addition, other (or the same) PCRF can take this transfer policy into account during subsequent decisions about transfer policies for background data related to other AS.

When the AS contacts the PCRF for an individual UE (via the existing Rx interface) at a later point in time the AS needs to also provide the reference. The reference enables the PCRF to correlate the AS request (that is related to the UE) with the transfer policy retrieved from the SPR (that is related to the AS). The PCRF finally triggers PCC procedures according to 3GPP TS 23.203 [7] to provide the respective policing and charging information to the PCEF. 
NOTE 2: The AS will typically contact the PCRF for the individual UEs to request sponsored connectivity for the background data transfer.
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Figure 6.8.1.2-1: General approach for resource management for background data transfer 
1.
A 3rd party AS may send a request for background data transfer for a set of UEs to the SCEF. The background data transfer request message contains application information, including the identification of the application service provider, traffic information (e.g. the volume of data to be transferred per UE and the expected amount of UEs), the desired time window and optionally, geographic area information.
NOTE 3: The AS does not provide any information about the identity of the UEs.
2.
The SCEF authorizes the AS request.
NOTE 4: The SCEF notifies the AS at this point if the authorization fails.
3.
The SCEF selects any of the available PCRFs and sends the background data transfer request to the PCRF including the parameters provided by the AS. If the AS provided geographic area information, the SCEF transfers the geographic area to a corresponding network area (e.g. list of cell ids, TAs/RAs).
NOTE 5:  A new procedure in Rx interface needs to be introduced for the interaction between SCEF and PCRF for the information exchange between AS and PCRF as this request is not specific to a given UE’s IP-CAN session.
4.
The PCRF queries the SPR for all existing transfer policies (which may be equivalent to the request in step 3).
5.
The PCRF determines, based on information provided by the AS and other information (e.g. network policy, congestion level (if available), load status estimation of the required time window and network area, existing transfer policies) one or more recommended time windows for the AS data transfer. For each time window, the PCRF optionally assigns a maximum aggregated bitrate for the set of UEs and a charging rate that will be applicable in the respective time window for the traffic that stays below the maximum aggregated bitrate.
NOTE 6: The maximum aggregated bitrate provided from PCRF to SCEF/AS is not enforced in the network. The operator may apply offline CDRs processing to determine whether the aggregated bitrate for the set of UEs was exceeded by the application service provider at a particular time and how the traffic should be charged. 
6.
The PCRF responds to the SCEF with a reference ID identifying the approved grant and a transfer policy offer including one or more recommended time windows for the data transfer and optionally for each time window the maximum aggregated bitrate for the set of UEs and a charging rate.
7.
The SCEF forwards the reference ID and the transfer policy offer to the 3rd party AS. The AS stores the reference ID for the future interaction with the PCRF.
8.-11. If the transfer policy offer contains more than one time window, the 3rd party AS shall select one of the time windows and send another request for background data transfer message to inform the SCEF and PCRF about it. 

NOTE 7: If there is only one time window in the transfer policy offer, the AS is not required to confirm.
12.
The PCRF stores the reference ID, the expected number of UEs and the new transfer policy for this application server in the SPR.

13. When the AS contacts the PCRF at a later point in time for an individual UE (via the existing Rx interface), the AS shall provide the reference ID and the application server identifier. The PCRF correlates the AS request with the transfer policy retrieved from the SPR via the reference ID. The PCRF finally triggers PCC procedures according to 3GPP TS 23.203 [7] to provide the respective policing and charging information to the PCEF for the background data transfer of this UE.
NOTE 8: The AS will typically contact the PCRF for the individual UEs to request sponsored connectivity for the background data transfer.
***** End of changes ******
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